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1
Decision/action requested

Discuss and approve the text proposal.
2
References

 [1]
Draft TS 28.516 Fault Management (FM) for mobile networks that include virtualized network functions Procedures v0.2.0.
3
Rationale

In draft TS 28.516 [1], an Editor’s note in the NE alarm correlation in the context of NFV procedures is described as follows:
Editor’s note: The figure needs to be revisited to illustrate using operations.
This contribution proposes to solve the issue described in the Editor’s note.
Furthermore, it also proposes to change the wording of title in Sec 4.2, Sec 4.2.1 and Sec 4.2.2 to align with Sec 4.4
4
Detailed proposal
It is proposed to make the following changes to TS 28.516 [1].
	1st proposed change


4.2
Procedures of NE alarm correlation in the context of NFV 
4.2.1
Procedure of NE alarm correlation made by EM in the context of NFV
When a new failure occurs from the virtualized resource and it impacts the corresponding NE application, EM can make the alarm correlation based on the virtualized resource failure report sent from VNFM and VNF application alarms. 

The following figure illustrates the procedure of EM makes NE alarms correlation in a mobile network that includes virtualized network functions. 
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Figure 4.2.1-1 Procedure of NE alarm correlation made by EM in the context of NFV

1) A new failure occurs from the virtualized resource and it impacts the corresponding NE application.

2) VNFM received virtualized resource alarms as described in ETSI NFV ISG.

3) VNFM sends VNF instance alarms related to virtualized resource to EM. The VNF and/or VNFC alarms related to virtualized resource include AlarmId, affected VNF identifier, affected VNFC identifiers, and FaultDetails which provides additional information about the virtualized resource fault, for example the resource identifier which causes the fault (e.g. VM identifier, vNIC identifier or vPORT identifier). The Alarm information element see clause 9.3.4 of [3].
4) NE/VNF sends VNF application alarms to EM through proprietary interface, the corresponding VNF instance identifier and/or VNFC identifier should be included.
Note: There is no sequence restriction on EM receives VNF instance alarms related virtualized resource and EM receives VNF application alarms.
5) EM correlates the received VNF instance alarms related to virtualized resource with the received VNF application alarms.
EM sends the correlated alarm information to NM over Itf-N. The alarm information that carries correlated alarm information is specified in TS 32.111-2 [2].
4.2.2
Procedure of NE alarm correlation made by NM in the context of NFV
When a new failure occurred from the virtualized resource and it impacts corresponding NE application, NM can make the alarm correlation based on the virtualized resource failure report sent from VNFM and VNF application alarms. 

The following figure illustrates the procedure of NM makes NE alarms correlation in a mobile network that includes virtualized network functions. 



[image: image4.emf]EM VNFM NFVO

3.AlarmNotification of VNF 

instance alarm related to 

virtualized resources

5.AlarmNotification of VNF application alarm

NE/VNF VIM

2.VNFM received virtualized resource alarms as described in 

ETSI NFV ISG

1. A new failure occurs from 

the virtualized resource and 

it impacts corresponding NE 

application

NM

4.AlarmNotification of VNF 

instance alarm related to 

virtualized resources

6.AlarmNotification of VNF 

application alarm

7.AlarmCorrelation of VNF 

instance alarms related to

virtualized resource and VNF 

application alarms


Figure 4.2.2-1 Procedure of NE alarm correlation made by NM in the context of NFV

1) A new failure occurs from the virtualized resource and it impacts corresponding NE application.

2) VNFM receives virtualized resource alarms as described in ETSI NFV ISG.

3) VNFM sends VNF instance alarms related to virtualized resource to EM. The VNF and/or VNFC alarms related to virtualized resource include AlarmId, affected VNF identifier, affected VNFC identifiers, and FaultDetails which provides additional information about the virtualized resource fault, for example the resource identifier which causes the fault (e.g. VM identifier, vNIC identifier or vPORT identifier). The Alarm information element see clause 9.3.4 of [3].
4) EM sends VNF instance alarms related to virtualized resource to NM.

5) NE/VNF sends VNF application alarms to EM through proprietary interface, the corresponding VNF instance identifier and/or VNFC identifier should be included.

6) EM sends VNF application failure report of a NE to NM over Itf-N. The information in the failure report sees alarm information in TS 32.111-2 [2].

Note: There is no sequence restriction on EM receives VNF instance alarms related virtualized resource and NM receives VNF application failure report.
7) Based on the VNF instance alarms related to virtualized resource sent from VNFM and VNF application failure report, NM makes the alarm correlation.
	End of changes
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