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1
Decision/action requested

Discuss and approve the text proposal.
2
References

[1]
Draft TS 28.515 Fault Management (FM) for mobile networks that include virtualized network functions Requirements v0.4.0.
[2]
Draft TS 28.516 Fault Management (FM) for mobile networks that include virtualized network functions Procedures v0.1.0.
3
Rationale

In draft TS 28.515 [1], the use case of virtualization-specific aspect failure detection and notification has been described as follows:
==============extract from TS 28.515==================

6.4.3
Use case of virtualization-specific aspect failure detection and notification by VNFM  
	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	To notify the EM about a virtualization-specific failure of a virtualized network function through Ve-Vnfm-em reference point.
	

	Actors and Roles
	VNF virtualization-specific component.


	

	Telecom resources
	EM.

VNFM.

VNF.
	

	Assumptions
	- VNFM receives virtualised resource fault reports from VIM.

- VNF application-specific fault is reported to the EM.

- EM is subscribed to VNF-related virtualization fault reports from the VNFM.
	

	Pre-conditions
	N/A
	

	Begins when 
	The virtualization-specific failure is detected by the VNF virtualization-specific component. 
	

	Step 1 (M)
	VNF virtualization-specific component sends virtualization-specific fault notification to VNFM over Ve-Vnfm-vnf reference point.
	

	Step 2 (M)
	VNFM creates VNF virtualization-related fault report about the VNF and its VNF Components.
	

	Step 3 (M)
	VNFM sends the VNF virtualization-related fault report to the EM over Ve-Vnfm-em reference point.
	

	Ends when
	All the steps identified above are successfully completed.
	

	Exceptions
	
	

	Post-conditions
	The EM is notified about the virtualization-specific failure of the subject VNF. 
	

	Traceability
	
	


6.4.4
Use case of virtualization-specific aspect failure detection and notification by EM 
	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	To notify the EM about a virtualization-specific failure of a virtualized network function.
	

	Actors and Roles
	VNF virtualization-specific component 
	

	Telecom resources
	EM.

VNFM.

VNF.
	

	Assumptions
	- VNF application-specific fault is reported to the EM.

- EM is subscribed to VNF-related virtualization fault reports.
	

	Pre-conditions
	N/A
	

	Begins when 
	The virtualization-specific failure is detected by the VNF virtualization-specific component. 
	

	Step 1 (M)
	VNF virtualization-specific component sends virtualization-specific fault notification to EM.
	

	Ends when
	All the steps identified above are successfully completed.
	

	Exceptions
	
	

	Post-conditions
	The EM is notified about the virtualization-specific failure of the subject VNF. 
	

	Traceability
	
	


==============extract from TS 28.515==================
Accordingly, this contribution proposes the procedure flows for virtualization-specific aspect failure detection and notification.
4
Detailed proposal
It is proposed to make the following changes to TS 28.516 [2].

	1st proposed change


2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[X]
GS NFV-IFA 008 V0.8.0 (2016-05): "Network Functions Virtualisation (NFV); Management and Orchestration; Ve-Vnfm Reference Point – Interface and Information Model Specification".
	Next proposed change


3.2

Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

NFVO
Network Functions Virtualization Orchestrator

VIM
Virtualized Infrastructure Manager
VNFC
Virtualized Network Function Component

VNFM
Virtualized Network Function Manager

VM
Virtual Machine
vNIC
virtual Network Interface Card
vPORT
virtual PORT
	Next proposed change


4
Fault Management procedures
4.1
Introduction
The procedures listed in this clause, as some of all the possibilities, are not exhaustive.
	Next proposed change


4.X
Virtualization-specific aspect failure detection and notification procedures
4.X.1
Virtualization-specific aspect failure detection and notification by VNFM
The following figure illustrates the procedure of notifying the EM about a virtualization-specific failure of a virtualized network function when virtualization-specific aspect failure detection and notification by VNFM.




[image: image2.emf]EM VNFM NE/VNF

1.Subscribes to VNF-related 

virtualization fault reports

3.Sends virtualization-specific 

fault notification

5.Sends VNF instance 

alarms related to virtualized 

resources

2.VNF virtualization-specific 

component detects the 

virtualization-specific failure

4.VNFM creates VNF 

virtualization-related fault 

report

NFVO VIM


Figure 4.X.1-1 Procedure of virtualization-specific aspect failure detection and notification by VNFM
1) EM subscribes to VNF-related virtualization fault reports.

2) A new virtualization-specific failure occurs and is detected by VNF virtualization-specific component.

3) VNF sends virtualization-specific fault notification to VNFM.

4) VNFM creates VNF virtualization-related fault report as described in ETSI NFV ISG.

5) VNFM sends VNF instance alarms generated due to changes in the state of virtualized resources used by the VNFs and their constituent VNFC instances to EM. The VNF and/or VNFC alarms related to virtualized resources include AlarmId, affected VNF identifier, affected VNFC identifiers, and FaultDetails which provides additional information about the fault, for example the resource identifier which causes the fault (e.g. VM identifier, vNIC identifier or vPORT identifier). The Alarm information element see clause 9.3.4 of [X].
6) 
7) 
8) 
9) 
10) 
11) 
4.X.2
Virtualization-specific aspect failure detection and notification by EM
The following figure illustrates the procedure of notifying the EM about a virtualization-specific failure of a virtualized network function.




[image: image4.emf]EM NE/VNF

2.Sends virtualization-specific 

fault notification

1.VNF virtualization-specific 

component detects the 

virtualization-specific failures


Figure 4.X.2-1 Procedure of virtualization-specific aspect failure detection and notification by EM
1) A new virtualization-specific failure occurs and is detected by VNF virtualization-specific component.

2) VNF sends virtualization-specific fault notification to EM through proprietary interfaces, the corresponding VNF instance identifier and/or VNFC identifier should be included.
	End of changes
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