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Background
ETSI NFV is developing a standard interface (see label Interface-1 in the following diagram) allowing VNFM to set and read parameters of VNF instance. 
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Figure 1: VNF standard interface
This paper identifies the issues related to the usage of such interface.  It also points out that the setting and reading of VNF parameters, proposed to be done via Interface-1, can be done using existing 3GPP standardized method. 
The document recommends SA5 members to conduct careful discussion on the need of using Interface-1 to support VNFM setting and reading any VNF parameters declared and identified in the VNFD.

Discussion
In the 3GPP scheme on how VNF parameters can be managed:

1. 3GPP defines VNF attributes a1, a2... These are the standard VNF attributes. 
2. The VNF vendor defines VNF attributes b1, b2… These are vendor-specific-extension attributes.
3. NM/EM can (via CM IRP/Type1) read/set VNF attributes a1, a2… and b1, b2…
In the ETSI NFV scheme on how VNF parameters can be managed:
4. ETSI NFV does not define any VNF attributes (except perhaps some for VNF instance identification).
5. VNF vendor defines VNF attributes c1, c2… This definition is declared/captured in VNFD.
6. VNFM can (via an ETSI NFV defined protocol, the Interface-1 of the diagram) read/set attributes c1,c2… (or alternatively, VNFM can consume from EM, using the ETSI NFV defined protocol) read/set attributes c1, c2…
At present, ETSI NFV have not made clear statements on a) when, e.g. at which operating state, that VNFM can use interface-1 and b) what kind of attributes, e.g. VNF-application specific, VNF-virtualization that can be used. In previous SA5 meeting, there is proposed UCs requiring the use of Interface-1 for VNFM to set/read VNF parameters. The proposals are for further discussion.
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Figure 2: Interface-1 operating context
As understood, a particular VNF vendor can define c1, c2… that includes (superset of) the sum of a1, a2… and b1, b2… In such case, that specific VNF can be seemingly managed without the presence of EM. 
For example, to set the VNF instance parameter c4:
a) Operator can use Craft terminal 1 (CT1) to or some autonomous function in NM entity can invoke CM IRP set operation that triggers the corresponding Type-1 set operation; [Path 1: CT1-NM-EM-VNF, Path 2: NM-EM-VNF.]
b) Operator can use CT2 to or some autonomous function in EM entity can invoke Type-1 set operation; [Path 3: CT2-EM-VNF, Path 4: EM-EM-VNF.]
c) Operator can use CT1 to or some autonomous function in NM entity can invoke ETSI defined set operation over Interface-A that triggers the corresponding set operation over Interface-B, and then subsequently trigger the corresponding set operation over Interface-1; [Path 5: CT1-NM-NFVO-VNFM-VNF, Path 6: NM-NFVO-VNFM-VNF.]
d) Operator can use CT3 to or some autonomous function in NFVO function block can invoke ETSI defined set operation over Interface-B that triggers the corresponding set operation over Interface-1set operation; [Path 7: CT3-NFVO-VNFM-VNF, Path 8: NFVO-VNFM-VNF.]
e) Operator can use CT4 to or some autonomous function in VNFM function block can invoke ETSI defined set operation over Interface-1set operation. [Path 9: CT4-VNFM-VNF, Path 10: VNFM-VNF.]
The following are concerns when configuration of VNF parameters can be done in all these ten Paths at any or at same time.
Security scheme

1. At present (when there is no virtualized managed node), to maintain the integrity of the managed network, a security scheme is deployed supporting operator to identify authorized user and for EM to authenticate authorized user who request reading or setting of parameters of managed node. Paths to be secured are Path 1, 2 and 3. Such security scheme is proprietary and within the same (operator) organization. 

2. In near future (when the managed network contains virtualized nodes and if Interface-1 is not deployed), identical security scheme, as one described in bullet 1 above can be used without modification and the number of Paths to be secured is the same, i.e. Path 1, 2 and 3.

3. In near future (when the managed network contains virtualized nodes and if Interface-1 is deployed), the security scheme, as one described in bullet 1 above will need to be extended, to cover more potential users of possibly of another organization (in case the VNF runs in server-hall managed by 3rd party organizations). The number of paths to be secured would increase from 3 to 10.
Reconfiguration schemes involves managed nodes of the same EM
1. When a node is target for scaling, healing, software update type processes, the node and its neighbour nodes are probably require reconfiguration of some node parameter. 
2. In near future (when the managed network contains virtualized nodes and if Interface-1 is not deployed), the reconfiguration commands to nodes managed by an EM, can be coordinated by EM alone. Practically, the same reconfiguration scheme pointed out in bullet 1 above is used without change.
3. In near future (when the managed network contains virtualized nodes and if Interface-1 is deployed), the reconfiguration commands to nodes managed by an EM, cannot be coordinated by EM alone but will need to be coordinated between the EM and the VNFM involved. The reconfiguration scheme used in bullet 1 cannot be reused. 
Recommendation

The use of Interface-1 to set VNF parameters, especially the VNF application specific parameters, can complicate the tasks for management of mobile network. Its use also mean 3GPP is recommending an alternative solution, i.e. using Path 5, 6, 7, 8, 9 and 10, for setting and reading VNF parameters, ignoring the TR recommendation to reuse existing solution, i.e. using Paths 1, 2, 4 and 5. 
The justification for deployment of Interface-1 requires careful analysis. For example, for acceptance of a UC that requires usage of Interface-1, we must be sure that it is technically impossible NOT to use Interface-1, for the management of VNFs. 
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