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Decision/action requested

Discussion of the paper and decision on the proposal
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Rationale
According to ETSI NFV MANO architectural framework, the realization of network management and orchestration need the cooperation of OSS/BSS and NFV-MANO. 3GPP SA5 made the architecture mapping from ETSI NFV MANO framework to 3GPP management architecture and re-used the 3GPP terminologies of NM, DM/EM. And we have two goals of the management solution, one is to realize management of mobile network which includes virtualized network functions, the other is to reuse the existing 3GPP management solution as much as possible. 
This discussion document proposed an architecture option, which can reach the two goals above. Moreover, it can simplify the virtualized network management.
Itf-N is the interface between IRPManager and IRPAgent. By adding an interface of Itf-N for VNF between EM and NFVO, which plays the role of the IRPManager for VNF, the NFVO can get the VNF application level FCAPS management information. Accordingly, NFV-MANO can have the capability to orchestrate and manage the whole virtualized network and virtualized network functions. 
The definitions of Itf-N for VNF are following the SA5 existing and future agreements in NFV work items. And there is no change to the legacy NM and the Itf-N for PNF. 
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4
Proposal

This document proposed a management architecture option. By adding an interface of Itf-N for VNF between EM and NFVO, which plays the role of the IRPManager for VNF, the NFVO can get the VNF application level FCAPS management information. Accordingly, NFV-MANO can have the capability to orchestrate and manage the whole virtualized network and virtualized network functions. 
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Figure 1:  Mapping of Itf-N interface between EM and NFVO (red bold line)

Note: the other entities and reference points irrelevant to this discussion are not shown in this diagram.

The Itf-N for VNF between EM and NFVO supports the following functionalities:
· VNF Fault Management;

· VNF Configuration Management;

· VNF Accounting management;
· VNF Performance Management (PM data collection, Threshold crossing notification etc.);
· VNF Security management.
The concrete definitions of Itf-N for VNF are following the SA5 existing and future agreements in NFV work items.

The potential advantages of this architecture are:
1) The role and the responsibilities are clear for legacy NM and NFV-MANO. Legacy NM is responsible for the FCAPS management of non-virtualized network and network elements, and NFV-MANO can take in charge of FCAPS management of virtualized network and network functions. 
Note: the new OSS is responsible for the mixed network management, whether the new OSS contains NFVO functionality is FFS. 
2) There is no change to the legacy NM system and the FCAPS management of interface Itf-N for PNF. In other words, there is no need to update legacy NM system to support VNF FCAPS management even more new functions (e.g., policy management). 
3) NFV-MANO or one new integrated system can get the whole information which is needed for VNF management. The VNF application level FCAPS management information is from VNF/EM part and VR resource information is from NFVI part. Accordingly, NFV-MANO or one new integrated system can have the capability to orchestrate and manage the whole virtualized network and virtualized network functions.
4) The IRPManager for VNF is the internal functional block of NFVO, the interactions between IPRManager for VNF and NFVO is not needed to standardize. It can simplify the virtualized network management. 
Besides of the advantages above, the FCAPS management of interface Itf-N for VNF can also re-use the existing solution of Itf-N for PNF as much as possible.
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