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1
Decision/action requested

In this box give a very clear / short /concise statement of what is wanted.
2
References

[103]
3GPP TS 23.002: "Network Architecture".
[109]

3GPP TS 23.218: "IP Multimedia (IM) session handling; IM call model; Stage 2".

[106]
3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".

[404]

IETF RFC 3261 (June 2002): "SIP: Session Initiation Protocol".

Note: Reference numbering taken from TR 32.850 or proposed for TR 32.850

3
Rationale

It is proposed to change the following sections due to comments made by EDITHELP, and to resolve the Editor’s Notes 
4
Detailed proposal

------------------------------------------ First Change --------------------------------------------------------------------------------
4.1
General

Within TS 22.115 [102] (subclause 4.3.7 Service Aware Charging Requirements) it is one requirement that charging based on identified IMS communication service and the service in use is applied.
IMS enables deployment of new services that can be concatenated. Thus for one session, more than one AS can process a call from User A to User B. Because each service used influences the charging result, an aggregation/correlation of charging data from several IMS elements is required to correctly charge the subscriber. Depending on the services being executed and the particular call type being processed, information from additional IMS nodes, such as the MGCF may also be required to correctly charge the subscriber. The IMS Charging ID (ICID) is used for this correlation.

Information collected in a CDR from S-CSCF indicates which Application Servers are involved in an IMS session. Each AS provides charging data required for correct charging of the session in a separate CDR. When multiple services are invoked on a single AS, it is common practice for each service to generate its own charging data resulting in an individual CDR per service. In this case, the Application Servers information is not sufficient to determine that multiple CDRs are required to correctly charge the session.

In addition in the current IMS Charging, accounting information generated by several network elements may neither be received in real-time nor be synchronized. Currently charging information in CDR cannot enable the Billing Domain (BD) to check integrity of IMS CDRs involved in an IMS call. This could result in the incompleteness of IMS charging correlation.

Also, not all of IMS network elements involved in an IMS call generate charging information since operators may configure just several IMS network elements to generate charging information based on their requirements. This means charging correlation is only applied to CDRs created by these configured IMS network elements. Thus the Billing Domain needs to know which IMS network element is generating offline charging information and is involved in the IMS call to judge the integrity of IMS charging correlation.

Accounting information across several network elements may also neither be received in real-time nor be synchronized. As specified in TS 32.260 [20], subclause 5.2.2.2.4, CDF Connection Failure, CDRs of 1 network element may not be received within a pre-set timeframe. Still a rating algorithm never overcharge even in case of such delayed CDRs.
When processing millions of records from multiple IMS nodes (with, in some cases, multiple records per node), an efficient method is required to guarantee that all the records necessary to charge the user for the IMS session have been received.

Accurate differentiated service-aware correlation and rating requires an algorithm to determine if all CDRs are delivered and available for processing. Problematic is a correlation of CDR's in cases like:
-
Rating of CDRs only based on Service 1 information will be faulty in case AS hosting Service 1 and AS hosting Service 2 both had been involved.
-
An algorithm expecting always Service 1 and Service 2 CDRs will fail, where only AS hosting Service 1 had been involved.

-
An algorithm to determine if CDRs from all IMS nodes (not only AS) necessary have been received.

------------------------------------------ Next Change --------------------------------------------------------------------------------
4.3.2
IMS Application Reference Identifier (IARI)

TS 23.218 [208] defines the IARI as value that identifies the application to be invoked by the terminating UE. When no IARI value is present in a SIP request, the default application is assumed.

TS 23.228 [107] shows that the IMS application reference identifies the application utilizing the IMS communication service. Figure 4.3.2.1 which is a copy out of TS 23.228 [107] shows the relevance of the IARI.
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Figure 4.3.2.1: IMS applications on top of an IMS communication service

The application reference is used to identify the application on top of a communication service used. An AS can add, remove or modify the IARI based on the knowledge of the used service or services.

The procedures in TS 24.229 [106] do not guarantee that the appearance of an IARI indicates that a specific application was executed.

------------------------------------------ Next Change --------------------------------------------------------------------------------
4.4.4.1
Original dialog identifier

The original dialog identifier as defined in TS 24.229 [106] is an implementation specific token that the S-CSCF encodes into the own S-CSCF URI in a SIP Route header field, prior to forwarding the request to an AS. This is possible because the S-CSCF is the only entity that creates and consumes the value.

The token may identify the original dialog of the request, so in case an AS acting as a B2BUA changes the dialog, the S-CSCF is able to identify the original dialog when the request returns to the S-CSCF.

The main purpose of this token is that the S-CSCF can identify the original dialog which allows to trigger the iFC for this dialog. The S-CSCF can associate requests as part of the same iFC sequence that trigger iFC evaluation in priority order (and not rely on SIP dialog information that may change due to B2BUA AS). Thus when the AS deletes the originating dialog identifier the iFC-sequence is not evaluated any longer.

In cases where the AS is acting as a proxy the original dialog identifier will never be deleted since a proxy will not change the dialog.

Such a value could be used to correlate CDR. Since the value is written within the Route header field the information for charging purposes will be lost due to the fact that the S-SCCF CDR will only write the incoming Route header fields prior to triggering of any ASs and outgoing Route header fields after triggering all AS. Thus an original dialog identifier which is included within the Route header filed sent to the AS and back indicating the S-CSCF will be lost.

Currently the original dialog identifier is not used for charging purposes.

------------------------------------------ Next Change --------------------------------------------------------------------------------
4.5
Comparison of S-CSCF and AS CDR for correlation purposes

This clause of the study shows a comparison of the CDR content of an AS generated CDR and an S-CSCF generated CDR. The following table shows the possible fields of correlation and the assumptions if it could be used for it.

In the column for "Usable for Correlation" three values are used:

-
No = Element does not help correlating Calls.

-
Yes = Element does help correlating Calls.

-
Partly =Element may be used with other indications for correlation.

Table 4.5.1
	Field
	Description
	Created at
	Comment
	Usable

for Correlation

	Role of node
	This field indicates whether the AS/S-CSCF is serving the Originating or the Terminating party.
	AS and S-CSCF
	May help for overarching services like a private PBX service. But only for differentiating the CDR's between terminating and originating.
	Partly

	Node Address
	This item holds the address of the node providing the information for the CDR. This may either be the IP address or the FQDN of the IMS node generating the accounting data. 
	AS and S-CSCF
	Will not help for different applications located at one AS. Each CDR written by a specific application will have the same Node Address.
	No

	Session ID
	The Session identification. For a SIP session the Session-ID contains the SIP Call ID as defined in the Session Initiation Protocol RFC 3261 [404]. When the AS acts as B2BUA, the incoming session is identified, except for the "OneChargingSession" option, where it contains either the incoming or outgoing dialog SIP Call Id involved during IMS session setup.
	AS and S-CSCF
	As per description for the "OneChargingSession" option, the incoming or outgoing Session-ID (i.e. SIP Call Id) will be included during IMS session setup. It is not understandable since a B2BUA will change the Call-ID why either incoming or outgoing Session-ID is then included. Normally it should then be both.

For normal service behaviour together with the Outgoing Session ID tracks the AS and the incoming and outgoing dialog ID but will not track the Application itself. Even each Application acts as B2BUA.
	Partly

	Outgoing Session ID
	When the AS acts as B2BUA, the outgoing session is identified by the Outgoing Session ID which contains the SIP Call ID (as defined in the RFC 3261 [404]). This field is not used for the "OneChargingSession" option
	AS only
	For normal service behaviour together with the Incoming Session ID tracks the AS and the incoming and outgoing dialog ID but will not track the Application itself. Even each Application acts as B2BUA.
	Partly

	List Of Calling Party Address
	The address or addresses (Public User ID or Public Service ID) of the party requesting a service or initiating a session. In the case of no P-Asserted-Identify is known, this list includes a one item with the value "unknown".
	AS and S-CSCF
	 
	Partly

	List of Associated URI
	The list of non-barred public user identities (SIP URIs and/or Tel URIs) associated to the public user identity under registration. 
	S-CSCF only
	Will only help to identify the originating user. Not usable for correlation.
	No

	Called Party Address 
	For SIP transactions, except for registration, this field holds the address of the party (Public User ID or Public Service ID) to whom the SIP transaction is posted. 

For registration transactions, this field holds the Public User ID under registration.
	AS and S-CSCF
	The AS may change the address, In forwarding cases the AS.
	Partly

	Requested Party Address 
	For SIP transactions this field holds the address of the party (Public User ID or Public Service ID) to whom the SIP transaction was originally posted. 

This field is only present if different from the Called Party Address parameter.
	AS and S-CSCF
	
	Partly

	Alternate Charged Party Address
	The address of an alternate party that is identified by the AS at session initiation, and is charged in place of the calling party.
	AS only
	Will not help for correlation since it is only available at the AS.
	No

	List of Requested Party Address 
	This field is a list of Requested Party Address. This field is only present if different from the Called Party Address parameter.
	AS only


	Will not help for correlation since it is only available at the AS.
	No

	List of Called Asserted Identity
	The address or addresses of the final asserted identities. Present if the final asserted identities are available in the SIP 2xx response.
	AS and S-CSCF
	Is then available for S-CSCF and AS in backward direction. Thus such a field will have an unique called number. Maybe used for correlation. But only when the AS will forward the P-Asserted-Identity in backward direction. In some cases this will not happen. i.e. CDIV
	Partly

	Private User ID
	Holds the used private user identity of the served party according to RFC2486 [405] if available. 
	S-CSCF only
	Private user id is not available for AS and will only be used between originating user and originating P-CSCF. Thus not usable for correlation purposes.
	No

	Service Request Time Stamp
	This field contains the time stamp which indicates the time at which the service was requested. This parameter corresponds to SIP Request Timestamp. Present with Charging Data Request [Start] and Charging Data Request [Event].
	AS and S-CSCF
	This timestamp is accurate time down to 1 sec.
	No

	Service Request Time Stamp Fraction
	This parameter contains the milliseconds fraction in relation to the Service Request Time Stamp.
	AS and S-CSCF
	This will then differ per application due to runtime constrains and will not identify which application is involved. Because there will exist more than one time stamp for one call.
	No

	Service Delivery Start Time Stamp
	This field holds the time stamp reflecting either: successful session set-up, a delivery unrelated service, an unsuccessful session set-up and an unsuccessful session unrelated request. This parameter corresponds to SIP Response Timestamp. Present with Charging Data Request [Start] and Charging Data Request [Event].
	AS and S-CSCF
	This timestamp is accurate time down to 1 sec.
	Partly

	Service Delivery Start Time Stamp Fraction
	This parameter contains the milliseconds fraction in relation to the Service Delivery Start Time Stamp.
	AS and S-CSCF
	This will then differ per application due to runtime constrains and will not identify which application is involved. Because there will exist more than one time stamps for one call.
	Partly

	Record Opening Time
	A time stamp reflecting the time the CDF opened this record. Present only in SIP session related case.
	AS and S-CSCF
	Not usable for correlation purposes since the time may vary between the CDR's. And will also not be unique over several CDRs.
	No

	Record Closure Time
	A Time stamp reflecting the time the CDF closed the record.
	AS and S-CSCF
	Not usable for correlation purposes since the time may vary between the CDR's. And will also not be unique over several CDRs.
	No

	Application Servers Information
	This a grouped CDR field containing the fields: "Application Server Involved" and "Application Provided Called Parties ".
	S-CSCF only
	Will only include AS Information when AS will be invoked by the S-CSCF. Will not help for application correlation, when concatenated within one AS.
	No

	Application Servers Involved
	Holds the ASs (if any) identified by the SIP URIs. 
	S-CSCF only
	Will only include AS Information when AS will be invoked by the S-CSCF. Will not help for application correlation, when concatenated within one AS.
	No

	Application Provided Called Parties
	Holds a list of the Called party address(es), if the address(es) are determined by an AS (SIP URI, E.164, etc.). 
	S-CSCF only
	Will only include AS Information when AS will be invoked by the S-CSCF. Will not help for application correlation, when concatenated within one AS and Called Parties will change more than once.
	No

	Inter Operator Identifiers
	Holds the identification of the home network (originating and terminating) if exchanged via SIP signalling, as recorded in the P-Charging-Vector header.
	AS and S-CSCF
	Will not really help for correlation. ioi's will help for identifying when service will have different use cases. 
	No

	Originating IOI
	This parameter corresponds to Orig-IOI header of the P‑Charging-Vector defined in TS 24.229 [204].
	AS and S-CSCF
	orig-ioi may due to roaming or 3rd AS service provider, change thus not usable for correlation.
	No

	Terminating IOI
	This parameter corresponds to Term-IOI header of the P‑Charging-Vector defined in TS 24.229 [204].
	AS and S-CSCF
	term-ioi may due to roaming or 3rd AS service provider, change thus not usable for correlation.
	No

	Transit IOI List
	This parameter corresponds to Transit-IOI List of the P‑Charging-Vector defined in TS 24.229 [204] . This field may occur several times in one CDR. Each occurrence represents transit IOI values received from the path inbound to or outbound from the S‑CSCF.
	AS and S-CSCF
	transit-ioi may due to roaming or 3rd AS service provider, change thus not usable for correlation.
	No

	IMS Charging Identifier
	This parameter holds the IMS charging identifier (ICID) as generated by the IMS node for the SIP session. 
	AS and S-CSCF
	The identifier may be changed depending on service behaviour. 
	Yes

	Related IMS Charging Identifier
	This field contains the related IMS Charging Identifier in case of access transfer.
	AS only
	Only for SRVCC
	No

	Related IMS Charging Identifier Generation Node
	This parameter holds the identifier of the server that generated the Related IMS charging identifier.
	AS only
	Only for SRVCC
	No

	Access Correlation ID
	This parameter holds the charging identifier from the access network, consisting of either GPRS charging ID (GCID) which is generated by the GGSN for a GPRS PDP context, Charging Id which is generated by P-GW for IP-CAN bearer or the Access Network Charging Identifier Value which is generated by another type of access network.

It is present only if received from the access network when PCC architecture is implemented.
	AS and S-CSCF
	Only for access type correlation
	No

	Service Specific Info
	This is a grouped field that contains service specific data if and as provided by an AS. It may occur several times in one CDR.
	AS only
	Will not help for correlation since it is only available at the AS. Not aimed to be for different Applications.
	No

	Service Specific Data
	This sub-field of Service Specific Data holds the value of the Service Specific Data.
	AS only
	Will not help for correlation since it is only available at the AS. Not aimed to be for different Applications.
	No

	Service Specific Type
	This sub-field of Service Specific Data holds the type of the Service Specific Data.
	AS only
	Will not help for correlation since it is only available at the AS. Not aimed to be for different Applications.
	No

	Originator
	This sub-field of the "List of Message Bodies" indicates the originating party of the message body. 
	AS and S-CSCF
	 
	No

	Access Network Information
	This field contains the content of the first available SIP P-header "P-Access-Network-Info" if available.
	AS and S-CSCF
	 
	No

	Additional Access Network Information
	This field contains the content of an additional SIP P-header "P-Access-Network-Info" if available.
	AS and S-CSCF
	 
	No

	List of Access Transfer Information

(grouped field)
	This field is a list of grouped field describing the subsequent session transfers.

Each other occurrence comprises sub-fields describing the session transfer performed.
	AS only


	Only used for SRVCC 
	No

	Access Transfer Type
	This field contains indication about the access transfer performed. This field is present only when transfer occurred.
	AS only
	Only used for SRVCC
	No

	Inter-UE Transfer
	This field indicates that an inter-UE access transfer has been performed. This field is present only when transfer occurred.
	AS only
	Only used for SRVCC
	No

	Access Network Information
	This field holds the content of one SIP P-header "P-Access-Network-Info" from the SIP INVITE requesting the transfer, if available.
	AS only
	Only used for SRVCC
	No

	Additional Access Network Information
	This field contains the content of an additional SIP P-header "P-Access-Network-Info" from the SIP INVITE requesting the transfer, if available.
	AS only
	Only used for SRVCC
	No

	Related IMS Charging Identifier
	This field contains the related IMS Charging Identifier in case of access transfer.
	AS only
	Only used for SRVCC
	No

	Related IMS Charging Identifier Generation Node
	This parameter holds the identifier of the server that generated the Related IMS charging identifier.
	AS only
	Only used for SRVCC
	No

	Access Transfer Time
	This field contains the time stamp, which indicates the time at which the session transfer has been performed.
	AS only
	Only used for SRVCC
	

	Service Context Id
	Holds the context information to which the CDR belongs. The information is obtained from the Operation Token of the Charging Data Request message.
	AS and S-CSCF
	The Service context will only contain more generic information about the used service as follows:

32251@3gpp.org for PS charging 

32260@3gpp.org for IMS charging

32270@3gpp.org for MMS service charging

32271@3gpp.org for LCS service charging


32272@3gpp.org for PoC service charging

32273@3gpp.org for MBMS service charging

32274@3gpp.org for SMS service charging

32275@3gpp.org for MMTel service charging

32276@3gpp.org for VCS charging

32280@3gpp.org for AoC Service Information

32296@3gpp.org for ABMF Rc information

Thus not done for specific applications at the server.
	No

	IMS Communication Service ID
	This field contains the IMS communication service identifier if received in the P-Asserted-Service header in the SIP request.
	AS and S-CSCF
	This information will be setup by the UE and sent towards the AS. It will not 100% identify the service used. The information is used for triggering specific AS. 
	No

	Online Charging Flag
	This field indicates the Online Charging Request was sent based on the provided ECF address from the SIP P-header "P-Charging-Function-Addresses". 

NOTE: No proof that online charging action has been taken
	AS and S-CSCF
	 

 
	No

	Real Time Tariff Information
	This field holds the tariff/add-on charge received.
	AS and S-CSCF
	Only tariff information so not usable for correlation.
	No

	Initial IMS Charging Identifier
	This parameter holds the Initial IMS charging identifier (ICID) as generated by the IMS node for the initial SIP session created for IMS service continuity. 

This field is not used for the "OneChargingSession" option.
	AS only

 
	Only for SRVCC

 
	No

	From Address
	Contains the information from the SIP From header.
	AS and S-CSCF
	Due to B2BUA procedures the From header may be changed
	partly

	IMS Visited Network Identifier
	Contains the information from the SIP P-Visited-Network-ID header received in a REGISTER request.
	AS and S-CSCF
	Only usable when roaming and will not be available in all calls.
	No

	SIP Route header received
	Contains the information in the topmost route header in a received initial SIP INVITE or non-session related SIP MESSAGE request prior to triggering of any ASs. This field is present only for requests from the served user.
	S-CSCF only
	This is the incoming Route header. Thus it does only contain routeing information towards the S-CSCF (i.e. S-CSCF Address) and does not contain the AS information.
	No

	SIP Route header transmitted
	Contains the information in the route header representing the destination in a transmitted SIP INVITE or non-session related SIP MESSAGE request following triggering of all application servers. This field is present for requests toward the served user and for requests from the served user when “VPLMN routing" is applied in a Roaming Architecture for Voice over IMS with Local breakout.
	S-CSCF only
	This is the outgoing Route header of the S-CSCF. Thus it does only contain routeing information towards the terminating P-CSCF, and does not contain the AS.
	No

	Subscriber Equipment Number
	This field contains the identification of the mobile device ( e.g.  IMEI) that the subscriber is using.
	AS and S-CSCF
	This information will be terminated within the AS and not sent back to the S-CSCF.
	No

	Instance Id
	This field uniquely identifies the device (fixed or mobile) of the served user.
	AS and S-CSCF
	Is used for GRUU addressing thus 
	No

	Record Extensions
	A set of operator/manufacturer specific extensions to the record, conditioned upon existence of an extension.
	AS and S-CSCF
	Only proprietary information.
	No


------------------------------------------ Next Change --------------------------------------------------------------------------------
5.1
Methodology
Section 5 describes key IMS scenarios for identifying key issues in determination of charging data completeness.

For these key issues described in clause 6, alternatives methods are studied to ensure that all the relevant charging data for an IMS session has been received in order to charge the IMS session correctly. Each method is evaluated and a recommendation is made.

Final recommendations are summarized in clause 7. 
------------------------------------------ Next Change --------------------------------------------------------------------------------
5.2
Scenario 1 MMTel
5.2.1 
Description of scenario
-
Vast majority of users A  are only subscribed to Multimedia Telephony Service (TS 22.173 [108]).

-
"Calling Party Pays" charging model is applicable (TS 22.115[102]).

-
MMTel AS CDR provides sufficient accounting information to charge the call.

For this scenario, the Application Servers information stored in the S-CSCF CDR is sufficient for the Billing Domain (BD) to know that there is a CDR required from the MMTel server and that BD could be aware that the MMTel server only hosts one service that can be executed to ensure that it has all the necessary CDRs.
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Figure 5.2.1
The fields used for correlation may be:

Application Servers Information and IMS Charging Identifier (ICID) tracked in the S-CSCF are normally sufficient to identify the all CDR for a specific call. The Application Servers Information will contain Application Server Involved and Application Provided Called Parties. i.e. the MMTEL URI and the B-Party.

Same belongs to AS acting as B2BUA when the OneChargingSession option applies.

But when the AS acting as B2BUA changes the ICID depending on the service invoked either one or two charging sessions have to be opened. In case two charging sessions will apply (e.g. CDIV) the AS and S-CSCF has to fill the CDR's to identify the information needed for each charging session. In case only one charging session applies then additional values needed to be considered. The Session ID and Outgoing Session ID are needed in addition to identify the bindings.
In case of CDIV the C-Party is also included within the Application Provided Called Parties.
Table 5.2.1
	Field
	Description

	Application Servers Information
	This a grouped CDR field containing the fields: "Application Server Involved" and "Application Provided Called Parties ".

	Application Servers Involved
	The URI Addresses of the MMTEL or possibly concatenated MMTELs included within this field.

e.g. MMTel_OIP@operator.net; MMTEL_CB@operator.net

	Application Provided Called Parties
	Will contain the B-Party URI.

Possibly are routed C-Party URI if changed by the EBS AS 


5.2.2
Further considerations with the MMTEL when acting as B2BUA
This clause gives additional information about the service behaviour and if only the ICID and Application Servers Information given within the S-CSCF CDR is sufficient for correlation information. The OneChargingSession would help to avoid more complex correlation.

In cases when the AS is acting as B2BUA two options may apply. Either the ICID may change or the ICID will be kept the same due to the OneChargingSession feature applied. This section shows where the OneChargingSession applies

The following Services may be applied by the MMTEL with the related session model.
Table 5.2.2.1
	Service applied by AS
	Comments
	One Charging Session ?

	OIP
	Presentation of Number maybe manipulation of From header. No Call Leg manipulation.
	Yes

	OIR
	Restriction of Number. P-Asserted-Identity and From header manipulation but No Call Leg manipulation.
	Yes

	TIP
	Presentation of called number.  No Call Leg manipulation
	Yes

	TIR
	Restriction of Number.  P-Asserted-Identity and From header manipulation but No Call Leg manipulation.
	Yes

	HOLD
	Manipulation of call leg from active to inactive and vice versa. But no change of A- and B-Party
	Yes

	CB 

(IBC, ACR. OCB)
	Session will not be established. 
	Yes

	CDIV
	Forwards call to a new destination. For the diverting user a separate charging dialog is needed.

Charging at the S-CSCF is done in alignment with the TS 32.260 [20] but the S-CSCF has no knowledge of the CDIV service.
	No

	CW
	Call will be set to waiting status and will not consume resources as long as it is not active.
	Yes

	ECT
	Party involved in a communication transfer that communication to a third party.
	Yes


	MWI
	AS indicates to the subscriber, that there is at least one message waiting.
	Yes

	CONF
	Enables a user to participate in and control a simultaneous communication involving a number of users. A separate charging dialog at the SIP AS is needed.
	No

	CCBS
	Call back service when B party was busy. A new recall dialog will be created but it is an normal end to end call.
	Yes (The recall itself)

No (Call try and recall are separate and are  correlated)

	CCNR
	Call back service when B party was not reachable. A new recall dialog will be created but it is an normal end to end call.
	Yes(The recall itself)

No (Call try and recall are separate and are correlated)

	FA
	Branch the call into several legs to alert several termination addresses (FA group members) simultaneously. 

S-CSCF will have no knowledge of the FA service
	Yes

	MCID
	Enables an incoming communication to be identified as malicious and registered
	Yes

	CAT
	Operator specific service where an operator enables the subscriber to customize the alerting tone which is played to the calling party

The service itself is owned by the B Party, but the session itself is one.
	Yes

	CUG
	Enables users to form groups of members, whose communication profile is restricted for incoming and outgoing communications. 
	Yes

	PNM
	Allows a user to manage his UEs in regard to terminating services according to preferences set by the user, capabilities and availabilities of devices.
	Yes

	CRS
	Operator specific service by which an operator enables the subscriber to customize the ringing signal which is played to the called party
	Yes

	Reverse charging
	Enables that at communication set up allows that the terminating party to be charged for the entire communication.

Note: There is no stage 3 description for Reverse Charging in this Release: FFS.
	Yes

	AOC
	Allows the served user to be provided with charging information related at call setup, during call and end of the call.
	Yes


------------------------------------------ Next Change --------------------------------------------------------------------------------
5.3
Scenario 2 TelCo Enterprise Service

-
Minor group of users are subscribed to Multimedia Telephony Service (TS 22.173 [108]) and additionally to Enterprise Billing Service (EBS).

-
EBS Service enables:

-
Charging of session and service to 3rd party (TS 22.115 [102])

-
Both MMTel AS and EBS AS provide accounting-relevant information.

For this scenario, the Application Servers Information stored in the S-CSCF CDR is sufficient for the BD to know that there is a CDR required from the MMTel server and EBS Server and that BD could be aware that both the MMTel server and EBS server only host one service that can be executed to ensure that it has all the necessary CDRs.
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Figure 5.3.1
The fields used for correlation may be:

Application Servers Information and IMS Charging Identifier (ICID) are normally sufficient to identify the all CDR for a single SIP Session.

Same belongs to MMTEL AS and EBS AS acting as B2BUA when the OneChargingSession option applies.

It may be that AS acting as B2BUA changes the ICID depending on the service invoked either one or two charging sessions have to be opened. In case two charging sessions will apply (e.g. CDIV) the AS and S-CSCF has to fill the CDR's to identify the information needed for each charging session. In case only one charging session applies then additional values needed to be considered. The Session ID and Outgoing Session ID are needed in addition to identify the bindings.
Table 5.3.1
	Field
	Description

	Application Servers Information
	This a grouped CDR field containing the fields: "Application Server Involved" and "Application Provided Called Parties".

	Application Servers Involved
	The URI Addresses of the MMTEL (or possibly concatenated MMTELs) and the EBS AS will be included within this field.

	Application Provided Called Parties
	Will contain the B-Party URI.

Possibly are routed C-Party URI if changed by the EBS AS.


------------------------------------------ Next Change --------------------------------------------------------------------------------
5.4
Scenario 3: Enhanced Multimedia Telephony (EMT)

-
User A is subscribed to Multimedia Telephony Service (TS 22.173 [108]).

-
Additionally User A is subscribed to EMT Service, which invokes App1.

-
Two applications resides on same generic service platform SIP-AS:

-
App1: Filtering/manipulation of customer-specific headers. No CDR is written.

-
App2: Tailored implementation of call leg manipulation.
Would write CDRs in case of invocation. But is not invoked in this example.

-
In case of involvement of App1, MMTel AS provide sufficient accounting information.

In case of involvement of App2, accounting information of both services a correlation is needed for this scenario, since CDRs may be generated by the SIP AS, the Application Server Information stored in the S-CSCF CDR is not sufficient for the BD to know which CDRs may be required from the SIP AS server.
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Figure 5.4.1
The fields used for correlation may be:

As identified above it is not sufficient to take the Application Servers Information in the S-CSCF CDR to have the information which AS will have further CDR's created. Thus a correlation can only be done within the BD with more identifiers.

The Application Servers Information will point to the SIP AS. The IMS Charging Identifier (ICID) is normally sufficient to identify the all CDR for a single SIP Session. In cases the ICID will not be changed all CDR's created for the SIP AS applications and the MMTEL needs to be evaluated to find the fitting data.

When the ICID changes due to B2BUA behaviour the BD needs to evaluate in addition.

Same belongs to MMTEL AS and SIP AS acting as B2BUA when the OneChargingSession option applies.

It may be that AS acting as B2BUA changes the ICID depending on the service invoked either one or two charging sessions have to be opened. In case two charging sessions will apply (e.g. CDIV) the AS and S-CSCF has to fill the CDR's to identify the information needed for each charging session. In case only one charging session applies then additional values needed to be considered. The Session ID and Outgoing Session ID are needed in addition to identify the bindings.
Table 5.4.1
	Field
	Description

	Application Servers Information
	This a grouped CDR field containing the fields: "Application Server Involved" and "Application Provided Called Parties ".

	Application Servers Involved
	The URI Addresses of the MMTEL (or possibly concatenated MMTELs) and the SIP AS will be included within this field

	Application Provided Called Parties
	Will contain the B-Party URI.

Possibly are routed C-Party URI if changed by the SIP AS 


------------------------------------------ Next Change --------------------------------------------------------------------------------
5.5
Scenario 4: Small Business Telephony (SBT)

-
User A is subscribed to Multimedia Telephony Service (TS 22.173 [108]).

-
Additionally User A is subscribed to SBT Service which invokes App2:

-
At end of call App2 terminates leg towards A-party including MMTel session and connects B-party with an IVR e.g. collecting customer feedback.

-
In case of involvement of App2, accounting information of both services a correlated is needed as MMTel CDR provides wrong service delivery end timestamp.

For this scenario, since CDRs may be generated by the SIP AS, the Application Server information stored in the S‑CSCF CDR is not sufficient for the BD to know which CDRs are required from the SIP AS server.

For this scenario a correlation of MMTel-AS CDR and App2/SIP-AS CDR is mandatory for a correct service charging.
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Figure 5.5.1
The fields used for correlation may be:

As identified above it is not sufficient to take the Application Servers Information in the S-CSCF CDR to have the information which AS will have further CDR's created. This is due to the fact that the App's will create the CDR information and the knowledge of the AS URS in the S-CSCF is not enough.  Thus a correlation can only be done within the BD with more identifiers and evaluation of CDR's of all possible passed Functions.

The Application Servers Information will point to the SIP AS. The IMS Charging Identifier (ICID) is normally sufficient to identify the all CDR for a single SIP Session. In cases the ICID will not be changed all CDR's created for the SIP AS applications and the MMTEL needs to be evaluated to find the fitting data.

Since APP2 is releasing the leg to the A-Party and creating a new dialog to the MRF sufficient information is only given within the APP2 CDR. Thus the BD needs to correlate and search for all possible CDR information.

The use the OneChargingSession option would help for correlating all CDRs but as already identified the S-CSCF CDR will not help to indicate which APPs have created the CDR's.

Table 5.5.1
	Field
	Description

	Application Servers Information
	This a grouped CDR field containing the fields: "Application Server Involved" and "Application Provided Called Parties ".

	Application Servers Involved
	The URI Addresses of the MMTEL (or possibly concatenated MMTELs) and the SIP AS will be included within this field. 

	Application Provided Called Parties
	Will contain the B-Party URI.

Possibly are routed C-Party URI if changed by the SIP AS 

BUT NOT the MRF URI


------------------------------------------ Next Change --------------------------------------------------------------------------------
6.1
Key Issue #1

6.1.1
General
Currently the Billing Domain does not know which IMS network element is generating offline charging information and is involved in an IMS call to judge the integrity of IMS charging correlation. Charging information in CDR cannot enable the Billing Domain (BD) to check integrity of IMS CDRs involved in an IMS call.

6.1.2
Description

The incompleteness of IMS charging correlation can be caused by:

1.
Accounting information generated by several network elements may neither be received in real-time nor be synchronized.

2.
Not all of IMS network elements involved in an IMS call generate charging information since operators may configure just several IMS network elements to generate charging information based on their requirements. This means charging correlation is only applied to CDRs created by these configured IMS network elements.

6.1.3
Assumptions

In scenario 5, it is supposed that operators don't need CDRs of all IMS NEs involved in this call flow and only S-CSCF, AS and MGCF are configured to generate charging information. This means charging correlation is only applied to CDRs created by these configured IMS network elements (S-CSCF, AS and MGCF). Thus the Billing Domain needs to know which IMS network element is generating offline charging information and is involved in the IMS call to judge the integrity of IMS charging correlation.
6.1.4
Current Status

Currently charging information in CDR is not sufficient to enable the Billing Domain (BD) to check integrity of IMS CDRs required by operators involved in an IMS call. Some information should be considered to be provided by CDR to satisfy the determination of completeness of charging information in IMS.

6.1.5
Alternative Options

6.1.5.1
Alternative 1 - SIP information which element writes a CR
The main idea is if an IMS NE is configured to generate charging information, when the IMS NE receives a SIP INVITE message, this IMS NE inserts its address into next SIP INVITE message to be sent out within the trust domain. And addresses of all IMS NEs configured to generate charging information will be taken back to P-CSCF in SIP 200ok response. Then the addresses of all IMS NEs configured to generate charging information will be sent to CDF via offline charging interface, which can enable the Billing Domain (BD) to check integrity of IMS CDRs required by operators involved in an IMS call. Figure 6.1.5.1.1 illustrates an alternative solution of the example in clause 6.1.2 and the assumption is only S-CSCF, AS and MGCF are configured by operators to generate charging information.
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Figure 6.1.5.1.1: Message flow from the IMS Network to the PSTN or PLMN Network

6.1.5.2
Alternative 2 - Furnish Charging Information to CTF

This alternative proposes a flexible mechanism that allows an operator to identify charging data to be sent between IMS nodes to enable a single CTF to generate data, not only for its own services, but also include data from other nodes. This will make it possible to remove or reduce the need for aggregation of charging data in the Billing Domain and enable real-time charging using data generated at multiple IMS nodes in a single session.

Each IMS node is able to add charging data to the SIP signalling between IMS nodes. It is expected that this would apply to SIP session related and unrelated requests and responses in order to not exclude any CTF within IMS. The charging data should be added by a node to a container in a structured way so that the node can find its own data if required to remove or update it later in the same session. The data should also be identifiable by the Billing Domain to simplify its further actions. Since this data is useful only with an operator domain, it should be removed by a SIP node at the network boundary. A version of this mechanism was defined for the transport of transit IOI information in the P-Charging-Vector using the Relayed-Charge header field in TS 24.229 [106].

Upon receipt of this additional charging data via SIP, the CTF will include this data in the next charging trigger message or, based on configuration, trigger an update for an existing charging session.

An example of a SIP AS as the CTF and MGCF with the proposed solution is depicted in figure 6.1.5.2.1. As can be seen, a set of charging data containing the selected trunk group is delivered to the SIP AS in a SIP response message. This data is included in charging messages generated by the SIP AS.
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Figure 6.1.5.2.1: Example CDR generation from SIP AS with charging data from MGCF

The introduction of the furnish charging information capability will:

a)
Reduce and possibly remove the need for aggregation of charging data.

b)
Allow an operator to delegate IMS charging to a single node for generation of charging data.

c)
Introduce mechanism for nodes to send data to the Billing Domain in a flexible way without a CTF necessarily being aware of the content.

d)
Directly extensible to online charging from the SIP AS.

6.1.5.3
Alternative 3 - Definition of a type of call
Idea is to use an indication mechanism which elements have written CDR's for specific call scenarios.

This indication will define the type of call which will then be reflected to a profile which NE's are creating CDR's.

A type of call could be: PSTN terminating call, IMS terminating call from PSTN, roaming originating call in the visited network etc.

E.g if the call is a terminating IMS call coming from the PSTN an indication is included within the call to indicate that this is a IMS terminating call only. And based on operator configuration only specific NE's are creating CDR's.

Such an indication for the type of call included within the INVITE and/or the related responses can then be used within the BD to identify for which indication which CDR's were generated.

The indication for a type of call has the advantage that the length of the INVITE and other messages will not increase too much.

On the other side the network needs a method to guarantee the identification of types so that each call scenario can be indicated by a type of call.

6.1.5.4
Alternative 4 - Subscribe/Notify for CDR events
Alternative 4 is shown more for Completeness what may be possible for correlation purposes.

The SIP SUBCRIBE/NOTIFY mechanism may be used to indicate when CDR's are created in NE's. The idea is that an AS will subscribe to each NE generating CDR's  This AS will collect all NOTIFY Messages to get the indication which NE creates a CDR for a specific call. This will then help at correlation level because the information is given which NE created a CDR for a specific call.
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Figure 6.1.5.4.1: Principle of SIP SUBSCRIBE NOTIFY

Drawback is that an enormous message load will appear where the NE's are sending SIP NOTIFY to the AS.

Also the reliability of the received SIP NOTIFY may not be guaranteed and will lead to the same problems with a normal CDR correlation within the BD.

6.1.6
Evaluation and Recommendation

------------------------------------------ Next Change --------------------------------------------------------------------------------
6.2.4.1
Alternative 1 - SIP Indication which Application is involved in Call 

Improve solution described in subclause 6.1.5.1 for AS, so that if an involved SIP AS and one or more invoked application hosted on this AS are configured to generate charging information, this AS should insert a list of application specific identifiers in addition to the AS address into the next SIP INVITE message to be forwarded to the trusted domain. Only the identifier of application invoked and configured to generate charging information is included in the list. The type of identifier to be included in the list could be possibly the IMS Application Reference Identifier described in subclause 4.3.2. Figure 6.2.5.1.1 illustrates the use of this solution for scenario 4 described in subclause 5.5. In this example, only S-CSCF, MMTel AS, SIP AS and associated application are configured to generate charging information, and considered to be in the trusted domain.
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Figure 6.2.4.1.1: Message flow from the IMS Network for use of solution for scenario 4
------------------------------------------ Next Change --------------------------------------------------------------------------------
6.2.4.2
Alternative 2 - One CDR per AS 

Introduce the requirement that one AS should not generate different CDRs per applications invoked and configured to generate charging information. If generated, the AS CDR should include all specific information for invoked applications which are configured to generate charging information.  In case this requirement is met, the proposed solution described in subclause 6.1.4.1 is sufficient to determine the completeness of charging information for scenario 4 described in subclause 5.5.

------------------------------------------ End of Changes --------------------------------------------------------------------------------
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