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1.	Introduction
We thank you for your contribution NFV(15)000085 and welcome the collaboration work in between 3GPP SA5 and ETSI NFV IFA working group. 

2. 	Current work in IFA
ETSI NFV IFA WG would like to communicate to 3GPP SA5 the 2 mechanisms that the IFA WG agreed for communication from VNF/EM to VNFM:

Application Information Transfer
The Application Information Transfer provides a bi-directional pipe allowing to transport opaque data pipe from the VNF or EM to the VNFM, going directly to LCM scripts, provided by the VNF provider. This way, opaque data can be sent to the LCM script running on a Generic VNFM without disclosing the nature of the data exchange to the VNFM, the actions performed by the LCM script on this data are decided by the VNF provider (LCM script provider) and don't require standardization (e.g. may include triggering a LCM action like scale similar to an externally triggered standard action). On the reverse direction, the pipe would be used by the LCM scripts to send some private data to the application (e.g. CM).

VNF Indicators
Indicators will be sent by VNF or EM to VNFM.  Indicators and their values will be defined by the VNF provider and declared in the VNFD. For instance, a "VNF Health 1" Indicator with values: "green", "yellow", "orange" and "red". VNF provider should also have the mechanism in the VNFD allowing it to associate the (suggested) LCM actions to the indicator values or their combinations.
VNFM can use these health indicators in conjunction with VR data to perform auto-scaling decisions without requiring a LCM script. An example of such decision could be: if CPU load > 90 % over 5mn and health indicator 1 value is "xyz", then trigger a scale in dimension "x" with increment "y". The value "xyz" has no meaning for the VNFM, it can be "yellow", "warning", "½ full"... and is decided by the VNF provider to facilitate the application indicator mapping to a suggested LCM action. 
In certain cases (e.g. for very "small" or "simple" VNFs), VNF provider may decide to not prescribe any suggested LCM actions and delegate these decisions to the Generic VNFM - the indicators just highlight important (from the VNF provider's perspective) application states to the VNFM that may learn their significance to the LCM decisions.
Application Information Transfer and VNF Indicators are complementing solutions. The decision on whether to use one or another or combination of both belongs to the VNF provider and depends on the complexity of VNF, specific domain (e.g. telecom, IT), availability of OAM entities and intentions of the VNF provider (level of involvement in the LCM decisions).

3. 	Answers to 3GPP SA5 proposals/ questions

Proposal #1: Discuss the potential purpose/motivation for VNF application level PM data to be received by the VNFM from VNF (over Ve-Vnfm-vnf RP or indirectly via Ve-Vnfm-ve RP, depicted as "Flow-1" on figure 7.2.1.1.1-2 in [1]) and, if necessary, request clarifications from the ETSI NFV IFA WG.

ETSI NFV IFA WG’s response: VNFM does not need to receive VNF application level PM data. The Application Information Transfer and the VNF Indicators mechanisms are sufficient for the needs of the VNFM. 

Proposal #2: Discuss the potential purpose/motivation for NS application level PM data to be received by the OSS/BSS from NFVO (over Os-Ma-Nfvo RP, depicted as "Flow-6" on figure 7.2.1.1.1-2 in [1]) and, if necessary, request clarifications from the ETSI NFV IFA WG.

ETSI NFV IFA WG’s response: Performance information on a given Network Service results from either collected performance information of the virtualised resources impacting the connectivity of this Network Service instance or VNF performance information, resulting from virtualised resource performance information, issued by the VNFM for the VNFs that is part of this Network Service instance. No NS application level PM will be forwarded from NFVO to OSS. 

Proposal #3: Discuss the potential purpose/motivation for VNF FM data to be received by the VNFM from VNF (over Ve-Vnfm-vnf RP or indirectly via Ve-Vnfm-ve RP, depicted as "Flow-1" on figure 7.2.1.1.1-1 in [1]) and, if necessary, request clarifications from the ETSI NFV IFA WG.

ETSI NFV IFA WG’s response: VNFM does not need to receive VNF application level FM data. The Application Information Transfer and the VNF Indicators mechanisms are sufficient for the needs of the VNFM. 

Proposal #4: Discuss the potential purpose/motivation for NS FM data to be received by the OSS/BSS from NFVO (over Os-Ma-Nfvo RP, depicted as "Flow-6" on figure 7.2.1.1.1-1 in [1]) and, if necessary, request clarifications from the ETSI NFV IFA WG.

ETSI NFV IFA WG’s response: An alarm on a given NS results from either a collected virtualised resource fault impacting the connectivity of the Network Service instance or a VNF alarm, resulting from a virtualised resource alarm, issued by the VNFM for a VNF that is part of this Network Service instance. These alarms will be issued by the NS FM interface and can be collected by the OSS. 


Proposal #5: Discuss the justification for potential (currently under discussion in 3GPP SA5) flow (depicted as Flow-1 on Figure 3.2-1) of VNF application level PM threshold crossing notifications that may be used for triggering of LCM operations at the VNFM. These notifications may be considered an alternative to the actual VNF application level PM measurements.

ETSI NFV IFA WG’s response: VNFM does not need to receive VNF application level PM threshold crossing notifications. The Application Information Transfer and the VNF Indicators mechanisms are sufficient for the needs of the VNFM. 


Proposal #6: Discuss the justification for potential flow (depicted as Flow-2a) of VNF application level PM threshold crossing notifications (received via Flow-1 on Figure 3.2-1) forwarded to NFVO that may be used for triggering of LCM operations at the NFVO. These notifications may be considered an alternative to the actual VNF application level PM measurements.

ETSI NFV IFA WG’s response: As VNFM does not need to receive VNF application level PM threshold crossing notifications, this flow is no longer applicable and not needed. VNF PM data and threshold crossing notifications resulting from resource PM data will be sent by VNFM to NFVO

Proposal #7: Discuss the justification for potential (currently under discussion in 3GPP SA5) flow (depicted as Flow-7 on Figure 3.2-1) of NS application level PM/KPI threshold crossing notifications that may be used for triggering of LCM operations at the NFVO. These notifications may be considered an alternative to the actual VNF application level PM measurements (received by VNFM from VNF and forwarded to NFVO).

ETSI NFV IFA WG’s response:  The detailed needs of the OS-Ma-nfvo reference point have not yet been specified within ETSI NFV IFA WG. Since the need for VNF application PM/FM flows has been eliminated by the Application Information Transfer and the VNF indicator mechanisms, ETSI NFV IFA does not see the needs for the proposed alternative NS Application level threshold crossing notifications issued by OSS and received by NFVO. 


4. 	Actions for 3GPP SA5
ETSI NFV IFA WG recommends 3GPP SA5 to take the 2 described mechanisms into account in their future work. 
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