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Decision/action requested

The group is asked to discuss and agree on the proposed text.
2
References

[1]
TR 32.843 V1.4.0 Telecommunication management; Study on Inter-PLMN PS domain online charging (Release 13)
3
Rationale

Phase II for TDF based inter-PLMN PS domain online charging should be completed, following Phase I agreed conclusions. 
4
Detailed proposal

	1st proposed change


5.1.1
Local Breakout Roaming Architecture 

For configuration with Gyn between OCS residing in HPLMN and TDF located in the VPLMN, for Local Breakout Roaming, the Architecture Reference is the same as outlined by the figure 4.1.1.2 copied from TS 23.203[207]:

-
"For a visited access, the VPLMN may use an OCS proxy between the TDF and the OCS" for Gyn reference point.

-
"Through roaming agreement, the HPLMN operator may allow the VPLMN operator to operate the V PCRF without using the capabilities described in clause 6.2.1.3.3 (i.e. no S9 is used) " for S9 reference point.
Also, the following apply per TS 23.203[207]:

-
"In order to avoid charging for the same traffic in both the TDF and the PCEF, this specification supports charging and enforcement implemented in either the PCEF or the TDF for a certain IP-CAN session, but not both for the same IP-CAN session."

-
"NOTE 4:
An operator may also apply this solution with both PCEF and TDF performing enforcement and charging for a single IP-CAN session as long as the network is configured in such a way that the traffic charged and enforced in the PCEF does not overlap with the traffic charged and enforced by the TDF."

-
"For the Local Breakout scenario (Figure 5.1-4) the V-PCRF shall proxy the Indication and Acknowledge of IP‑CAN Session Establishment over S9 between the PCEF in the VPLMN and the H-PCRF. For TDF and solicited application reporting, the V-PCRF shall generate ADC rules from PCC Rules containing application detection and control information as instructed by the H-PCRF over S9. Then, the V-PCRF shall install PCC Rules to the PCEF and ADC Rules to the TDF, if applicable."

-
"NOTE 2:           There may be situations where the TDF or PCEF enhanced with ADC is not able to detect the traffic requested by the H-PCRF. Prior agreements could be arranged to ensure that there is a common understanding of the meaning of application identifiers transferred between PLMNs."
And, in particular per TS 23.203[207], annex U:
-
"In order to provide policy and charging control (e.g. QoS enforcement) in the downlink direction for applications with non-deducible service data flows detected by the TDF, in addition to the solution described in clause 4.5, the following solution is defined:

The TDF shall be able to mark detected downlink application traffic with a DSCP value received within an installed ADC Rule matching this traffic."
-
"NOTE 6:
This solution is particularly useful for QoS enforcement in the downlink direction procedures performed by the PCEF/BBERF. The TDF may still perform application detection and control as per received ADC Rules, including application detection reporting to the PCRF, enforcement control, usage monitoring control and charging, while applying DSCP marking. The PCEF/BBERF may also perform then policy and charging control in the downlink direction."
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5.2.1.2
Message Flow 
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Figure 5.2.1.2.1: TDF session establishment with authorized Peer to Peer application 

1.
The UE initiates the Attach procedure to E-UTRAN. Based on user’s subscription information retrieved from HSS, the allocation of a VPLMN PGW for this APN is allowed. The MME/SGW sends a Create Session Request (IMSI, APN, Default EPS Bearer QoS) message to the selected VPLMN PGW. 

2.
The PDN GW generates a Charging Id and performs an IP-CAN Session Establishment procedure to obtain the default PCC rules for the UE from the V-PCRF, sending (IMSI, APN, Default EPS Bearer QoS, Charging Id, Charging Characteristics (including pre-defined OCS/OFCS addresses)...).  

Alternative A. use of S9: step 3 to 5 

 3.
Based on the subscriber identity, the V‑PCRF determines the request is for a roaming user, and based on roaming agreements, S9 towards HPLMN may be used. The V-PCRF stores the information received in the CCR command from the PGW and sends a new request over S9 containing parameters received over Gx (IMSI, APN, Default-EPS-Bearer-QoS, PLMN id, Charging Id...) towards the H-PCRF.
4.
The H‑PCRF detects the IP‑CAN session uses visited access. Based on user's authorized QoS, the H-PCRF provisions QoS for the default EPS bearer, and derives PCC Rules, including PCC Rule with application identifier for Peer to Peer traffic. The H-PCRF also provides the HPLMN OCS Address to be used for the UE. 
 5.
The H-PCRF forwards over S9, the decisions to be applied in the visited network by the V-PCRF: PCC Rule to activate, including PCC Rule with application identifier and RG for Peer to Peer traffic, "Online enabled" to be applied as default charging method, OCS address in HPLMN,...).
NOTE 1:
The H-PCRF derives PCC rules only. If TDF is used for application detection and control in the visited network, as per TS 23.203 [207] requirements also listed in the sub-clause 5.1.1, the V-PCRF generates ADC rules from PCC Rules containing application detection and control information (i.e. application identifier for Peer to Peer traffic in this case), RG and other charging parameters as instructed by the H-PCRF over S9. 

NOTE 2: As per TS 23.203 [207] requirements also listed in the sub-clause 5.1.1, there may be situations where the TDF is not able to detect the traffic requested by the H-PCRF. Prior agreements could be arranged to ensure that there is a common understanding of the meaning of application identifiers transferred between PLMNs. 

Alternative B. Alternatively, based on roaming agreement, the HPLMN operator may allow the VPLMN operator to operate the V‑PCRF without use of S9, and static policies to be applied: QoS to be provisioned for the default EPS bearer, preliminary PCC  and ADC Rules assigned (ADC Rules with RG per Peer to Peer service), and HPLMN OCS Address to be used.
Key issue #1 (similar to key issue #3 from Phase 1): in Alternative B, RG value for Internet based service (e.g. Peer to Peer) (here ADC Rule and RG) should be agreed between VPLMN and HPLMN results in configuring within the VPLMN, RG values for roamers with LBO, these RG values may be different from the one applied for its own subscribers (i.e. non-roamers).

Key issue #2(similar to key issue #4 from Phase 1): different Vendor-specific RG values used for the Internet based service (e.g. Peer to Peer). In Alternative A or B, pre-defined rules may be invoked for roaming charging. For Alternative A, vendor-specific pre-defined rules for each TDF are provided by the VPLMN to the HPLMN for use over S9.

Key issue #3(similar to key issue #5 from Phase 1): in Alternative B, OCS address needs to be determined by VPLMN.
Key issue #10: in Alternative A or B, Home OCS needs to know that Gy and/or Gyn is being used in the VPLMN.
6.
V-PCRF provides ADC Rule incl. RG for Peer to Peer service and "Online enabled" charging method with OCS address to the TDF.

NOTE 3:
In general case, the “Online enabled” charging method may be provided either to PGW/PCEF or to TDF. As per TS 23.203 [207] requirement also listed in the sub-clause 5.1.1, it may also be provided to both as long as the network is configured in such a way that the traffic charged and enforced in the PCEF does not overlap with the traffic charged and enforced by the TDF. 
7. Based on the received ADC Rule, TDF initiates communication (CCR-I) with OCS (by using resolved OCS address) for the RG of the Peer to Peer service per received ADC Rule.

NOTE 4: 
The TDF may request quota during the Gyn session establishment as shown in this flow, or may wait to request quota when data is received for the service data flow associated with the provisioned ADC rules. This method would utilize a CCR update and CCA not shown in this figure.
8.
Based on authorizations checks (e.g. whether quota can be allocated for TDF session, and, specifically, RG corresponding to Peer to Peer service), the OCS authorizes the charging session and allocates appropriate quota along with a set of re-authorization triggers. 

9. 
The OCS sends CCA to the TDF with granted quota. 
10. The TDF replies with TSA to V-PCRF, indicating successful charging session establishment. 
11.
The PGW gets CCA from the V-PCRF with PCC Rule and installs it.
12.
The PGW acknowledges the Create session Request. 

13.
Messages are exchanged between UE, E-UTRAN, MME, SGW, PGW for uplink/downlink packets to be able to be sent/received by UE for IP-CAN session establishment.
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5.2.1.3.3.3 
Alternative Solution 5 – GSMA Standardization

5.2.1.3.3.3.1 
Description

Recommend that GSMA standardize a RG value to be used for the default bearer for application based charging.
5.2.1.3.4
Evaluation and recommendation
5.2.1.3.4.1
Evaluation 
As noted in the Solution 4, it may not be appropriate to specify Internet based applications (e.g. Peer to Peer) by GSMA, therefore this solution is not applicable in case of TDF. 
The evaluation follows the same principles and considerations as defined by the 4.2.1.3.4 (TDF is used instead of PGW/PCEF, Gyn is used instead of Gy, solution 4 is not applicable, solution 5 has limited functional definition for default bearer only as described above).
On top of any of these solutions, there is a capability for the TDF to mark downlink application traffic with a DSCP value in order to support QoS enforcement for such detected downlink traffic by the PCEF, which may result in this application's downlink traffic to be transferred within adedicated bearer.This capability needs also to be evaluated: 
Without prior agreements, the RG value resulting from the solution for the application(s) traffic will also be used for Qos enforced downlink traffic (i.e. application traffic under adedicated bearer will be charged for based on RG value defined for the use of default bearer ), and this may not be appropriate for inter-PLMN settlements.   
5.2.1.3.4.2
Recommendation
The recommendation is to select the solution 5  (default bearer RG value definition) and to consider allowing the solution 3b which could be used by Operators in a phased approach. 
The capability for the TDF to perform Qos enforcement for downlink traffic on detected applications in VPLMN should not be used without prior agreements.  
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5.2.1.4.4
Evaluation and recommendation
It is recommended to adopt solution 1. 
	5th proposed change


5.2.1.5
Key issue #10 

5.2.1.5.1
Description

Home OCS needs to know that Gy and/or Gyn is being used in the VPLMN both for Alternative A and to Alternative B (with and without usage of S9). The reason is that Gy and Gyn support is slightly different and, in case of Gyn, there are TDF related specific parameters as per sub clause 5.3.1.2.1.3 which don't exist in case of PCEF.      

5.2.1.5.2
Current status

For the purpose of Inter-PLMN PS online charging, in case Home operator is not aware whether TDF is used in the visited network, in case H-OCS doesn't support Gyn, it may not interpret correctly messages received over Gyn and TDF related specific parameters as per sub clause 5.3.1.2.1.3 which don't exist in case of PCEF.

5.2.1.5.3 
Alternative Solutions

5.2.1.5.3.1 
Alternative Solution 1: A prior roaming agreement 

A prior roaming agreement needs to assure that TDF and/or PCEF may be used in the visited network.
This solution is applicable both to Alternative A and to Alternative B (with and without usage of S9).

5.2.1.5.3.2 
Alternative Solution 2: TDF allowed and Gyn support mandatory in HPLMN  

For application based charging to be performed, it should always be possible for the VPLMN to select the TDF. The HPLMN should be able to support Gyn.    
This solution is applicable both to Alternative A and to Alternative B (with and without usage of S9).

5.2.1.5.3.3 
Alternative Solution 3: TDF not allowed 

For application based charging to be performed,  the VPLMN should always select the PCEF provided with this capability. TDF option should not be possible. 
This solution is applicable both to Alternative A and to Alternative B (with and without usage of S9).

5.2.1.5.3.4 
Alternative Solution 4: S9 enhancement 

For application based charging to be performed, S9 interface should be enhanced to carry information from the H-PCRF to the V-PCRF on whether Gyn is supported in the HPLMN. Based on the provided information, V-PCRF may provide PCC and/or ADC Rules to the PCEF and/or TDF so the corresponding Gy and/or Gyn session is established, if application based charging is supported by the required entity (PCEF and/or TDF) in the VPLMN. 
5.2.1.5.4
Evaluation
Solution 2 brings too much constraints in Operator’s deployed infrastructure, and not reasonable to propose it to GSMA.

Solution 3 has the limitation that application based charging cannot be performed in VPLMNs where no PCEF with "application based charging" capabilities are deployed and there is a TDF. 
Solution 4 assumes S9 mandatory deployment.
5.2.1.5.5
Recommendation
It is recommended to adopt solution 1 (prior roaming agreements). It is also recommended to consider allowing the solution 4 which could be used by Operators in a phased approach.
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5.6

Conclusion and recommendations for phase 2

It is concluded on:
-
Key issue # 1 (RGs issues across PLMNs) resolution per clause 5.2.1.3.4.2 recommendation.

-
Key issue # 2 (RGs across vendors) resolution per clause 5.2.1.4.4 recommendation.
-
Key issue# 3 Home OCS determination resolution per clause 5.4.1.4 conclusion. 

-
Key issue # 4 AVP filtering resolution per clause 5.4.2.4 conclusion.  

-
Key issue # 5 Security resolution per clause 5.4.3.4 conclusion.

-
Key issue # 6 Topology Hiding resolution per clause 5.4.4.4 conclusion.

-
Key issue # 7 Routing resolution per clause 5.4.5.4 conclusion.

-
Key issue # 8 (Inter-PLMN Charging) roaming LBO resolution per clause 5.5.1.4 conclusion.

-
Key issue # 9 (Inter-PLMN Charging) Roaming Mobile - Fixed Broadband Access Convergent resolution per clause 5.5.2.4 conclusion.
-
Key issue # 10 (Gy/Gyn usage in the visited network) resolution per clause 5.2.1.5.5 recommendation.
-
Dedicated Inter-PLMN PS Domain Online Charging profiles, as per clause 5.3.1.2.3 conclusion, and dedicated profile handling as per clause 5.3.1.3. 
· Dedicated profile 1 – Gyn LBO with the following principles:
· Session charging with Unit Reservation (SCUR) with Centralized Unit Determination and Centralized Rating
· Categorization of detected application traffic achieved by usage of RGs only
Shall be adopted for the dedicated profile. This Dedicated profile 1 shall be introduced in a new Informative Annex in TS 32.251[11].

· Message content in case of Gyn, dedicated inter-PLMN profile, shall be as defined in the clause 5.3.1.2.1.3. 
· Dedicated profile 1 – Gyn FBA Convergent shall be identical to Dedicated profile 1 – Gyn LBO (defined by the previous bullet) with the following exceptions:
· P-GW is replaced by IP-Edge [PCEF]

· MS Time Zone, User Location Info and RAT Type are not applicable.

· The following parameters applies in addition:

	Information Element
	Category
	Description

	Access Line Identifier 
	OC
	As specified in TS 32.251 [11]

	Fixed User Location Information
	OC
	As specified in TS 32.251 [11]


This Dedicated profile 1 Gyn FBA Convergent shall be reflected in a new Informative Annex in TS 32.251[11].
· Direct Nodes (no OCS Proxy) interaction is concluded as per clause 5.3.1.3.
From these conclusions the following are expected:
-
An LS should be sent to CT3 for specifying solution for key issue 3.  
-
An LS should be sent to SA2 asking to consider S9 extension to provide information on whether Gyn is supported in HPLMN for application based charging.
	End of changes
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