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6.6.3 - Study on OAM support for Licensed Shared Access
1
Decision/action requested

Discuss and agree on the evaluations and recommandations to document in TR 32.855.
2
Rationale

Two possible functional splits between LC and OAM were documented in TR 32.855 during SA5#103 meeting.

This contribution proposes to add an evaluation of both alternatives, as well as a conclusion and a recommendation based on the analysis below.

Note: this analysis includes the coverage of concerns raised in SA5#102 (S5-154448) and SA5#103 (S5-155024).

#1 Information on the network inventory 

· Alternative 1

Cell information such as frequency information, antenna parameters, cell location, nominal Tx power of each cell used for LSA, should be available at the NM.

· Alternative 2

Cell information such as frequency information, antenna parameters, cell location, nominal Tx power of each cell used for LSA, should be provided by the NM to the LC.
This information is needed only for cells operating under LSA.

The number of cells as well as the limited set of information for each cell remains of reasonable size and can be handled in both OAM and LC types of equipements.
Confidentiality of network deployement information is equally satisfied since both LC and NM are within the operator domain, and ETSI LSA-1 interface (between LR and LC) does not carry any network deployement information. 

#2 Synchronization with network information
· Alternative 1

The NM needs to have an up-to-date inventory of the network cells used for LSA. There is no need for the LC to synchronize with the network information.
· Alternative 2
The LC needs to have an up-to-date inventory of the cells used for LSA. There is no need for the LC to have a full real-time knowledge of the network information or state. 
#3 Interaction with SON functionalities

· Alternative 1

The OAM must ensure that the instructions for LSA cells reconfiguration derived from LSRAI are not overriden by SON functionalities. This is required to avoid creating interferences with areas where the incumbent is operating.

· Alternative 2

The OAM must ensure that the instructions for LSA cells reconfiguration received from the LC are not overriden by SON functionalities. This is required to avoid creating interferences with areas where the incumbent is operating.

Information on SON is not needed by the LC:
· it is not an issue if the LC requests the NM to reduce tranmit power of a cell that is switched off (e.g., due to SON ES), or whose power is already less than the LC requested power (e.g., due to SON CCO).

· in case the LC identifies multiple possible configurations to satisfy an incumbent request (e.g., one of a set of eNBs needs to be switched off), the LC can simply send the list of candidate configurations to the NM, and leave the NM free to select the preferred configuration (e.g., based on information on cells load). Instead, or in addition, the operator may pre-configure the LC with a set of policies enabling the LC to select the most suitable configurations.
#4 Architecture

· Alternative 1

In this alternative, the LC, when not collocated with the NM provides no added value. A proxy solely mapping back and forth the LSRAI to/from LSA-1 from/to another interface (e.g., Type-7) won’t be provided by a third party. 
Therefore, this alternative is only relevant when the NM is directly connected to the LR via LSA-1 interface, i.e., when LC and NM are collocated.
· Alternative 2

This alternative enables 3rd parties to provide an LC, thereby fostering innovation and competition. 

In addition, this alternative enables operators to easily update or change the LC, in order to best fulfill their needs (e.g., in terms of pricing, performance, functionalities). If an interface is standardized between LC and OAM according to this alternative, such changes will require very limited integration efforts.
This alternative doesn’t prevent an LC to be collocated with the NM, and becomes equivalent to the only viable alternative 1 deployment scenario.
#5 Certification
An approval process will be required before deploying LSA at national level, based on regulations specific to each country (e.g., to check if propagations models and/or parameters recommended by administrations are properly used and implemented).
· Alternative 1
In this alternative, it is not possible to certify LSA functionality independently of the rest of the operator’s management architecture.
· Alternative 2

This alternative enables to certify LSA functionality independently of the rest of the operator’s management architecture.
#6 Extensibility and support of requirements specific to spectrum sharing
Although the LSA regulatory framework is harmonized among 48 CEPT countries, national administrations will add specific requirements.
· Alternative 1
In this alternative it is difficult to quickly adapt to different rules and legislation related to spectrum sharing: each NM must be adapted to each country.

Given the sensitivity of records related to spectrum preemption, the archiving functionality may have higher requirements (in terms of security and reliability) than those currently fulfilled by NM.

· Alternative 2

In this alternative, operators can quickly adapt to different rules and legislation by simply updating the LC.
Specific features can be added to the LC (e.g., on security and reliability) without any impact to the NM.

4
Detailed proposal
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6.2.1.4
Evaluation

Information on the network inventory 

In this alternative, cell information such as frequency information, antenna parameters, cell location, nominal Tx power of each cell used for LSA should be available at the NM. 

There is no need for the LC to synchronize with the network information.

Interaction with SON functionalities

The OAM must ensure that the instructions for LSA cells reconfiguration derived from LSRAI are not overriden by SON functionalities. This is required to avoid creating interferences with areas where the incumbent is operating.

Architecture

The LC, when not collocated with the NM provides no added value. A proxy solely mapping back and forth the LSRAI to/from LSA-1 from/to another interface (e.g., Type-7) won’t be provided by a third party. 

Therefore, this alternative is only relevant when the NM is directly connected to the LR via LSA-1 interface, i.e., when LC and NM are collocated.

Certification

An approval process will be required before deploying LSA at national level, based on regulations specific to each country (e.g., to check if propagations models and/or parameters recommended by administrations are properly used and implemented).
In this alternative, it is not possible to certify LSA functionality independently of the rest of the operator’s management architecture.
Extensibility and support of requirements specific to spectrum sharing
Although the LSA regulatory framework is harmonized among 48 CEPT countries, national administrations will add specific requirements. In this alternative it is difficult to quickly adapt to different rules and legislation related to spectrum sharing: each NM must be adapted to each country.

Given the sensitivity of records related to spectrum preemption, the archiving functionality may have higher requirements (in terms of security and reliability) than those currently fulfilled by NM.
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6.2.2.4
Evaluation


Information on the network inventory 

In this alternative, cell information such as frequency information, antenna parameters, cell location, nominal Tx power of each cell used for LSA should be provided by the NM to the LC.

The LC needs to have an up-to-date inventory of the cells used for LSA. There is no need for the LC to have a full real-time knowledge of the network information or state. 

Confidentiality of network deployement is satisfied since the LC is within the operator domain, and ETSI LSA-1 interface (between LR and LC), does not carry any network deployement information. 
Interaction with SON functionalities

The OAM must insure that the instructions for LSA cells reconfiguration received from the LC are not overriden by SON functionalities. This is required to avoid creating interferences with areas where the incumbent is operating.

Information on SON is not needed by the LC.
Architecture

This alternative enables 3rd parties to provide an LC, thereby fostering innovation and competition. 

In addition, this alternative enables operators to easily update or change the LC, in order to best fulfill their needs (e.g., in terms of pricing, performance, functionalities). If an interface is standardized between LC and OAM according to this alternative, such changes will require very limited integration efforts.
This alternative doesn’t prevent an LC to be collocated with the NM, and becomes equivalent to the only viable alternative 1 deployment scenario.
Certification

An approval process will be required before deploying LSA at national level, based on regulations specific to each country (e.g., to check if propagations models and/or parameters recommended by administrations are properly used and implemented).
This alternative enables to certify LSA functionality independently of the rest of the operator’s management architecture.
Extensibility and support of requirements specific to spectrum sharing

Although LSA regulatory framework is harmonized among 48 CEPT countries, national administrations will add specific requirements. In this alternative, operators can quickly adapt to different rules and legislation by simply updating the LC.
Specific features can be added to the LC (e.g., on security and reliability) without any impact to the NM.
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7
Conclusions

Two alternative solutions were identified for OAM support for LSA. Confidentiality is equally satisfied since both LC and NM are within the operator domain.

The first alternative integrates LSA functionality within the NM. The LC having no added value, this alternative is only relevant when the NM is directly connected to the LR via LSA-1 interface.

The second alternative clearly separates LSA functionality from the rest of the management architecture. It fulfills LSA requirements more appropriately by:

· favouring innovation and competition, 

· providing flexibility to operators (e.g., in terms of pricing, performance, functionalities), 

· enabling standalone certification of the LSA functionality, independently of the OAM,

· making it possible to address different requirements from national admnistrations and incumbents specific to spectrum sharing (e.g., regarding security and accountability), 

· not preventing an LC to be collocated to the NM, thereby covering the only viable alternative 1 deployment scenario.

8
Recommendations
In order to satisfy the requirements specific to LSA, it is recommended to provide OAM support for LSA as proposed in alternative 2, and to start a new TS in SA5 specifying a new interface between LC and OAM.
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