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	First change


5.1.0
General
The charging functions specified for the PS domain relate to:
-
mobility management, refer to TS 23.060 [201];

-
SMS transmissions / receptions, refer to TS 23.060 [201] , and TS 23.272 [213];

-
IP-CAN bearers, refer to TS 23.060 [201], TS 23.401 [208] and TS 23.402 [209];

-
LCS events, refer to TS 32.271 [31];

-
individual service data flows (identified by Service data flow filters or application identifier) within a IP-CAN bearer, refer to TS 23.203 [215]; 
-
TDF session, refer to TS 23.203 [215];
-
network usage for specific applications (identified by Service data flow filters or application identifier) within a TDF session, refer to TS 23.203 [215] ;
-
MBMS bearer contexts, refer to TS 23.246 [207] and TS 32.273 [33].

	Next change


5.2.1.9.1
Charging per application

ABC allows collection of charging information for network usage of application traffic, categorized  within the TDF session by rating group or combination of rating group and service identifier. ABC supported by TDF is based on ADC rules. Details of this functionality are specified in TS 23.203 [215]. 
NOTE: 
ABC is supported by the P-GW embedding PCEF enhanced with application detection and control functionality as defined in TS 23.203 [215], by mean of appropriate PCC Rules, and therefore specified under FBC clause 5.2.1.3.
According to TS 23.203 [215], ABC shall support different charging models per ADC rule. 
These charging models may be based on volume and/or time and on number of event matching specific detected application traffic  in ADC rule. The following chargeable events are defined for ABC when offline charging is activated:
-
Start of TDF session. Upon encountering this event, a new TDF-CDR for this context is created.

-
Start of application traffic. If service identifier level reporting is required by the ADC rule, new counts and time stamps for this combination of the rating group and service identifier are started. If rating group level reporting is required by the ADC rule new counts and time stamps for this rating group are started. The type of counters shall depend on the measurement method configured for the ADC rule. When event based charging applies, the first occurrence of an event detected by the pre-defined ADC rules shall imply that a new count is started. 
When new events occur, the counter shall be increased. Each event shall be time stamped.

-
Termination of application traffic. If service identifier level reporting is required by the ADC rule or if rating group level reporting is required by the ADC rule, the counters and time stamps are closed and added to the TDF-CDR.

-
End of TDF session in the TDF. The TDF-CDR is closed upon encountering this trigger. 
-
Expiry of an operator configured time limit for keeping a CDR open. This event closes all counters. The resulting containers are data to the CDR and the CDR is closed. A new CDR is opened if the TDF session is still active.
-
Expiry of an operator configured time limit per rating group. The counters and time stamps are closed and added to the TDF-CDR. A new application traffic container is opened if any application related to the rating group is still active.

-
Expiry of an operator configured data volume limit per TDF session. This event closes the TDF-CDR, and a new one is opened if the TDF session is still active.

-
Expiry of an operator configured data volume limit per rating group. The counters and time stamps are closed and added to the TDF-CDR. A new one is opened if any application related to the rating group is still active.

-
Expiry of an operator configured data event limit per rating group. The counters and time stamps are closed and added to the TDF-CDR. A new one is opened if any application related to the rating group is still active.

-
Expiry of an operator configured data event limit per TDF session. This event closes the TDF-CDRs, and new one is opened if the TDF session is still active.
-
Change of charging condition: TDF session modification (e.g. SGSN change, S-GW change, user location change, user CSG information change, change of UE presence in a Presence Reporting Area), tariff time change or failure handling procedure triggering. When this event is encountered, all current configured counts and time stamps are captured and new counts and time stamps for all active applications are started.

-
Intersystem change (e.g. change of radio interface from GSM to UMTS, RAT change) visible in the TDF. This event closes the TDF-CDR, and a new one is opened if the TDF session is still active.

-
PLMN change visible in the TDF. This event closes the TDF-CDR. A new one is opened if the TDF session is still active.

-
MS Timezone change visible in the TDF. This event closes the TDF-CDR. A new one is opened if the TDF session is still active.

-
Completion of a time envelope as defined in TS 32.299 [50]. This event closes an application traffic container. Further details are described in clause 5.2.3.9.2 "Triggers for TDF-CDR Charging Information Addition". The need for reporting time envelopes may be statically configured for each rating group or dynamically controlled by online charging.
Management intervention may also force trigger a chargeable event.
ADC rules can be activated, deactivated and modified any time during the TDF session lifetime. ADC rule activation, deactivation and modification are not chargeable events of ABC. However these rule changes may lead to "start of application traffic" and "termination of application traffic" chargeable events.
Application Detection and Control rule can contain e.g.:

-
Application Identifier or Service data flow filters to identify detected application, 

-
charging method to identify whether online/offline/both/neither charging interface is used, 

-
measurement method for online/offline charging to identify whether time/volume/events are measured for this application, 

-
Charging key (i.e. rating group) for that application,

-
service identifier for that application, 

-
reporting level for the application (rating group or combination of the rating group and Service identifier),

-
precedence to the situations where two or more ADC rules are overlapping. 

Application Detection and Control rule can be:

-
pre-defined in TDF (can be activated by the PCRF) or,

-
dynamically provisioned and activated by the PCRF over the Sd interface.

This is specified in TS 23.203 [215] and TS 29.212 [216].
According to TS 23.203 [215], the PCRF can modify the following charging information in a dynamic ADC rule: Charging key, Service identifier, Measurement method, and Service identifier level reporting. A change of any of this charging information triggers a "start of application traffic" chargeable event when a valid counter does not exist corresponding to that changed ADC rule. A change of any of this charging information triggers a "termination of application traffic" chargeable event when this was the last active application for the counter corresponding to the original ADC rules.
	Next change


5.3.1.5.1
Charging per application
ABC allows collecting charging information related to data volumes sent to and received by the UE/MS, based on the application detection. ABC supported by the TDF, i.e. ADC rules based charging defined in TS 23.203 [215] and TS 29.212 [216], is based on ADC rules. The application traffic within TDF session is categorised by rating group or combination of the rating group and service identifier. The level of the reporting is defined per ADC rule. Details of this functionality are specified in TS 23.203 [215] and TS 32.240 [1]. 
NOTE: 
ABC is supported by the P-GW embedding PCEF enhanced with application detection and control functionality as defined in TS 23.203 [215], by mean of appropriate PCC Rules, and therefore specified under FBC clause 5.3.1.2.
According to TS 23.203 [215], ABC shall support different charging models per ADC rule. These charging models may be based on volume and/or time or on number of events as the application referred by either application identifier or Service data flow filters in ADC rule. In online charging the TDF shall request the reservation of units prior to service delivery.
The following chargeable events are defined for ABC when online charging is activated:

-
Start of TDF session. Upon encountering this event, a Debit / Reserve Units Request[Initial]  indicating the establishment of the TDF session, is sent towards the OCS to activate the online charging session with the TDF. The quota for each activated ADC rule may be requested in such Debit / Reserve Units Request[Initial]  or later when application traffic is detected .

-
Start of application traffic. In case valid quota does not exist for the rating group, a Debit / Reserve Units Request[Update]  is generated to request quota. The type of requested quota shall depend on measurement method configured for the ADC rule in case of decentralized unit determination. When event based charging applies, the first occurrence of an event detected according to the pre-defined ADC rule shall be considered as the start of a application.
-
Termination of application traffic. If reporting is per rating group and this is the last application traffic utilizing that specific rating group or if reporting is per combination of the rating group and service identifier and this is the last application traffic utilizing that specific rating group and service identifier, the required counters are updated. 

-
End of TDF session in the TDF. Upon encountering this event, a Debit / Reserve Units Request[Terminate], indicating the end of the TDF session, is sent towards the OCS together with the final counts.

-
Ro specific chargeable events (e.g. threshold reached, QHT expires, quota exhaustion, validity time reached, forced re-authorization). Corresponding counts for the rating group(s) are closed and Debit / Reserve Units Request[Update]  is triggered according the rules defined in TS 32.299 [50].

-
Change of charging condition: e.g. user location change, user CSG information change, change of UE presence in a Presence Reporting Area. When this event is encountered and the corresponding re-authorization trigger is armed, all current counts are captured and sent towards the OCS with a Debit / Reserve Units Request[Update].

-
Tariff time change. When this event is encountered, all current counts are captured and a new counts are started. The counts are sent to the OCS in next Debit / Reserve Units Request.
Management intervention may also force trigger a chargeable event.

ADC rules can be activated, deactivated and modified any time during the TDF session lifetime. ADC rules activation, deactivation and modification are not chargeable events. However these ADC rules changes may lead to "start of application traffic'" and "termination of application traffic'" chargeable events. 
Application Detection and Control rule can contain e.g.:

-
Application Identifier or Service data flow filters to identify detected application, 

-
charging method to identify whether online/offline/both/neither charging interface is used, 

-
measurement method for online/offline charging to identify whether time/volume/events are measured for this application, 

-
Charging key (i.e. rating group) for that application,

-
service identifier for that application, 

-
reporting level for the application (rating group or combination of the rating group and service id),

-
precedence to the situations where two or more ADC rules are overlapping. 

Application Detection and Control rule can be:

· pre-defined in TDF  (can be activated by the PCRF) or,

· dynamically provisioned and activated by the PCRF over the Sd interface.

This is specified in TS 23.203 [215] and TS 29.212 [216].


According to TS 23.203 [215] , the PCRF can modify the following charging information in a dynamic ADC rule which is active in the TDF: Charging key, Service identifier, Measurement method, Service identifier level reporting. Change of Charging key, Service Identifier, or measurement method will trigger a "start of application traffic'" chargeable event when valid quota does not exist. Change of Charging key, Service Identifier or measurement method, or Service identifier level reporting will trigger a"termination of application traffic'" chargeable event when this is the last application traffic utilizing the quota used for the Charging key or combination of Charging key and Service identifier of original ADC rule.
	End of changes


