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1
Decision/action requested

Agree on corrections to Monitoring Event charging.
2
References

[1]
3GPP TS 32.278 Monitoring Event charging
[2]
S2-153412 LS on clarification on requirements for MONTE
3
Rationale

1.
As per agreed CR 0134 to TS 23.682 at SA2#111, Location reporting for presence area reporting level and LA level have been removed. Editor's notes regarding coordination with SA2 also removed.
2.
As per TS 23.682, there are many network nodes involved in the Monitoring Event processing. Only a small portion of these are nodes relevant to charging: MME/SGSN/IWK-SCEF. Propose new name for these nodes "Monitoring Event Charging Node (MECN)" to avoid confusion.

3.
A new field added to ME-CO-CDR to identify specific configuration activity requested. These actions correspond to actions available in CT4 specifications. Removal of field no longer required as a result: SCEF Reference ID for Deletion.
4.
Reachability Indicator added to individual report in ME-RE-CDR to store the reachability status of the UE reported for "UE Reachability" Monitoring Event type.

5.
CT4 has identified issues with maintaining the remaining number of event reports for a specific Monitoring Event configuration. The MECN will not in all cases, be aware of the remaining number of event reports and cannot, therefore, accurately determine when the final event report is sent. This field is removed from the report CDR and the count of event reports is localized to only within the MECN and does not attempt a global count.
4
Detailed proposal

Incorporate the following changes into TS 32.278, clauses 3.3, 4.2, 6.1.3.2 and 6.1.3.3.
First change
3.3
Abbreviations
For the purposes of the present document, the abbreviations defined in TR 21.905 [50], TS 32.240 [1] and the following apply:

3G
3rd Generation

3GPP
3rd Generation Partnership Project

ACA
Accounting Answer

ACR
Accounting Request

AMF
Account Balance Management Function

APN
Access Point Name

AVP
Attribute Value Pair

BD
Billing Domain

BS
Billing System

CCF
Charging Collection Function

CDF
Charging Data Function

CDR
Charging Data Record

CG
Charging Gateway

CGF
Charging Gateway Function

CRF
Charging Rules Function

CTF
Charging Trigger Function

DCCA
Diameter Credit Control Application

EBCF
Event Based Charging Function

ECUR
Event Charging with Unit Reservation

FCI
Furnish Charging Information

FQPC
Fully Qualified Partial CDR

FTAM
File Transfer, Access and Management

G-CDR
GGSN (PDP context) generated - CDR

GGSN
Gateway GPRS Support Node

GPRS
General Packet Radio Service

GSM
Global System for Mobile communication

HLR
Home Location Register

HPLMN
Home PLMN

HSS
Home Subscriber Server
IEC
Immediate Event Charging

IETF
Internet Engineering Task Force

IMEI
International Mobile Equipment Identity

IMSI
International Mobile Subscriber Identity

IP
Internet Protocol

IPv4
Internet Protocol version 4

IPv6
Internet Protocol version 6

ISDN
Integrated Services Digital Network

IWK-SCEF
Interworking SCEF
M-CDR
Mobility management generated - Charging Data Record
MECN
Monitoring Event Charging Node (MME, SGSN, IWK-SCEF)
MNC
Mobile Network Code (part of IMSI)

MSISDN
Mobile Station ISDN number

NE
Network Element

NI
Network Identifier (part of the APN)

OCF
Online Charging Function

OCS
Online Charging System

OMA
Open Mobile Alliance

PLMN
Public Land Mobile Network

PMD
Pseudonym Mediation Device functionality

PS
Packet-Switched

PSPDN
Packet-Switched Public Data Network

PSTN
Public Switched Telephony Network

QoS
Quality of Service

RAB
Radio Access Bearer

RAN
Radio Access Network

RF
Rating Function

SBCF
Session Based Charging Function

SCCP
Signalling Connection Control Part

S-CDR
SGSN (PDP context) generated – CDR 
SCEF
Service Capability Exposure Function
SCUR
Session Charging with Unit Reservation

SGSN
Serving GPRS Support Node

TAP
Transferred Account Procedure

TDP
Trigger Detection Point

TPF
Traffic Plane Function

TR
Technical Report

TS
Technical Specification

TV
Type, Value

UA
User Agent

UE
User Equipment

UMTS
Universal Mobile Telecommunications System

UTRAN
Universal Terrestrial Radio Access Network

VLR
Visitor Location Register

VPLMN
Visited PLMN

Second change
4.2
Monitoring Event offline charging architecture
As described in TS 32.240 [1], the CTF (an integrated component in each charging relevant NE) generates charging events and forwards them to the CDF. The CDF, in turn, generates CDRs which are then transferred to the CGF. 
Finally, the CGF creates CDR files and forwards them to the BD.
For offline charging the following Monitoring Event Charging Nodes (MECN), functioning as the CTF, may generate accounting metrics sets for Monitoring Event CDRs:

-
the MME, to record Monitoring Events; 
-
the SGSN, to record Monitoring Events;

-
the IWK-SCEF, to record Monitoring Events.
If the MECN generating the charging information has an integrated CDF, then the MECN can produce CDRs. The CGF may also be integrated in the MECN, or it may exist as a physically separate entity. 
If the CGF is external to the MECN/CDF, then the MECN/CDF forwards the CDRs to the CGF across the Ga interface. In this case, the relationship between  MECN/CDF and CGF is m:1. 
If the CGF is integrated in the MECN/CDF, then there is only an internal interface between the CDF and the CGF. In this case, the relationship between MECN/CDF and CGF is 1:1. An integrated CGF may support the Ga interface from other MECN/CDFs.

If the CDF is external to the MECN, the charging events are transferred from the MECN to the CDF via the Rf interface specified in TS 32.299 [50]. In this case, the relationship between MECN and CDF is m:1.

When an external CGF is used, this CGF may also be used by other, i.e. non-Monitoring Event, network elements, according to network design and operator decision. It should be noted that the CGF may also be an integrated component of the BD – in this case, the Bmn interface does not exist and is replaced by a proprietary solution internal to the BD.

Figure 4.2.1 depicts the architectural options described above.




Figure 4.2.1: Monitoring Event offline charging architecture

It is mandatory to support at least one of the Rf, Ga or Bmn interfaces from the MECN as described in this specification.

NOTE:
Support of Monitoring Event charging is optional for MECN.
First change
6.1.3.2
Monitoring Event Configuration Request charging data (ME-CO-CDR)

If enabled, a Monitoring Event Configuration Request record shall be produced for each monitoring configuration request received. Renewal requests are captured in a separate record from the original request. The fields in the record are specified in table 6.1.3.2.1.
Table 6.1.3.2.1: Monitoring Event Configuration Request charging data (ME-CO-CDR)
	Field
	Category
	Description

	Record Type 
	M
	Monitoring Event Configuration Request

	Retransmission
	Oc
	This parameter, when present, indicates that information from retransmitted Accounting Requests has been used in this CDR.

	Node Id
	OM
	Name of the recording entity.

	Local Record Sequence Number
	OM
	Consecutive record number created by this node. The number is allocated sequentially including all CDR types.

	Record Time Stamp
	OM
	This parameter indicates the date and time when the CDR was produced.

	Event Timestamp
	OM
	This parameter contains the timestamp of the event that triggered the generation of charging information for the Monitoring Event configuration request.

	Monitoring Event Configuration Activity
	M
	This parameter indicates the configuration action requested: create, transfer, update, and delete.

	SCEF Reference ID
	M
	This parameter, created by the SCEF, to identify a Monitoring Request. When combined with the SCEF Id, serves a globally unique identifier for the Monitoring Request.

	SCEF Id
	M
	This parameter indicates the SCEF to which the Monitoring Indication message has to be sent.

	Monitoring Type
	M
	This parameter identifies the specific Monitoring Event being requested.

	Maximum Number of Reports
	Oc
	This parameter, when present, indicates the maximum number of event reports to be generated until the associated Monitoring Event is considered to expire. A value of one implies a single event report is to be generated which makes it equivalent to a One-time Monitoring Request. This parameter is not applicable to the "Availability after DDN Failure" Monitoring Event type.

	Monitoring Duration
	Oc
	This parameter, when present, indicates the absolute time at which the related Monitoring Event request is considered to expire.

	
	
	

	Chargeable Party Identifier
	Oc
	This parameter, when present, identifies the entity towards which accounting/charging functionality is performed by the involved 3GPP network elements.

	Monitored User
	Oc
	This parameter identifies the user that is monitored and is applicable to the "Loss of connectivity", "UE reachability", "Location Reporting", "Communication Failure" and "Availability after DDN Failure" Monitoring Event types.

	Maximum Detection Time
	Oc
	This parameter, when present, indicates the maximum period of time without any communication with the UE after which the SCEF is to be informed that the UE is considered to be unreachable and is applicable to the "Loss of connectivity" Monitoring Event type. The value is on the order of 1 minute to multiple hours.

	Reachability Type
	Oc
	This parameter indicates whether the request is for "Reachability for SMS", or "Reachability for Data", or both and is applicable to the "UE reachability" Monitoring Event type.

	Maximum Latency
	Oc
	This parameter indicates the maximum delay acceptable for downlink data transfers and is applicable to the "UE reachability" Monitoring Event type. The Maximum Latency is on the order of 1 minute to multiple hours.

	Maximum Response Time
	Oc
	This parameter indicates the time for which the UE stays reachable to allow the SCS/AS to reliably deliver the required downlink data and is applicable to the "UE reachability" Monitoring Event type.

	Suggested Number of Downlink Packets
	Oc
	This parameter indicates the number of packets that the Serving Gateway shall buffer in case the UE is not reachable and is applicable to the "UE reachability" Monitoring Event type.

	Location Type
	Oc
	This parameter indicates whether the request is for Current Location or Last Known Location and is applicable to the "Location Reporting" and "Number of UEs present in a geographic area" Monitoring Event type.

	Accuracy
	Oc
	This parameter indicates desired level of accuracy of the requested location information and is applicable to the "Location Reporting" Monitoring Event type. Accuracy could be at cell level (CGI/ECGI), eNB, TA/RA level.

	
	
	

	List of Locations
	Oc
	This parameter identifies the list of cells, eNBs and/or RAI(s)/TAI(s) for determination of the number of UEs in the area and is applicable to the "Number of UEs present in a geographic area" Monitoring Event type.

	Cause
	M
	This parameter identifies whether the request was successful or not. When the request is not success, a specific value is chosen to indicate the reason for failure.

	Record Extensions
	OC
	A set of network operator/manufacturer specific extensions to the record. Conditioned upon the existence of an extension.



Editor's note: The parameters in the above table may need to be aligned with stage 3 protocol definition for Monitoring Event configuration requests.
Third change
6.1.3.3
Monitoring Event Report charging data (ME-RE-CDR)

If enabled, a Monitoring Event Report record shall be produced for a set of Monitoring Event reports sent. In the normal case, only one Monitoring Event report will be included in the CDR. During times when a burst of Monitoring Event reports are sent, multiple event reports can be captured in the CDR. The fields in the record are specified in table 6.1.3.3.1.
Table 6.1.3.3.1: Monitoring Event Report charging data (ME-RE-CDR)
	Field
	Category
	Description

	Record Type 
	M
	Monitoring Event Configuration Report

	Retransmission
	Oc
	This parameter, when present, indicates that information from retransmitted Accounting Requests has been used in this CDR.

	Node Id
	OM
	Name of the recording entity.

	Local Record Sequence Number
	OM
	Consecutive record number created by this node. The number is allocated sequentially including all CDR types.

	Record Time Stamp
	OM
	This parameter indicates the date and time when the CDR was produced.

	List of Monitoring Event Reports
	OM
	This parameter contains the charging information associated with a set of Monitoring Event reports. The fields for each report are specified in table 6.1.3.3.2.

	Record Extensions
	OC
	A set of network operator/manufacturer specific extensions to the record. Conditioned upon the existence of an extension.


Table 6.1.3.3.2: Individual Monitoring Event Report charging data within List of Monitoring Event Reports 
	Field
	Category
	Description

	Event Timestamp
	OM
	This parameter contains the timestamp of the event that triggered the generation of charging information for the Monitoring Event report.

	SCEF Reference ID
	M
	This parameter, created by the SCEF, to identify a Monitoring Request. When combined with the SCEF Id, serves a globally unique identifier for the Monitoring Request.

	SCEF Id
	M
	This parameter indicates the SCEF to which the Monitoring Indication message has to be sent.

	Monitoring Event Report Number
	M
	This parameter indicates the number of the report being sent for the specific request from this MECN. The number is monotonically increasing for each report starting at 1 for each unique request.

	
	
	

	Chargeable Party Identifier
	Oc
	This parameter, when present, identifies the entity towards which accounting/charging functionality is performed by the involved 3GPP network elements.

	Monitored User
	Oc
	This parameter identifies the user that is monitored and is applicable to the "Loss of connectivity", "UE reachability", "Location Reporting", "Communication Failure" and "Availability after DDN Failure" monitoring event types.

	Monitoring Type
	Oc
	This parameter identifies the specific Monitoring Event being reporting.

	Reachability Information
	Oc
	This parameter identifies the reachability status of the UE and is applicable to the "UE reachability" Monitoring Event type.

	Reported Location
	Oc
	This parameter indicates the reported 3GPP system specific location information and is applicable to the "Location Reporting" Monitoring Event type.

	RAN/NAS Cause Code
	Oc
	This parameter indicates the reported RAN or NAS cause code and is applicable to the "Communication Failure" Monitoring Event type.

	
	
	

	
	
	

	Cause
	OC
	This parameter identifies whether the report indicates an error occurred.


Editor's note: The event-specific parameters in the above table (Reporting Location, RAN/NAS Cause Code) and the Cause parameter need to be aligned with stage 3 protocol definition for Monitoring Event reports.
End of changes
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