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	First change


5.1.2
Basic operation

Event and session based Charging are performed by the use of the "Charging Data Transfer" operation:

-
"Charging Data Request"; sent from CTF ( CDF
After detecting a chargeable event, the CTF sends a Charging Data Request to the CDF. 

-
"Charging Data Response"; sent from CDF ( CTF
The CDF replies with a Charging Data Response, which informs the CTF that charging data was received.

Table 5.1.2.1 and table 5.1.2.2 describe the content of these operations.

Table 5.1.2.1: Charging Data Request content
	Information Element
	Category
	Description

	Session Identifier
	M
	This field identifies the operation session.

	Originator Host
	M
	This field contains the identification of the source point of the operation and the realm of the operation originator.

	Originator Domain
	M
	This field contains the realm of the operation originator.

	Destination Domain
	M
	This field contains the realm of the operation destination.

	Operation Type
	M
	This field defines the transfer type: event for event based charging and start, interim, stop for session based charging. 

	Operation Number
	M
	This field contains the sequence number of the transferred messages.

	Operation Identifier
	OM
	The field corresponds to the unique operation identification.

	User Name
	OC
	The field contains the identification of the service user.

	Destination Host
	OC
	This field contains the identification of the destination point of the operation.

	Operation Interval
	OC
	This field contains the proposal for instructions to produce records continuously during a session.

	Origination State
	OC
	This field contains the state associated to the source point of the operation.

	Origination Timestamp
	OC
	This field contains the time when the operation is requested.

	Proxy Information
	OC
	This field contains the parameter of the proxy.

	Route Information
	OC
	This field contains the parameter of the route.

	Operation Token
	OM
	This field identifies the domain, subsystem or service and release.

	Service information
	OM
	This parameter holds the individual service specific parameters as defined in the corresponding 'middle tier' TS.


Table 5.1.2.2: Charging Data Response content
	Information Element
	Category
	Description

	Session Identifier
	M
	This field identifies the operation session.

	Operation Result
	M
	This field identifies the result of the operation.

	Originator Host
	M
	This field contains the identification of the source point of the operation and the realm of the operation originator. 

	Originator Domain
	M
	This field contains the realm of the operation originator.

	Operation Type
	M
	This field defines the transfer type: event for event based charging and start, interim, stop for session based charging. 

	Operation Number
	M
	This field contains the sequence number of the transferred messages.

	Operation Identifier
	OM
	The field corresponds to the unique operation identification.

	Operation Interval
	OC
	This field contains the instructions to produce records continuously during a session.

	Error Reporting Host
	OC
	If proxies exist between the accounting client and the accounting server this field contains the identity of the proxy that sent a response other than 2001 (Success). 

	Origination State
	OC
	This field contains the state associated to the source point of the service.

	Origination Timestamp
	OC
	This field contains the time when the operation is requested.

	Proxy Information
	OC
	This field contains the parameter of the proxy.


	Next change


5.2.3
Basic operations

Online Credit-Control uses two basic logical operations: Debit Units and Reserve Units.
· "Debit Units Request"; sent from CTF ( OCF
After receiving a service request from the subscriber, the CTF sends a Debit Units Request to the OCF. 
The CTF may either specify a service key (centralised unit determination) or the number of units requested (decentralised unit determination). 
For refund purpose, the CTF sends a Debit Units Request to the OCF as well.

· "Debit Units Response"; sent from OCF ( CTF 
The OCF replies with a Debit Units Response, which informs the CTF of the number of units granted as a result of the Debit Units Request. This includes the case where the number of units granted indicates the permission to render the requested service. 
For refund purpose, the OCF replies with a Debit Units Response.

· "Reserve Units Request"; sent from CTF ( OCF
Request to reserve a number of units for the service to be provided by an CTF. In case of centralized unit determination, the CTF specifies a service key in the Reserve Unit Request, and the OCF determines the number of units requested. In case of decentralised unit determination, the number of units requested is specified by the CTF.

· "Reserve Units Response"; sent from OCF ( CTF 
Response from the OCF which informs the CTF of the number of units that were reserved as a result of the "Reserve Units Request".

IEC uses the Direct Debiting One Time Event procedure specified in RFC 4006 [402] and therefore is performed by the use of the logical "Debit Units" operation, as specified in clause 6.3.3.

SCUR and ECUR use both the "Debit Units" and "Reserve Units" operations.

SCUR uses the Session Based Credit-Control procedure specified in RFC 4006 [402]. In session charging with unit reservation, when the "Debit Units" and "Reserve Units" operations are both needed, they shall be combined in one message, as specified in clause 6.3.5.

For SCUR and ECUR the consumed units are deducted from the subscriber's account after service delivery. 
Thus, the reserved and consumed units are not necessarily the same. Using this operation, it is also possible for the CTF to modify the current reservation, including the return of previously reserved units.
Table 5.2.3.1 and table 5.2.3.2 describe the content of these operations.

Table 5.2.3.1: Debit / Reserve Units Request content
	Information Element
	Category
	Description

	Session Identifier
	M
	This field identifies the operation session.

	Originator Host
	M
	This field contains the identification of the source point of the operation.

	Originator Domain
	M
	This field contains the realm of the operation originator.

	Destination Domain
	M
	This field contains the realm of the operation destination.

	Operation Identifier
	M
	This field is a unique operation identifier.

	Operation Token
	M
	This field contains the service identifier.

	Operation Type
	M
	This field defines the transfer type: event for event based charging and start, interim, stop for session based charging. 

	Operation Number
	M
	This field contains the sequence number of the transferred messages.

	Destination Host
	OC
	This field contains the identification of the destination point of the operation.

	User Name
	OC
	This field contains the identification of the user.

	Origination State
	OC
	This field contains the state associated to the source point of the operation.

	Origination Timestamp
	OC
	This field contains the time when the operation is requested.

	Subscriber Identifier
	OM
	This field contains the identification of the mobile subscriber (i.e. MSISDN) or the fixed user (i.e. fixed device or residential gateway ) that uses the requested service. 

	Termination Cause
	OC
	This field contains the termination reason of the service. 

	Requested Action
	OC
	This field contains the requested action.

	AoC Type
	OC
	This field denotes if AoC Information is requested and what type of information is needed.

	Multiple Operation
	OM
	This field indicate the occurrence of multiple operations. 

	Multiple Unit Operation
	OC
	This field contains the parameter for the quota management. 

	Operation Correlation Identifier
	OC
	This field contains information to correlate messages generated for different components of the service.

	Subscriber Equipment Number
	OC
	This field contains the identification of the mobile device (i.e. IMEI) that uses the subscriber.

	Proxy Information
	OC
	This field contains the parameter of the proxy.

	Route Information
	OC
	This field contains the parameter of the route.

	Service Information
	OM
	This parameter holds the individual service specific parameters as defined in the corresponding 'middle tier' TS.


Table 5.2.3.2: Debit / Reserve Units Response content
	Information Element
	Category
	Description

	Session Identifier
	M
	This field identifies the operation session.

	Operation Result
	M
	This field identifies the result of the operation.

	Originator Host
	M
	This field contains the identification of the source point of the operation.

	Originator Domain
	M
	This field contains the realm of the operation originator.

	Operation Identifier
	M
	This field is a unique operation identifier.

	Operation Type
	M
	This field defines the transfer type: event for event based charging and start, interim, stop for session based charging. 

	Operation Number
	M
	This field contains the sequence number of the transferred messages.

	Operation Failover
	OC
	This field contains an indication to the CTF whether or not a failover handling is to be used when necessary.

	Multiple Unit Operation
	OC
	This field contains the parameter for the quota management. 

	Cost Information
	OC
	This field contains the cost information of the service.

	Low Balance Indication
	OC
	This field indicates whether the subscriber account balance went below a designated threshold set by his account.

	Remaining Balance
	OC
	This field contains the remaining balance of the subscriber.

	Operation Failure Action
	OC
	For Credit-Control sessions the content of this field enables the credit-control client to decide what to do if sending credit-control messages to the credit-control server has been temporarily prevented.

	Operation Event Failure Action
	OC
	For one time event direct debiting the content of this field enables the credit-control client to decide what to do if sending credit-control messages to the credit-control server has been temporarily prevented.

	Redirection Host
	OC
	This field contains the host the request should be forwarded to.

	Redirection Host Usage
	OC
	This field identifies the routing entry resulting from the Redirect-Host is to be used.

	Redirection Cache Time
	OC
	This field contains the maximum number of seconds the peer and route table entries, created as a result of the Redirect-Host, will be cached.

	Proxy Information
	OC
	This field contains the parameter of the proxy.

	Route Information
	OC
	This field contains the parameter of the route.

	Failed parameter
	OC
	This field contains missing and/or unsupported parameter that caused the failure.

	Service Information
	OC
	This parameter holds the individual service specific parameters as defined in the corresponding 'middle tier' TS.


	Next change


6.2.2
Accounting-Request message

The ACR messages, indicated by the Command-Code field set to 271 is sent by the CTF to the CDF in order to send charging information for the requested bearer / subsystem /service. 

The ACR message format is defined according to the Diameter Base Protocol in RFC 3588 [401] as follows:

      <ACR> ::= < Diameter Header: 271, REQ, PXY >

                < Session-Id >

                { Origin-Host }

                { Origin-Realm }

                { Destination-Realm }

                { Accounting-Record-Type }

                { Accounting-Record-Number }

                [ Acct-Application-Id ]

                [ Vendor-Specific-Application-Id ]
                [ User-Name ]





[ Destination-Host ]

                [ Accounting-Sub-Session-Id ]

                [ Acct-Session-Id ]
                [ Acct-Multi-Session-Id ]
                [ Acct-Interim-Interval ]

                [ Accounting-Realtime-Required ]
                [ Origin-State-Id ]

                [ Event-Timestamp ]              

              * [ Proxy-Info ]

              * [ Route-Record ]

                [ Service-Context-Id ]

                [ Service-Information ]

              * [ AVP ]

NOTE:
Similar information as in subscription_id should be added as 3GPP parameter, IMEI.

Table 6.2.2.1 illustrates the basic structure of a 3GPP Diameter Accounting-Request message as used for 3GPP offline charging.

Table 6.2.2.1: 3GPP Accounting-Request message contents

	AVP
	Category
	Description

	Session-Id
	M
	This field identifies the operation session.

	Origin-Host
	M
	This field contains the identification of the source point of the operation and the realm of the operation originator.

	Origin-Realm
	M
	This field contains the realm of the operation originator.

	Destination-Realm
	M
	This field contains the realm of the operator domain. The realm will be addressed with the domain address of the corresponding public URI.

	Accounting-Record-Type
	M
	This field defines the transfer type: event for event based charging and start, interim, stop for session based charging.

	Accounting-Record-Number
	M
	This field contains the sequence number of the transferred messages.

	Acct-Application-Id
	OM
	The field corresponds to the application ID of the Diameter Accounting Application and is defined with the value 3.

	Vendor-Specific-Application-Id
	-
	Not used in 3GPP.

	
Vendor-Id
	-
	Not used in 3GPP.

	
Auth-Application-Id
	-
	Not used in 3GPP.

	
Acct-Application-Id
	-
	Not used in 3GPP.

	User-Name
	OC
	Contains the user name determined by the domain: bearer, sub-system or service as described in middle tier TS.

	Destination-Host
	OC
	This field contains the destination address of the CDF.

	Accounting-Sub-Session-Id
	-
	Not used in 3GPP.

	Accounting-Session-Id
	-
	Not used in 3GPP.

	Acct-Multi-Session-Id
	-
	Not used in 3GPP.

	Acct-Interim-Interval
	OC
	This field contains the proposal for instructions to produce records continuously during a session.

	Accounting-Realtime-Required
	-
	Not used in 3GPP.

	Origin-State-Id
	OC
	This field contains the state associated to the CTF.

	Event-Timestamp
	OC
	This field corresponds to the exact time the accounting is requested.

	Proxy-Info
	OC
	This field contains information of the host.

	
Proxy-Host
	M
	This field contains the identity of the host that added the Proxy-Info field.

	
Proxy-State
	M
	This field contains state local information.

	Route-Record
	Oc
	This field contains an identifier inserted by a relaying or proxying node to identify the node it received the message from.

	Service-Context-Id
	OM 
	This field indicates the service and the corresponding 'middle tier' TS.

	Service-Information
	OM
	This parameter holds the individual service specific parameters as defined in the corresponding 'middle tier' TS.

	AVP
	Oc
	This field contains extended Information.


NOTE:
A detailed description of the AVPs is provided in clause 7.

	Next change


6.2.3
Accounting-Answer (ACA) message

The ACA messages, indicated by the Command-Code field set to 271 is sent by the CDF to the CTF in order to reply to the ACR. 

The ACA message format is defined according to the Diameter Base Protocol in RFC 3588 [401] as follows:

      <ACA> ::= < Diameter Header: 271, PXY >


            < Session-Id >

                { Result-Code }

                { Origin-Host }

                { Origin-Realm }

                { Accounting-Record-Type }

                { Accounting-Record-Number }

                [ Acct-Application-Id ]

                [ Vendor-Specific-Application-Id ]
                [ User-Name ]

                [ Accounting-Sub-Session-Id ]
                [ Acct-Session-Id ]
                [ Acct-Multi-Session-Id ]
                [ Error-Reporting-Host ]

                [ Acct-Interim-Interval ]

                [ Accounting-Realtime-Required ]
                [ Origin-State-Id ]

                [ Event-Timestamp ]

              * [ Proxy-Info ]

              * [ AVP ]

Table 6.2.3.1 illustrates the basic structure of a 3GPP Diameter Accounting-Answer message as used for offline charging. This message is always used by the CDF as specified below, regardless of the CTF it is received from and the ACR record type that is being replied to.

Table 6.2.3.1: 3GPP Accounting-Answer (ACA) message content

	AVP
	Category
	Description

	Session-Id
	M
	This field identifies the operation session.

	Result-Code
	M
	This field contains the result of the specific query.

	Origin-Host
	M
	This field contains the identification of the source point of the operation and the realm of the operation originator.

	Origin-Realm
	M
	This field contains the realm of the operation originator.

	Accounting-Record-Type
	M
	This field defines the transfer type: event for event based charging and start, interim, stop for session based charging.

	Accounting-Record-Number
	M
	This field contains the sequence number of the transferred messages.

	Acct-Application-Id
	OM
	The field corresponds to the application ID of the Diameter Accounting Application and is defined with the value 3.

	Vendor-Specific-Application-Id
	-
	Not used in 3GPP

	
Vendor-Id
	-
	Not used in 3GPP

	
Auth-Application-Id
	-
	Not used in 3GPP

	
Acct-Application-Id
	-
	Not used in 3GPP

	User-Name
	OC
	Contains the user name determined by the domain: bearer, sub-system or service as described in middle tier TS.

	Accounting-Sub-Session-Id
	-
	Not used in 3GPP

	Accounting-RADIUS-Session-Id
	-
	Not used in 3GPP

	Acct-Multi-Session-Id
	-
	Not used in 3GPP

	Error-Reporting-Host
	OC
	This field contains the identity of the Diameter host that sent the Result-Code AVP to a value other than 2001 (Success) if the host setting the Result-Code is different from the one encoded in the Origin-Host AVP.

	Acct-Interim-Interval
	OC
	This field contains the instructions to produce records continuously during a session.

	Accounting-Realtime-Required
	-
	Not used in 3GPP

	Origin-State-Id
	OC
	This field contains the state associated to the source point of the operation.

	Event-Timestamp
	OC
	This field contains the time when the operation is requested.

	Proxy-Info
	OC
	This field contains information of the host.

	
Proxy-Host
	M
	This field contains the identity of the host that added the Proxy-Info field.

	
Proxy-State
	M
	This field contains state local information.

	AVP
	OC
	This field contains extended Information.


	Next change


6.4.2
Credit-Control-Request message

The CCR messages, indicated by the Command-Code field set to 272 is sent by the CTF to the OCF in order to request credits for the request bearer / subsystem /service. 

The CCR message format is defined according to RFC 4006 [402] as follows:


   <CCR> ::= < Diameter Header: 272, REQ, PXY >





 < Session-Id > 

                 { Origin-Host } 

                 { Origin-Realm } 

                 { Destination-Realm } 

                 { Auth-Application-Id }

                 { Service-Context-Id } 

                 { CC-Request-Type } 

                 { CC-Request-Number } 

                 [ Destination-Host ] 

                 [ User-Name ] 

                 [ CC-Sub-Session-Id ] 

                 [ Acct-Multi-Session-Id ] 

                 [ Origin-State-Id ] 

                 [ Event-Timestamp ] 

                *[ Subscription-Id ]

                 [ Service-Identifier ]  

                 [ Termination-Cause ] 

                 [ Requested-Service-Unit ] 

                 [ Requested-Action ] 

                *[ Used-Service-Unit ] 

                 [ AoC-Request-Type ] 

                 [ Multiple-Services-Indicator ] 

                *[ Multiple-Services-Credit-Control ]  

                *[ Service-Parameter-Info ]  

                 [ CC-Correlation-Id ] 
                 [ User-Equipment-Info ] 





*[ Proxy-Info ]





*[ Route-Record ]





 [ Service-Information ]





*[ AVP ]

Table 6.4.2.1 illustrates the basic structure of a 3GPP Diameter CCR message as used for online charging.

Table 6.4.2.1: 3GPP CCR message content

	AVP
	Category
	Description

	Session-Id
	M
	This field identifies the operation session.

	Origin-Host
	M
	This field contains the identification of the source point of the operation and the realm of the operation originator.

	Origin-Realm
	M
	This field contains the realm of the operation originator.

	Destination-Realm
	M
	This field contains the realm of the operator domain. The realm will be addressed with the domain address of the corresponding public URI.

	Auth-Application-Id
	M
	The field corresponds to the application ID of the Diameter Credit-Control Application and is defined with the value 4.

	Service-Context-Id
	M
	This field indicates the supported protocol version.

	CC-Request-Type
	M
	This field defines the transfer type: event for event based charging and initial, update, terminate for session based charging.

	CC-Request-Number
	M
	This field contains the sequence number of the transferred messages.

	Destination-Host
	OC
	This field contains the destination peer address of the OCS identity.

	User-Name
	OC
	Contains the user name determined by the domain: bearer, sub-system or service as described in middle tier TS.

	CC-Sub-Session-Id
	-
	Not used in 3GPP.

	Acct-Multi-Session-Id
	-
	Not used in 3GPP.

	Origin-State-Id
	OC
	This field contains the state associated to the CTF.

	Event-Timestamp
	OC
	This field corresponds to the exact time the quota is requested. 

	Subscription-Id
	OM 
	This field contains the identification of the user that is going to access the service in order to be identified by the OCS.

	
Subscription-Id-Type
	M
	This field determines the type of the identifier, e.g. t value 0 is used for the international E.164 format according to ITU-T E.164 numbering plan. 

	
Subscription-Id-Data
	M
	This field contains the user data content e.g. the MSISDN.

	Service-Identifier
	-
	Not used in 3GPP.

	Termination-Cause
	OC
	This field contains the reason the Credit-Control session was terminated. 

	Requested-Service-Unit
	-
	Not used in 3GPP, see Multiple-Services-Credit-Control.

	
CC-Time
	-
	Not used in 3GPP.

	
CC-Money
	-
	Not used in 3GPP.

	

Unit-Value
	-
	Not used in 3GPP.

	


Value-Digits
	-
	Not used in 3GPP.

	


Exponent
	-
	Not used in 3GPP.

	

Currency-Code
	-
	Not used in 3GPP.

	
CC-Total-Octets
	-
	Not used in 3GPP.

	
CC-Input-Octets
	-
	Not used in 3GPP.

	
CC-Output-Octets
	-
	Not used in 3GPP.

	
CC-Service-Specific-Units
	-
	Not used in 3GPP.

	
AVP
	-
	Not used in 3GPP.

	Requested-Action
	OC
	The field defines the type of action if the CC-Request-Type indicates EVENT. 

	AoC-Request-Type
	Oc
	This field denotes if AoC Information is requested and what type of information is needed.

	Used-Service-Unit
	- 
	Not used in 3GPP, see Multiple-Services-Credit-Control.

	
Tariff-Change-Usage
	-
	Not used in 3GPP.

	
CC-Time
	-
	Not used in 3GPP.

	
CC-Money
	-
	Not used in 3GPP.

	

Unit-Value
	-
	Not used in 3GPP.

	


Value-Digits
	-
	Not used in 3GPP.

	


Exponent
	-
	Not used in 3GPP.

	

Currency-Code
	-
	Not used in 3GPP.

	
CC-Total-Octets
	- 
	Not used in 3GPP.

	
CC-Input-Octets
	-
	Not used in 3GPP.

	
CC-Output-Octets
	-
	Not used in 3GPP.

	
CC-Service-Specific-Units
	-
	Not used in 3GPP.

	
AVP
	-
	Not used in 3GPP.

	Multiple-Services-Indicator
	OM
	This field indicates whether the CTF is capable of handling multiple services independently. 

	Multiple-Services-Credit-Control
	OC
	This field contains all parameters for the CTF quota management and defines the quotas to allow traffic to flow.

	
Granted-Service-Unit
	-
	Not used in CCR.

	

Tariff-Time-Change
	-
	Not used in CCR.

	

CC-Time
	-
	Not used in CCR.

	

CC-Money
	-
	Not used in 3GPP.

	


Unit-Value
	-
	Not used in 3GPP.

	



Value-Digits
	-
	Not used in 3GPP.

	



Exponent
	-
	Not used in 3GPP.

	


Currency-Code
	-
	Not used in 3GPP.

	

CC-Total-Octets
	-
	Not used in CCR.

	

CC-Input-Octets
	-
	Not used in CCR.

	

CC-Output-Octets
	-
	Not used in CCR.

	

CC-Service-Specific-Units
	-
	Not used in CCR.

	

 AVP
	-
	Not used in 3GPP.

	
Requested-Service-Unit
	OC
	This field contains the amount of requested service units for a particular category or an indication that units are needed for a particular category, as defined in DCCA [402].

	

CC-Time
	OC
	This field contains the amount of requested time.

	

CC-Money
	-
	Not used in 3GPP.

	


Unit-Value
	-
	Not used in 3GPP.

	



Value-Digits
	-
	Not used in 3GPP.

	



Exponent
	-
	Not used in 3GPP.

	


Currency-Code
	-
	Not used in 3GPP.

	

CC-Total-Octets
	OC
	This field contains the requested amount of octets to be sent and received.

	

CC-Input-Octets
	OC
	This field contains the requested amount of octets to be received.

	

CC-Output-Octets
	OC
	This field contains the requested amount of octets to be sent.

	

CC-Service-Specific-Units
	OC
	This field contains the requested amount of service specific units, e.g. number of events.

	

AVP
	-
	Not used in 3GPP.

	
Used-Service-Unit
	OC
	This field contains the amount of used non-monetary service units measured for a particular category to a particular quota type.

	

Reporting-Reason 
	OC
	Used as defined in clause 7.2.

	

Tariff-Change-Usage
	OC
	This field identifies the reporting period for the used service unit, i.e. before, after or during tariff change.

	

CC-Time
	OC
	This field contains the amount of used time.

	

CC-Money
	-
	Not used in 3GPP.

	


Unit-Value
	-
	Not used in 3GPP.

	



Value-Digits
	-
	Not used in 3GPP.

	



Exponent
	-
	Not used in 3GPP.

	


Currency-Code
	-
	Not used in 3GPP.

	

CC-Total-Octets
	OC
	This field contains the amount of sent and received octets.

	

CC-Input-Octets
	OC
	This field contains the amount of received octets.

	

CC-Output-Octets
	OC
	This field contains the amount of sent octets.

	

CC-Service-Specific-Units
	OC
	This field contains the amount of service specific units, e.g. number of events.

	

Event-Charging-TimeStamp
	Oc
	Used as defined in clause 7.2.

	

AVP
	-
	Not used in 3GPP.

	
Tariff-Change-Usage
	-
	Not used in 3GPP .

	
Service-Identifier
	OC
	This field contains identity of the used service. This ID with the Service-Context-ID together forms an unique identification of the service.

	
Rating-Group
	OC
	This field contains the identifier of a rating group.

	
G-S-U-Pool-Reference
	-
	Not used in CCR.

	

G-S-U-Pool-Identifier
	-
	Not used in CCR.

	

CC-Unit-Type
	-
	Not used in CCR.

	

Unit-Value
	-
	Not used in CCR.

	


Value-Digits
	-
	Not used in CCR.

	


Exponent
	-
	Not used in CCR.

	
Validity-Time
	-
	Not used in CCR.

	
Result-Code
	-
	Not used in CCR.

	
Final-Unit-Indication
	-
	Not used in CCR.

	

Final-Unit-Action
	-
	Not used in CCR.

	

Restriction-Filter-Rule
	-
	Not used in CCR.

	

Filter-Id
	-
	Not used in CCR.

	

Redirect-Server
	-
	Not used in CCR.

	


Redirect-Address-Type
	-
	Not used in CCR.

	


Redirect-Server-Address
	-
	Not used in CCR.

	
Time-Quota-Threshold
	-
	Not used in CCR.

	
Volume-Quota-Threshold
	-
	Not used in CCR.

	      Unit-Quota-Threshold
	-
	Not used in CCR.

	
Quota-Holding-Time
	-
	Not used in CCR.

	
Quota-Consumption-Time
	-
	Not used in CCR.

	
Reporting-Reason
	OC
	Used as defined in clause 7.2.

	
Trigger
	OC
	Used as defined in clause 7.2.

	

Trigger-Type
	OC
	Used as defined in clause 7.2.

	
PS-Furnish-Charging-Information
	-
	Not used in CCR.

	
Refund-Information
	OC
	Used as defined in clause 7.2.

	
AF-Correlation-Information
	OC
	Used as defined in clause 7.2.

	
Envelope
	OC
	Used as defined in clause 7.2.

	

Envelope-Start-Time
	M
	Used as defined in clause 7.2.

	

Envelope-End-Time
	OC
	Used as defined in clause 7.2.

	

CC-Total-Octets
	OC
	Used as defined in clause 7.2.

	

CC-Input-Octets
	OC
	Used as defined in clause 7.2.

	

CC-Output-Octets
	OC
	Used as defined in clause 7.2.

	

CC-Service-Specific-Units
	OC
	Used as defined in clause 7.2

	
	
	

	      Envelop-Reporting
	OC
	Used as defined in clause 7.2.

	
	
	

	      Time-Quota-Mechanism
	OC
	Used as defined in clause 7.2.

	
Service-Specific-Info
	OC
	Used as defined in clause 7.2.

	

Service-Specific-Type
	OC
	Used as defined in clause 7.2.

	

Service-Specific-Data
	OC
	Used as defined in clause 7.2.

	
QoS-Information
	OC
	This field contains authorized QoS applicable for service data flow, which initially triggers the activation of this MSCC instance. Included in first quota request to rating group if service data flow specific QoS control is in use, see TS 29.212 [215] for more information. For IP-CAN bearer specific Rating Group/Service Identifier this field is not included. 

For TDF, this field contains bandwidth limitation applicable for application traffic and only the Max-Requested-Bandwidth-UL and the Max-Requested-Bandwidth-DL are used.

	

QoS-Class-Identifier
	M
	See TS 29.212 [215] for more information.

	

Max-Requested-Bandwidth-UL
	OC
	See TS 29.212 [215] for more information.

	

Max-Requested-Bandwidth-DL
	OC
	See TS 29.212 [215] for more information.

	

Guaranteed-Bitrate-UL
	OC
	See TS 29.212 [215] for more information.

	

Guaranteed-Bitrate-DL
	OC
	See TS 29.212 [215] for more information.

	

Bearer-Identifier
	OC
	See TS 29.212 [215] for more information.

	

Allocation-Retention-Priority
	OC
	See TS 29.212 [215] for more information.

	


Priority-Level
	OC
	See TS 29.212 [215] for more information.

	


Pre-emption-Capability
	OC
	See TS 29.212 [215] for more information.

	


Pre-emption-Vulnerability
	OC
	See TS 29.212 [215] for more information.

	

APN-Aggregate-Max-Bitrate-UL
	OC
	See TS 29.212 [215] for more information.

	

APN-Aggregate-Max-Bitrate-DL
	OC
	See TS 29.212 [215] for more information.

	
AVP
	-
	Not used in CCR.

	Service-Parameter-Info
	-
	Not used in 3GPP.

	
Service-Parameter-Type
	-
	Not used in 3GPP.

	
Service-Parameter-Value
	-
	Not used in 3GPP.

	CC-Correlation-Id
	OC
	This field contains information to correlate CCRs generated for different components of the service, e.g., transport and service level. 

	User-Equipment-Info
	OC
	This field contains the identification of the identity and terminal capability the subscriber is using for the connection to mobile network if available.

	
User-Equipment-Info-Type
	M
	This field determines the type of the identifier. The used value is 0 for the international mobile equipment identifier and software version according to TS 23.003[224]. 

	
User-Equipment-Info-Value
	M
	This field contains the user IMEI.

	Proxy-Info
	OC
	This field contains information of the host.

	
Proxy-Host
	M
	This field contains the identity of the host that added the Proxy-Info field.

	
Proxy-State
	M
	This field contains state local information.

	Route-Record
	OC
	This field contains an identifier inserted by a relaying or proxying node to identify the node it received the message from.

	Service-Information
	OM
	This parameter holds the individual service specific parameters as defined in the corresponding 'middle tier' TS.

	AVP
	OC
	This field contains extended Information.


	Next change


6.4.3
Credit-Control-Answer message

The CCA messages, indicated by the Command-Code field set to 272 is sent by the OCF to the CTF in order to reply to the CCR. 

The CCA message format is defined according to RFC 4006 [402] as follows:

      <CCA> ::=  < Diameter Header: 272, PXY >

                 < Session-Id > 

                 { Result-Code } 

                 { Origin-Host } 

                 { Origin-Realm } 

                 { Auth-Application-Id } 

                 { CC-Request-Type } 

                 { CC-Request-Number } 

                 [ User-Name ] 

                 [ CC-Session-Failover ] 

                 [ CC-Sub-Session-Id ] 

                 [ Acct-Multi-Session-Id ] 

                 [ Origin-State-Id ] 

                 [ Event-Timestamp ] 

                 [ Granted-Service-Unit ] 

                *[ Multiple-Services-Credit-Control ]  

                 [ Cost-Information]  

                 [ Low-Balance-Indication ]  

                 [ Remaining-Balance ]  

                 [ Final-Unit-Indication ]  

                 [ Check-Balance-Result ]  

                 [ Credit-Control-Failure-Handling ] 

                 [ Direct-Debiting-Failure-Handling ] 

                 [ Validity-Time] 

                *[ Redirect-Host] 

                 [ Redirect-Host-Usage ] 

                 [ Redirect-Max-Cache-Time ] 

                *[ Proxy-Info ] 

                *[ Route-Record ] 

                *[ Failed-AVP ]

                 [ Service-Information ]

                *[ AVP ]

Table 6.4.3.1 illustrates the basic structure of a 3GPP Diameter CCA message as used for online charging. This message is always used by the OCF as specified below, independent of the receiving CTF and the CCR record type that is being replied to.

Table 6.4.3.1: 3GPP CCA message content

	AVP
	Category
	Description

	Session-Id
	M
	This field identifies the operation session.

	Result-Code
	M
	This field contains the result of the specific query. 

	Origin-Host
	M
	This field contains the identification of the source point of the operation and the realm of the operation originator.

	Origin-Realm
	M
	This field contains the realm of the operation originator.

	Auth-Application-Id
	M
	The field corresponds to the application ID of the Diameter Credit-Control Application and is defined with the value 4.

	CC-Request-Type
	M
	This field defines the transfer type: initial, update, terminate for session based charging and event for event based charging.

	CC-Request-Number
	M
	This field contains the sequence number of the transferred messages.

	User-Name
	-
	Not used in 3GPP.

	CC-Session Failover
	OC
	This field contains an indication to the CTF whether or not a failover handling is to be used when necessary.

	CC-Sub-session-Id
	-
	Not used in 3GPP.

	Acct-Multi-Session-Id
	-
	Not used in 3GPP.

	Origin-State-Id
	-
	Not used in 3GPP.

	Event-Timestamp
	-
	Not used in 3GPP.

	Granted-Service-Unit
	 -
	Not used in 3GPP, see Multiple-Services-Credit-Control.

	
Tariff-Time-Change
	 - 
	Not used in 3GPP.

	
CC-Time
	 -
	Not used in 3GPP.

	
CC-Money
	-
	Not used in 3GPP.

	

Unit-Value
	-
	Not used in 3GPP.

	


Value-Digits
	-
	Not used in 3GPP.

	


Exponent
	-
	Not used in 3GPP.

	

Currency-Code
	-
	Not used in 3GPP.

	
CC-Total-Octets
	 -
	Not used in 3GPP.

	
CC-Input-Octets
	 -
	Not used in 3GPP.

	
CC-Output-Octets
	- 
	Not used in 3GPP.

	
CC-Service-Specific-Units
	 -
	Not used in 3GPP.

	
AVP
	-
	Not used in 3GPP.

	Multiple-Services-Credit-Control
	OC
	This field contains all parameters for the CTF quota management and defines the quotas to allow traffic to flow.

	
Granted-Service-Unit
	OC
	This field contains the amount of granted service units for a particular category.

	

Tariff-Time-Change
	OC
	This field contains the switch time when the tariff will be changed.



	

CC-Time
	OC
	This field contains the amount of granted time.

	

CC-Money
	-
	Not used in 3GPP.

	


Unit-Value
	-
	Not used in 3GPP.

	



Value-Digits
	-
	Not used in 3GPP.

	



Exponent
	-
	Not used in 3GPP.

	


Currency-Code
	-
	Not used in 3GPP.

	

CC-Total-Octets
	OC
	This field contains the amount for sent and received octets.

	

CC-Input-Octets
	OC
	This field contains the amount for received octets.

	

CC-Output-Octets
	OC
	This field contains the amount for sent octets.

	

CC-Service-Specific-Units
	OC
	This field contains the amount for service specific units, e.g. number of events.

	

AVP
	-
	Not used in 3GPP.

	
Requested-Service-Unit
	-
	Not used in CCA.

	

CC-Time
	-
	Not used in CCA.

	

CC-Money
	-
	Not used in 3GPP.

	


Unit-Value
	-
	Not used in 3GPP.

	



Value-Digits
	-
	Not used in 3GPP.

	



Exponent
	-
	Not used in 3GPP.

	


Currency-Code
	-
	Not used in 3GPP.

	

CC-Total-Octets
	-
	Not used in CCA.

	

CC-Input-Octets
	-
	Not used in CCA.

	

CC-Output-Octets
	-
	Not used in CCA.

	

CC-Service-Specific-Units
	-
	Not used in CCA.

	

AVP
	-
	Not used in 3GPP.

	
Used-Service-Unit
	-
	Not used in CCA.

	

Reporting-Reason
	-
	Not used in CCA.

	
      Tariff-Change-Usage
	-
	Not used in CCA.

	

CC-Time
	-
	Not used in CCA.

	

CC-Money
	-
	Not used in 3GPP.

	


Unit-Value
	-
	Not used in 3GPP.

	



Value-Digits
	-
	Not used in 3GPP.

	



Exponent
	-
	Not used in 3GPP.

	


Currency-Code
	-
	Not used in 3GPP.

	

CC-Total-Octets
	-
	Not used in CCA.

	

CC-Input-Octets
	-
	Not used in CCA.

	

CC-Output-Octets
	-
	Not used in CCA.

	

CC-Service-Specific-Units
	-
	Not used in CCA.

	

Event-Charging-TimeStamp
	-
	Not used in CCA.

	

AVP
	-
	Not used in 3GPP.

	
Tariff-Change-Usage
	-
	Not used in 3GPP.

	
Service-Identifier
	OC
	 This field contains identity of the used service. This ID with the Service-Context-ID together forms an unique identification of the service.

	
Rating-Group
	OC
	This field contains the identifier of a rating group.

	
G-S-U-Pool-Reference
	OC
	 Only used in ECUR and SCUR.

	

G-S-U-Pool-Identifier
	M
	Used as defined in DCCA  [402].

	

CC-Unit-Type
	M
	Used as defined in DCCA  [402].

	

Unit-Value
	M
	Used as defined in DCCA  [402].

	


Value-Digits
	M
	Used as defined in DCCA  [402].

	


Exponent
	OC
	Used as defined in DCCA  [402].

	
Validity-Time
	OC
	This field defines the time in order to limit the validity of the granted quota for a given category instance.

	
Result-Code
	OC
	This field contains the result of the query.

	
Final-Unit-Indication
	OC
	This field indicates that the Granted-Service-Unit AVP containing the final units for the service.

	

Final-Unit-Action
	M
	Used as defined in DCCA  [402].

	

Restriction-Filter-Rule
	OC
	Used as defined in DCCA  [402].

	

Filter-Id
	OC
	Used as defined in DCCA  [402].

	

Redirect-Server
	OC
	Used as defined in DCCA  [402].

	


Redirect-Address-Type
	M
	Used as defined in DCCA  [402].

	


Redirect-Server-Address
	M
	Used as defined in DCCA  [402].

	
Time-Quota-Threshold
	OC
	Used as defined in clause 7.2.

	
Volume-Quota-Threshold
	OC
	Used as defined in clause 7.2.

	
Unit-Quota-Threshold
	OC
	Used as defined in clause 7.2.

	
Quota-Holding-Time
	OC
	Used as defined in clause 7.2.

	
Quota-Consumption-Time
	OC
	Used as defined in clause 7.2.

	
Reporting-Reason
	-
	Not used in CCA.

	
Trigger
	Oc
	Used as defined in clause 7.2.

	

Trigger-Type
	OC
	Used as defined in clause 7.2.

	
PS-Furnish-Charging-Information
	OC
	Used as defined in clause 7.2.

	
Refund-Information
	OC
	Used as defined in clause 7.2.

	
AF-Correlation-Information
	-
	Not used in CCA.

	
	
	

	
Envelope-Reporting
	OC
	Used as defined in clause 7.2.

	
Time-Quota-Mechanism
	OC
	Used as defined in clause 7.2.

	

Time-Quota-Type
	M
	Used as defined in clause 7.2.

	

Base-Time-Interval
	M
	Used as defined in clause 7.2.

	
	
	

	
Service-Specific-Info
	-
	Not used in CCA.

	
QoS-Information
	-
	Not used in CCA.

	
AVP
	-
	Not used in 3GPP.

	Cost-Information
	OC
	Used as defined in DCCA  [402].

	
Unit-Value
	M
	Used as defined in DCCA  [402].

	

Value-Digits
	M
	Used as defined in DCCA  [402].

	

Exponent
	OC
	Used as defined in DCCA  [402].

	
Currency-Code
	M
	Used as defined in DCCA  [402].

	
Cost-Unit
	OC
	Used as defined in DCCA  [402].

	Low-Balance-Indication
	Oc
	This field indicates whether the subscriber account balance went below a designated threshold set by his account.

	Remaining-Balance
	OC
	This field contains the remaining balance of the subscriber.

	
Unit-Value
	M
	Used as defined in DCCA  [402].

	

Value-Digits
	M
	Used as defined in DCCA  [402].

	

Exponent
	OC
	Used as defined in DCCA  [402].

	
Currency-Code
	M
	Used as defined in DCCA  [402].

	Final-Unit-Indication
	-
	Not used in 3GPP, see Multiple-Services-Credit-Control.

	
Final-Unit-Action
	-
	Not used in 3GPP.

	
Restriction-Filter-Rule
	-
	Not used in 3GPP.

	
Filter-Id
	-
	Not used in 3GPP.

	
Redirect-Server
	-
	Not used in 3GPP.

	

Redirect-Address-Type
	-
	Not used in 3GPP.

	

Redirect-Server-Address
	-
	Not used in 3GPP.

	Check-Balance-Result
	-
	Not used in 3GPP.

	Credit-Control-Failure-Handling
	OC
	Used as defined in DCCA [402].

	Direct-Debiting-Failure-Handling
	OC
	Used as defined in DCCA [402].

	Validity-Time
	-
	Not used in 3GPP.

	Redirect-Host
	OC
	Used by redirect agent function as specified in [401]. Contains the host the request should be forwarded to.

	Redirect-Host-Usage
	OC
	Used by redirect agent function as specified in [401]. Dictates how the routing entry resulting from the Redirect-Host is to be used.

	Redirect-Max-Cache-Time
	OC
	Used by redirect agent function as specified in [401]. Contains the maximum number of seconds the peer and route table entries, created as a result of the Redirect-Host, will be cached.

	Proxy-Info
	OC
	This field contains information of the host.

	
Proxy-Host
	M
	This field contains the identity of the host that added the Proxy-Info field.

	
Proxy-State
	M
	This field contains state local information.

	Route-Record
	OC
	This field contains an identifier inserted by a relaying or proxying node to identify the node it received the message from.  

	Failed-AVP
	OC
	This field contains the AVP that could not be processed sucessfully.

	Service-Information
	OC
	This parameter holds the individual service specific parameters as defined in the corresponding 'middle tier' TS.

	AVP
	OC
	This field contains extended Information.


	Next change


6.4.4
Re-Auth-Request message

The DCCA RAR message format is defined according to the Diameter Base Protocol in RFC 3588 [401] and DCCA specification in RFC 4006 [402]: 

<RAR> ::= < Diameter Header: 258, REQ, PXY >

< Session-Id >

{ Origin-Host }

{ Origin-Realm }

{ Destination-Realm }

{ Destination-Host }

{ Auth-Application-Id }

{ Re-Auth-Request-Type }

[ User-Name ]

[ Origin-State-Id ]

  *[ Proxy-Info ]

  *[ Route-Record ]

[ CC-Sub-Session-Id ]

[ G-S-U-Pool-Identifier ]

[ Service-Identifier ]
[ Rating-Group ]
  *[ AVP ]
Table 6.4.4.1 illustrates the basic structure of a Diameter Credit-Control Re-Auth-Request message as used for online charging.

Table 6.4.4.1: RAR message contents for online charging

	AVP
	Category
	Description

	Session-Id
	M
	This field identifies the operation session.

	Origin-Host
	M
	This field contains the identification of the source point of the operation and the realm of the operation originator.

	Origin-Realm
	M
	This field contains the realm of the operation originator.

	Destination-Realm
	M
	This field contains the realm of the operator domain. The realm will be addressed with the domain address of the corresponding public URI.

	Destination-Host
	M
	This field contains the destination peer address of the OCS identity.

	Auth-Application-Id
	M
	The field corresponds to the application ID of the Diameter Credit-Control Application and is defined with the value 4.

	Re-Auth-Request-Type
	M
	This field is used to inform the CTF of the action expected upon expiration of the Authorization-Lifetime

	User-Name
	OC
	This field contains the username.

	Origin-State-Id
	OC
	This field contains the state associated to the CTF.

	Proxy-Info
	OC
	This field contains information of the host.

	
Proxy-Host
	M
	This field contains the identity of the host that added the Proxy-Info field.

	
Proxy-State
	M
	This field contains state local information.

	Route-Record
	OC
	This field contains an identifier inserted by a relaying or proxying node to identify the node it received the message from.

	CC-Sub-Session-Id
	-
	Not used in 3GPP.

	G-S-U-Pool-Identifier
	OC
	This field contains an identifier to indicate the credit pool.

	Service-Identifier
	OC
	This field contains identity of the used service. This ID with the Service-Context-ID together forms an unique identification of the service.

	Rating-Group
	OC
	This field contains the identifier of a rating group.

	AVP
	OC
	This field contains extended Information.


	Next change


6.4.5
Re-Auth-Answer message

The DCCA RAA message format is defined according to the Diameter Base Protocol in RFC 3588 [401] and DCCA specification in RFC 4006 [402]: 
<RAA> ::= < Diameter Header: 258, PXY >

< Session-Id >

{ Result-Code }

{ Origin-Host }

{ Origin-Realm }

[ User-Name ]

[ Origin-State-Id ]

[ Error-Message ]

[ Error-Reporting-Host ]

  *[ Failed-AVP ]

  *[ Redirect-Host ]

[ Redirect-Host-Usage ]

[ Redirect-Host-Cache-Time ]

  *[ Proxy-Info ]

[ CC-Sub-Session-Id ]

[ G-S-U-Pool-Identifier ]

[ Service-Identifier ]

[ Rating-Group ]

  *[ AVP ]

Table 6.4.5.1 illustrates the basic structure of a Diameter Credit-Control Re-Auth-Answer message as used for online charging.

Table 6.4.5.1: RAA message contents for online charging

	AVP
	Category
	Description

	Session-Id
	M
	This field identifies the operation session.

	Result-Code
	M
	This field contains the result of the specific query.

	Origin-Host
	M
	This field contains the identification of the source point of the operation and the realm of the operation originator.

	Origin-Realm
	M
	This field contains the realm of the operation originator.

	User-Name
	OC
	This field contains the username.

	Origin-State-Id
	OC
	This field contains the state associated to the source point of the operation.

	Error-Message
	OC
	This field contains a human readable error message.

	Error-Reporting-Host
	OC
	This field contains the identity of the Diameter host that sent the Result-Code AVP to a value other than 2001 (Success) if the host setting the Result-Code is different from the one encoded in the Origin-Host AVP.

	Failed-AVP
	OC
	This field contains the AVP that could not be processed sucessfully.

	Redirect-Host
	OC
	Used by redirect agent function as specified in [401]. Contains the host the request should be forwarded to.

	Redirect-Host-Usage
	OC
	Used by redirect agent function as specified in [401]. Dictates how the routing entry resulting from the Redirect-Host is to be used.

	Redirect-Max-Cache-Time
	OC
	Used by redirect agent function as specified in [401]. Contains the maximum number of seconds the peer and route table entries, created as a result of the Redirect-Host, will be cached.

	Proxy-Info
	OC
	This field contains information of the host.

	
Proxy-Host
	M
	This field contains the identity of the host that added the Proxy-Info field.

	
Proxy-State
	M
	This field contains state local information.

	CC-Sub-Session-Id
	-
	Not used in 3GPP.

	G-S-U-Pool-Identifier
	-
	Not used in 3GPP.

	Service-Identifier
	-
	Not used in 3GPP.

	Rating-Group
	-
	Not used in 3GPP.

	AVP
	OC
	This field contains extended Information.


	Next change


6.6.1
Bindings of Charging Data Transfer to Accounting

Table 6.6.1.1 describes the bindings of the Charging Data Transfer operation parameter to the DBPA AVP for 3GPP offline charging. 

Table 6.6.1.1: Bindings to Accounting

	Charging Data Transfer element
	Diameter Accounting AVP

	Operation Number
	Accounting-Record-Number

	Operation Type
	Accounting-Record-Type

	Operation Identifier
	Acct-Application-Id

	Operation Interval
	Acct-Interim-Interval

	Destination Domain
	Destination-Realm

	Error Reporting Host 
	Error-Reporting-Host

	Origination Timestamp
	Event-Timestamp

	Originator Host
	Origin-Host

	Originator Domain
	Origin-Realm

	Origination State
	Origin-State-Id

	Proxy Information
	Proxy-Info

	Operation Result
	Result-Code

	Route Information
	Route-Record

	Service Information
	Service-Information

	Session Identifier
	Session-Id

	Operation Token
	Service-Context-Id

	User Name
	User-Name


	Next change


6.6.2
Bindings of Debit / Reserve Units to Credit-Control
Table 6.6.2.1 describes the bindings of the Debit / Reserve Units operation parameter to the DCCA AVP for 3GPP 0nline charging.

Table 6.6.2.1: Bindings to Credit-Control
	Debit / Reserve Units element
	DCCA AVP

	AoC Type
	AoC-Request-Type

	Cost Information
	Cost-Information

	Destination Domain
	Destination-Realm

	Destination Host
	Destination-Host

	Failed parameter
	Failed-AVP

	Low Balance Indication
	Low-Balance-Indication

	Multiple Operation
	Multiple-Services-Indicator

	Multiple Unit Operation
	Multiple-Services-Credit-Control

	Operation Correlation 
	CC-Correlation-Id

	Operation Failover
	CC-Session-Failover

	Operation Failure Action
	Credit-Control-Failure-Handling

	Operation Identifier
	Auth-Application-Id

	Operation Number
	CC-Request-Number

	Operation Result
	Result-Code

	Operation Token
	Service-Context-Id

	Operation Type
	CC-Request-Type

	Origination State
	Origin-State-Id

	Origination Timestamp
	Event-Timestamp

	Originator Domain
	Origin-Realm

	Originator Host
	Origin-Host

	Proxy Information
	Proxy-Info

	Redirection Cache Time
	Redirect-Max-Cache-Time

	Redirection Host
	Redirect-Host

	Redirection Host Usage
	Redirect-Host-Usage

	Remaining Balance
	Remaining-Balance

	Requested Action
	Requested-Action

	Route Information
	Route-Record

	Service Information
	Service-Information

	Session Identifier
	Session-Id

	Subscriber Equipment Number
	User-Equipment-Info

	Subscriber Identifier
	Subscription-Id

	Termination Cause
	Termination-Cause

	User Name
	User-Name


	Next change


7.2.59
Envelope AVP

The Envelope AVP (AVP code 1266) is a grouped AVP which reports the start and end time of one time envelope using the Envelope-Start-Time and Envelope-End-Time AVPs. Further details of its usage are described in clause 6.5.6 and clause 6.5.7.

Envelope :: = < AVP Header: 1266> 

{ Envelope-Start-Time }

[ Envelope-End-Time ]

[ CC-Total-Octets ]

[ CC-Input-Octets ]

[ CC-Output-Octets ]

[ CC-Service-Specific-Units ]


If an envelope has not been closed at the time of the usage report, then the Envelope-End-Time AVP shall be absent. If an envelope was started before the reporting interval then the Envelope-Start-Time is nevertheless present and contains the same time as previously reported, i.e. the actual time of the start of the envelope. The client shall include the volume reports (the CC-xxxxx-Octets AVPs) or events (CC-Service-Specific-Units AVP) if these were requested in the corresponding Envelope-Reporting AVP. The reported volume is always the volume from the beginning of the time envelope.

In circumstances, in which an envelope is retrospectively deemed to have been closed, e.g. with Quota-Consumption-Time changes in a CCA, then the client shall include the Envelope AVP for the envelope in the next usage report.

Multiple occurrences of this AVP shall be in chronological order, i.e. the first envelope is listed first in CCR.

	End of changes


