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1
Decision/action requested

Agreement of changes in Section 5.12
Invocation and configuration of services during roaming in a visited network


2
References

 [1]
3GPP TR 32.849 Study on Charging aspects on Roaming End-to-end scenarios with VoLTE IMS and interconnecting networks 
[2]
3GPP TR 29.949 Study on Technical aspects on Roaming End-to-end scenarios with VoLTE IMS and other networks
3
Rationale

Proposal of an update this section.
4
Detailed proposal

It is proposed that TR 32.849 be updated with the following changes.
First change
5.12
Invocation and configuration of services during roaming in a visited network

This case describes how the user within a visited network invokes services via the Ut interface.
GSMA IR.88 [603] describes that the home operator must provide an APN to be used by the UE for XCAP/Ut. For the UE details see GSMA IR.92 [604].

The "well-known" IMS APN must not be used as APN for XCAP/Ut as defined in of IR.88 [603] clause 6.3.2. 

In addition GSMA IR.92 [604] describes that for XCAP requests, the UE must be preconfigured or provisioned by the home operator with the APN to be used for XCAP requests.
Since this connection is a direct connection between the UE and the related AS to configure services by the user it is not seen any interactivity for charging relevant issues as described within the VoLTE Charging framework. (i.e. TS 32.260 [20]).

The connection is done via http and is only relevant for data volume used for IP connectivity.
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Figure 5.12.1: Service configuration example
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