3GPP TSG SA WG5 (Telecom Management) Meeting #100
S5-152071
13-17 April 2015, Dubrovnik (Croatia)
revision of S5-152abc
Source:
DeutscheTelekom

Title:
Change Section 4.3 Inter Operator Identifier
Agenda Item:
8.5.1 - Study on Charging aspects on Roaming End-to-end scenarios with VoLTE IMS and interconnecting networks
1
Decision/action requested

Agreement of changes in Section 4.3 “Inter Operator Identifier”
2
References

[1]
3GPP TR 32.849 Study on Charging aspects on Roaming End-to-end scenarios with VoLTE IMS and interconnecting networks 
[2]
3GPP TR 29.949 Study on Technical aspects on Roaming End-to-end scenarios with VoLTE IMS and other networks
3
Rationale

Proposal of an update for the call flow section. The main question is how to proceed with this sections.
4
Detailed proposal

It is proposed that TR 32.849 be updated with the following changes.
First change
4.3
Inter Operator Identifier

4.3.1
Type of IOI's

TS 32.240 [1] subclause 5.3.4.3 describes the "Inter-network correlation". It introduces the Inter Operator Identification concept (IOI) to enable the different operators involved in IMS sessions to identify each other.

The IOI concept in TS 32.240 [1] defines the requirement for the handling of IOI's for charging purposes. For this study the following requirements are important:

-
The IOI concept shall allow operators to uniquely identify each other for the SIP based requests.

-
It shall be possible to apply the IOI concept on a peer to peer basis between operators.

-
IOI identities shall be included within SIP signalling where TS 24.229 [106] is describing the signalling procedures for the inclusion of the IOI's:

-
When a SIP request is sent out of an IMS network the originating ioi is included.

-
When a SIP response is returned from an IMS network the terminating ioi is included. 

-
In transit cases transit ioi's may be included per transit network. It should be noted that transit operators can be selected independently for each SIP method and direction of request.

TS 32.240 [1] defines three types of IOI's:

1)
Type 1 IOI: between the Home PLMN and a Visited PLMN for an end user in roaming situation (case when the P-CSCF is located in a visited network). The network element providing the originating or the terminating Type 1 IOI, change according to the type of end user and the signalling leg to be considered.

-
When considering the originating end user, and the signalling leg between its VPLMN and its HPLMN:

-
P-CSCF is generating the originating IOI;

-
S-CSCF is generating the terminating IOI;

-
enhanced MSC for ISC is generating the originating IOI;

-
When considering the originating end user, and the signalling loopback leg between its HPLMN and its VPLMN

-
S-CSCF (or BGCF) is generating the originating IOI; and

NOTE 1:
TS 24.229 [106] is defining the BGCF case while TS 32.240 [1] not. 

-
TRF is generating the terminating IOI.

-
When considering the terminating end user, and the signalling leg between its VPLMN and its HPLMN:

-
S-CSCF is generating the originating IOI;

-
P-CSCF is generating the terminating IOI;

-
enhanced MSC for ISC is generating the terminating IOI.

2)
Type 2 IOI: between the IMS network operator which holds the subscription of the originating end user and the IMS network operator which holds the subscription of the terminating end user. For the roaming case with local breakout Type 2 IOI are used between A's Visited PLMN and B's Home PLMN:
-
S-CSCF is generating the originating IOI between the originating home S-CSCF and the terminating home S-CSCF; 

-
between the S-CSCF s generating the terminating IOI and the MGCF when a call/session is terminated at the PSTN/PLMN;

-
between the E-CSCF and the S-CSCF or the IBCF when receiving an emergency request;

-
MGCF and the S-CSCF is generating the terminating IOI of the home terminating network when a call/session is originated from the PSTN/PLMN; 

NOTE 2:
This includes all scenarios with a PSI AS when accessed across I-CSCF;

-
the TRF is generating the originating IOI towards the S-CSCF;

-
the S-CSCF is generating the terminating IOI towards the TRF;

-
MGCF is generating the originating; 

-
E-CSCF is generating the originating IOI towards the MGCF or the IBCF where the request is routed to a PSAP; and

3)
Type 3 IOI: between the home IMS network operator and a service provider:
-
The S-CSCF or the I-CSCF is generating the originating IOI of the home operator network towards any AS; and

-
the AS is generating the terminating IOI towards the S-CSCF and I-CSCF;
-
the AS is generating a originating IOI when initiating a request, and the S-CSCF and I-CSCF generating the terminating IOI towards the AS;
-
LRF initiates a request to the E-CSCF, the LRF is responsible for generating the originating IOI; and

-
E-CSCF to the LRF, the E-CSCF is responsible for generating the terminating IOI;
-
E-CSCF forwards a request to the EATF or to the LRF, the E-CSCF is responsible for generating the originating IOI; 

-
EATF and LRF are responsible for generating the terminating IOI.


4.3.2
Format of IOI's

According to TS 32.240 [1] subclause 5.3.4.3 defines the requirements for IOI's. The SIP entity generating type 1 and type 3 IOI values express the "orig-ioi" and "term-ioi" header field parameters in the format of a quoted string as specified in IETF draft-drage-sipping-rfc3455bis-13 [403] with a specific string prefix being "Type 1" and "Type 3" respectively to indicate the type of IOI. For the type 2 IOI, no string prefix is used. The receiving SIP entity does not perform syntactic checking of the contents of the IOI parameter (the IOI parameter is passed unmodified to charging entities).

TS 32.240 [1]does not mandate the Type 1 and Type 2 prefixes to "orig-ioi" and "term-ioi" header field parameters. The assumption is that also transit-ioi will apply to these Types. A specific ruling is currently not defined. 

Editor's note: The use of Type 1 and Type 2 for "transit-ioi" has to be verified or corrected within TS 32.240 [1]. The above described procedure is not really clear. The type definitions are only referring to originating and terminating ioi.


The following table shows some examples how to format IOI's.

Table 4.3.2.1. Examples for the format of IOI's

	Type of IOI
	Example

	Type 1
	Type 1visited_A.net"

	Type 2
	"home_A.net"

	Type 3
	"Type 3home_A.net"


4.3.3
Basic IMS roaming scenario without loopback

Within this basic approach 3 traversal scenarios exist which are shown in table 4.3.3.1.

Table 4.3.3.1: Traversal scenarios for "Basic IMS roaming scenario without loopback"

	Traversal scenario
	Type of IOI

	Originating visited network – Originating home network
	Type 1

	Originating home network – Terminating home network
	Type 2

	Terminating home network – Terminating visited network
	Type 1
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Figure 4.3.3.1: IOI information exchange for the "Basic IMS" roaming case with home routing of media

In order to meet the requirements of TS 32.240 [1] there needs to be an IOI exchange including originating IOI, transit IOIs, and terminating IOI for each of the three signalling paths crossing network boundaries.

Table 4.3.3.2: Setting of Orig-IOI in a SIP request for basic IMS Roaming case

	Sending Entity
	Type of IOI
	Request

receiving
	Type of IOI
	Request

sending

	P-CSCF Visited A
	
	not received from UE
	Type 1
	Type 1visited-a

	IPX Proxy (VA-HA)
	Type 1
	Type 1visited-a
	Type 1
	Type 1visited-a

	S-CSCF Home A
	Type 1
	Type 1visited-a
	Type 2
	home-a

	IPX Proxy (HA-HB)
	Type 2
	home-a
	Type 2
	home-a

	S-CSCF Home B
	Type 2
	home-a
	Type 1
	Type 1home-b

	IPX Proxy (HB-VB)
	Type 1
	Type 1home-b
	Type 1
	Type 1home-b

	P-CSCF Visited B
	Type 1
	Type 1home-b
	
	not sent to UE


Table 4.3.3.3: Setting of Orig-IOI in a SIP response for basic IMS Roaming case

	Sending Entity
	Type of IOI
	Response receiving
	Type of IOI
	Response 

sending

	P-CSCF Visited B
	
	not received from UE
	Type 1
	Type 1home-b 

(received orig-ioi)

	IPX Proxy (VB-HB)
	Type 1
	Type 1home-b
	Type 1
	Type 1home-b

	S-CSCF Home B
	Type 1
	Type 1home-b
	Type 2
	home-a 

(stored and in INVITE received orig-ioi)

	IPX Proxy (HB-HA)
	Type 2
	home-a
	Type 2
	home-a

	S-CSCF Home A
	Type 2
	home-a
	Type 1
	Type 1visited-a 

(stored and in INVITE received orig-ioi)

	IPX Proxy (HA-VA)
	Type 1
	Type 1visited-a
	Type 1
	Type 1visited-a

	P-CSCF Visited A
	Type 1
	Type 1visited-a
	
	not sent to UE


Table 4.3.3.4: Setting of Term-ioi in a SIP response for basic IMS Roaming case

	Sending Entity
	Type of IOI
	Response receiving
	Type of IOI
	Response sending

	P-CSCF Visited B
	
	not received from UE
	Type 1
	Type 1visited-b

	IPX Proxy (VB-HB)
	Type 1
	Type 1visited-b
	Type 1
	Type 1visited-b

	S-CSCF Home B
	Type 1
	Type 1visited-b
	Type 2
	home-b

	IPX Proxy (HB-HA)
	Type 2
	home-b
	Type 2
	home-b

	S-CSCF Home A
	Type 2
	home-b
	Type 1
	Type 1home-a

	IPX Proxy (HA-VA)
	Type 1
	Type 1home-a
	Type 1
	Type 1home-a

	P-CSCF Visited A
	Type 1
	Type 1home-a
	
	not sent to UE


Table 4.3.3.5: Setting of Transit-ioi in a SIP 
request for basic IMS Roaming case

	Sending Entity
	Request

receiving
	Request

sending

	P-CSCF Visited A
	N/A
	N/A

	IPX Proxy (VA-HB)
	N/A
	IPXA

	S-CSCF Home A
	IPXA
	N/A

	IPX Proxy (HA-HB)
	N/A
	IPXAB

	S-CSCF Home B
	IPXAB
	N/A

	IPX Proxy (HB-VB)
	N/A
	IPXB

	P-CSCF Visited B
	IPXB
	N/A


Table 4.3.3.6: Setting of Transit-ioi in a SIP 
response for basic IMS Roaming case

	Sending Entity
	Request

receiving
	Request

sending

	P-CSCF Visited B
	N/A
	N/A

	IPX Proxy (VB-HB)
	N/A
	IPXB

	S-CSCF Home B
	IPXB
	N/A

	IPX Proxy (HB-HA)
	N/A
	IPXAB

	S-CSCF Home A
	IPXAB
	N/A

	IPX Proxy (HA-VA)
	N/A
	IPXA

	P-CSCF Visited A
	IPXA
	N/A


4.3.4
VPLMN routing IMS roaming scenario with loopback

Within the loopback approach 4 traversal scenarios exist which are shown in table 4.3.4.1.

Table 4.3.4.1: Traversal scenarios for "VPLMN routing
 IMS roaming scenario with loopback"

	Traversal scenario
	Type of IOI

	Originating visited network – Originating home network
	Type 1

	Originating home network – Originating visited network
	Type 1

	Originating visited network – Terminating home network
	Type 2

	Terminating home network – Terminating visited network
	Type 1


For roaming with loopback the "VPLMN routing" introduces the case where the SIP signalling and media is routed from the VPLMN to the destination and where the SIP signalling is first routed to the HPLMN for service execution and then back to the VPLM to allow the VPLMN to route both sip signalling and media to the destination.

The complete sequence of IOI exchanges for the IMS roaming scenario with VPLMN routing option is depicted in Figure 4.3.4.1.
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Figure 4.3.4.1: IOI exchange for IMS roaming with VPLMN routing

In order to meet the requirements of TS 32.240 [1] there needs to be an IOI exchange including originating IOI, transit IOIs, and terminating IOI there are four signalling paths crossing network boundaries. 

Table 4.3.4.2: Setting of Orig-IOI in a SIP request for VPLMN loopback

	Sending Entity
	Type of IOI
	Request

receiving
	Type of IOI
	Request

sending

	P-CSCF Visited A
	
	not received from UE
	Type 1
	Type 1visited-a

	IPX Proxy (VA-HA)
	Type 1
	Type 1visited-a
	Type 1
	Type 1visited-a

	S-CSCF Home A
	Type 1
	Type 1visited-a
	Type 1
	Type 1home-a

	IPX Proxy (HA-VA)
	Type 1
	Type 1home-a
	Type 1
	Type 1home-a

	TRF Visited A
	Type 1
	Type 1home-a
	Type 2
	visited-a

	IPX Proxy (VA-HB)
	Type 2
	visited-a
	Type 2
	visited-a

	S-CSCF Home B
	Type 2
	visited-a
	Type 1
	Type 1home-b

	IPX Proxy (HB-VB)
	Type 1
	Type 1home-b
	Type 1
	Type 1home-b

	P-CSCF Visited B
	Type 1
	Type 1home-b
	
	not sent to UE


Table 4.3.4.3: Setting of Orig-IOI in SIP response for VPLMN loopback

	Sending Entity
	Type of IOI
	Response receiving
	Type of IOI
	Response

 sending

	P-CSCF Visited B
	
	not received from UE
	Type 1
	Type 1home-b (received orig-ioi)

	IPX Proxy (VB-HB)
	Type 1
	Type 1home-b
	Type 1
	Type 1home-b

	S-CSCF Home B
	Type 1
	Type 1home-b
	Type 2
	visited-a (stored and in INVITE received orig-ioi)

	IPX Proxy (HB-VA)
	Type 2
	visited-a
	Type 2
	visited-a

	TRF Visited A
	Type 2
	visited-a
	Type 1
	Type 1home-a (stored and in INVITE received orig-ioi)

	IPX Proxy (VA-HA)
	Type 1
	Type 1home-a
	Type 1
	Type 1home-a

	S-CSCF Home A
	Type 1
	Type 1home-a
	Type 1
	Type 1visited-a (stored and in INVITE received orig-ioi)

	IPX Proxy (HA-VA)
	Type 1
	Type 1visited-a
	Type 1
	Type 1visited-a

	P-CSCF Visited A
	Type 1
	Type 1visited-a
	
	not sent to UE


Table 4.3.4.4: Setting of Term-IOI in a SIP response from for VPLMN loopback

	Sending Entity
	Type of IOI
	Response receiving
	Type of IOI
	Response sending

	P-CSCF Visited B
	
	not received from UE
	Type 1
	Type 1visited-b

	IPX Proxy (VB-HB)
	Type 1
	Type 1visited-b
	Type 1
	Type 1visited-b

	S-CSCF Home B
	Type 1
	Type 1visited-b
	Type 2
	home-b

	IPX Proxy (HB-VA)
	Type 2
	home-b
	Type 2
	home-b

	TRF Visited A
	Type 2
	home-b
	Type 1
	Type 1visited-a

	IPX Proxy (VA-HA)
	Type 1
	Type 1visited-a
	Type 1
	Type 1visited-a

	S-CSCF Home A
	Type 1
	Type 1visited-a
	Type 1
	Type 1home-a

	IPX Proxy (HA-VA)
	Type 1
	Type 1home-a
	Type 1
	Type 1home-a

	P-CSCF Visited A
	Type 1
	Type 1home-a
	N/A
	not sent to UE


Table 4.3.4.5: Setting of Transit-IOI in a SIP request for VPLMN loopback

	Sending Entity
	Request 

receiving
	Request

 sending

	P-CSCF Visited A
	N/A
	N/A

	IPX Proxy (VA-HA)
	N/A
	IPXA

	S-CSCF Home A
	IPXA
	N/A

	IPX Proxy (HA-VA)
	N/A
	IPXAB

	TRF Visited A
	N/A
	IPXAB

	IPX Proxy (VA-HB)
	N/A
	IPXAB

	S-CSCF Home B
	IPXAB
	N/A

	IPX Proxy (HB-VB)
	N/A
	IPXB


Table 4.3.4.6: Setting of Transit-ioi in a SIP response for VPLMN loopback

	Sending Entity
	Request

receiving
	Request

sending

	P-CSCF Visited B
	N/A
	N/A

	IPX Proxy (VB-HB)
	N/A
	IPXB

	S-CSCF Home B
	IPXB
	N/A

	IPX Proxy (HB-VA)
	N/A
	IPXBA

	TRF Visited A
	IPXBA
	N/A

	IPX Proxy (VA-HB)
	N/A
	IPXAB

	S-CSCF Home A
	IPXAB
	N/A

	IPX Proxy (HA-VA)
	N/A
	IPXA

	P-CSCF Visited A
	IPXA
	N/A


4.3.5
Rules for Transit-IOI

TS 24.229 [106] describes that for transit networks based on local policy the additional routeing function in the transit network adds in requests and in responses the P-Charging-Vector header field a "transit-ioi" header field parameter with an entry which identifies the operator network which the request or response is transiting or with a void entry.

TS 32.260 [20] defines the Transit-IOI List which cold appear one or more times within a CDR depending on the amount of transit networks passed.

When the index is calculated then "void" entries are taken into account.

Based on local policy the additional routeing function deletes or void in requests and in responses in the P-Charging-Vector header field any received "transit-ioi" header field parameter value.

Specific ruling may also apply to IBCF:

1. 
IBCF acting as entry point:

-
Based on local policy, the IBCF acting as an entry point adds in requests in the P-Charging-Vector header field a "transit-ioi" header field parameter with an entry which identifies the operator network which the request is transiting or with a void entry.

-
Based on local policy the IBCF deletes or void in requests in the P-Charging-Vector header field any received "transit-ioi" header field parameter value.

-
Only one "transit-ioi" header field parameter entry is added per transit network.

2. 
IBCF acting as exit point:

-
Based on local policy, the IBCF acting as an exit point adds in responses in the P-Charging-Vector header field a "transit-ioi" header field parameter with an entry which identifies the operator network which the response is transiting or with a void entry.

-
Based on local policy the IBCF deletes or void in responses in the P-Charging-Vector header field any received "transit-ioi" header field parameter value.

The Transit-IOI will included in the Transit-IOI List as defined in TS 32.260 [20].

Considering figure 4.3.5.1 either the IBCF-entryA1 in combination with the IBCF-exitA1 or the transit function (i.e. additional routing function as defined within TS 24.229 [106]) can do the setting of the Transit-IOI. But also due to TS 24.229 [106], subclause 4.5.4A, the transit function can control if a transit-ioi will be deleted or voided.
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Figure 4.3.5.1: IOI exchange for IMS roaming transit

1-2.
The IBCF-entryA1 receives an SIP INVITE request containing the "transit-ioi" header field parameter in the P-Charging-Vector header field and sends the SIP INVITE request towards the transit function.

NOTE 1:
If no "transit-ioi" header field parameter is included or if the included "transit-ioi" header field parameter is missing a preceding interconnection network and the preceding network is an interconnection network, the IBCF-entryA1 can based on local policy, add the transit-ioi" header field parameter with an entry identifying the preceding interconnection network.

3.
The transit function stores and removes the "transit-ioi" header field parameter from the P-Charging-Vector header field, adds the Relayed-Charge header field with the content received in the "transit-ioi" and forwards the SIP INVITE request to the AS.

4.
The AS stores the content of the Relayed-Charge header field and sends the SIP INVITE request to the transit function.

5.
The transit function removes the Relayed-Charge header field and includes the stored "transit-ioi" header field parameter in the P-Charging-Vector header field. The transit function also appends an entry in the "transit-ioi". Based on local policy, the appended entry can identify the interconnection network or be set to void. The SIP INVITE request is sent to the IBCF-exitT.

NOTE 2:
Based on local policy, the transit function can also void entries in the received "transit-ioi" header field parameter.
6.
The IBCF-exitA1forwards the INVITE to IBCF-entry B
7-8..
The final SIP Response 200 (OK) received from the IBCF-entry B with the P-Charging-Vector header field is forwarded by the  IBCF-exitTto the transit function.

NOTE 3:
If no "transit-ioi" header field parameter is included or if the included "transit-ioi" header field parameter is missing a preceding interconnection network and the preceding network is an interconnection network, the IBCF-exitT can based on local policy, add the transit-ioi" header field parameter with an entry identifying the preceding interconnection network.

9.
The transit function stores and removes the "transit-ioi" header field parameter from the P-Charging-Vector header field, adds the Relayed-Charge header field with the content received in the "transit-ioi" and forwards the SIP 200 (OK) response to the AS.

10.
The AS stores the content of the Relayed-Charge header field and sends the SIP 200 (OK) response to the transit function.

11..The transit function removes the Relayed-Charge header field and includes the stored "transit-ioi" header field parameter in the P-Charging-Vector header field. The transit function also appends an entry in the "transit-ioi". Based on local policy, the appended entry can identify the interconnection network or be set to void. The SIP 200 (OK) response is sent to the IBCF-entryT.

NOTE 4:
Based on local policy, the transit function can also void entries in the received "transit-ioi" header field parameter.

All elements may write CDR's as described within TS 32.260 [20]. The "Transit-IOI List" will contain the values as described above. It the transit network is the second in row. The transit-ioi will contain more than one entry which is then reflected in the "Transit-IOI List".

End of changes
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