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Document Summary:
This contribution proposes a new description of the “event logging” which is strongly based on the ITU-T X.735.

It is very important to realise that the ITU-T logging capability is provided by most of the commercial TMN platforms, therefore it is not acceptable to define new requirements that are different of (and in this case poorer than) the existing ones.

In the new description there is also a more clear distinction between the historical information (stored in the Logs) and other information stored in the MIB or in internal database. 





Specification(s) involved:
TS 32.111 3G Fault Management  







4.1.8
Logging and transfer of alarms and state information 

**LT** Most changes proposed here are acceptable, there are some questions below.

For fault management purposes, each NE/OS will have to store and retain the following information related to the alarms and state change notifications that they produce:
· Alarm history information: i.e. alarm and clear alarm  records, alarm acknowledgement records 
· State history information: i.e. state change notification records.

The management of these information shall be performed by means of dedicated supporting managed objects, based on the recommendation ITU-T  X.735 [15]. The logging management should include the following capabilities:

-
Retrieval of alarm records from the Log;

-
Deletion of alarm records in the Log;

-
Initiation of event report logging;

-
Termination of event report logging;

-
Suspension of event report logging;

-
Resumption of event report logging;

-
Scheduling of event report logging;

-
Modification of logging conditions;

-
Retrieval of logging conditions.

The storage memory dedicated to the logging within each NE/OS should be sufficient to store at least three days worth of alarm and state change history.
**LT** I do not see how it is possible to guarantee three days worth of storage, in case of adverse conditions (flooding), the allocated space may be taken up in hours.  May be would be better to state the requirements in terms of number of alarms or storage space etc.
In addition to the record retrieval mechanism provided by the logging function, each NE/OS shall provide an efficient mechanism to transfer all or a subset of selected log records from a log instance to the OS, as a file. 
**LT** To allow "bulk transfer", will require creation of files, this has to be specified.

This “bulk transfer” mechanism shall be used not only for historical information stored in the logs, but also to transfer some fault and state related information stored within the MIB as attributes, or within internal, not manageable database. Such information are: 
· The list of the alarms not yet cleared (active alarms)
· The list of alarms not yet acknowledged

· The list of all the objects whose operational state is equal or different from a specified value. 




**LT** It is a fact of life that the storage space is limited.  That fact being accepted it is clear that a mechanism needs to be employed to deal with that problem.  One such mechanism is explained below.  If that solution is not acceptable then propose an alternative, otherwise retain the original.
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I propose to reword this clause mainly to distinguish between the alarm and state history (managed by means of logs), and dynamic, fault related information (managed by means of attributes of the MIB).


The file transfer capability is also introduced. 
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The X.735 includes both the “wrap” and “halt” modes under the control of the operator. Since in some situations each one of the two modes can be helpful, and since this X.735 logging function is included in most of the commercial platforms (surely for CMIP interfaces), I propose to do not limit the logging mode to the wrap mode. 





