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3.1
Definitions

For the purposes of this TS, the following definitions apply:

Active alarm:  an alarm that has not been cleared. Conceptually, an alarm is active until the fault that caused the alarm is corrected and a clear alarm is generated. Alarms generated for transient faults or unsteady faults  are never active by definition. 
Alarm:  a notification used to inform the recipient about the occurrence of a fault. 

Clear alarm:  an alarm where the severity value is set to “cleared”

Event:  this is a generic term for any type of occurrence within a managed element.  When an event occurs  a  notification may be generated within the managed element to inform one or more OS about the occurrence of the event. If a notification is not discriminated, it is forwarded to the OS and becomes an event report.
Event report:  an event notification originated within a managed element and forwarded to one or more OS
Fault:  a deviation of a system from normal operation. This deviation may result in the loss of operational capabilities of the element or the loss of redundancy in case of a redundant configuration. When a fault is detected, an alarm notification is generated. When a fault is corrected (with or without human intervention) a clear alarm notification is generated.


Notification:  information message originated within a NE to inform one or more  OS about the occurrence of an event. It may also be originated within one OS to inform another OS on a higher management level. More specifically, an alarm notification may be used to inform the recipient about the occurrence of a fault.  In OSI terms, the sender of a notification is referred to as the agent, while the recipient is termed the manager.

Permanent fault:  a permanent fault is characterised by well-defined conditions for the declaration of its presence or absence, i.e. fault occurrence and fault clearing conditions.  This implies that the fault can be both detected and cleared automatically by the fault management functions of the NEs.

Transient fault:  a transient fault is characterised by a defined condition for the declaration of the fault, but no clearing condition exists.  This implies that the fault can be detected but not cleared automatically by the fault management functions of the NEs.

Editor’s note:  to be completed
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This seems in contradiction with the concept of Alarm Irp, where an alarm could change the severity (e.g. from minor to major) and cannot be considered “initial





