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REPORT

The following agenda has been discussed during this SA5-FM session:

1. Introduction

2. Alarm IRP Information Services

3. Structure of TS 32.111:

3.1. Clauses 4 and 5:  evaluate if it is better to condense in one single clause  

3.2. Clauses 6 and 7:  Clarify the content and plan the first contributions

4. Organise the next FM Ad-hoc meeting

5. Fault Recovery description according to GSM 12.11

6. Conclusions

A summary of the results is hereafter reported:

1.  Introduction

In addition to the formalities, the rapporteur has stressed, once again, the urgency to make progress in the specification of FM TS 32.111.  Higher priority must be given to all the items which contribute to achieve, as soon as possible, the completion of body of TS 32.111 (requirements), lower priority is given to the three appendixes, containing the Alarm IRP information services, the CMIP Alarm solution set and the CORBA Alarm solution set. 

To achieve the first objective, Chapter 4 and 5 need to discussed and agreed, chapter 6 and 7 need to be planned worked out (currently they are empty). 

Assuming that the new contributions on Chapter 4 and 5 will be provided very soon, during this meeting #9, the FM group shall clarify all the other points necessary to complete the FM requirements for release ’99 (TS 32.111) for the next SA5 meeting.  

[Action required by S5]  NONE.

. 

2.   Alarm IRP Information Services

Although the “information services”
have lower priority than the requirements, having spare time we have dedicated two quarter of day to start the discussion on this subject.

The basic document containing the proposal for the “alarm irp services” is S5-99302 (Ericsson: Alarm IRP Specification: Information Model). So far, only one document has been produced, containing comments on the Ericsson’s proposal, this is:

2.1  TDOC # S5-00026
Comments on “Alarm IRP”

Siemens
This document contains comments on the document S5-99302. The document has been partially discussed (up to clause 2.8). The discussion will be continued, hopefully, during next SA5 meeting. Regarding the comments that have been discussed, some of them have been clarified and some require more analysis. Detailed notes are reported in the Appendix B, kindly produced by Edwin Tse (Ericsson). The main points are:

· The actual “IRP Background” will be moved into the “architecture” document. In this FM document (and in similar documents), only a short reference to that common Background description will be introduced.

·  The Alarm Irp (S5-99302) proposes to have the possibility to change the severity of an existing alarm with one single new alarm, while, for the same operation, CMIP requires that the previous alarm is cleared first, and then a new alarm (with the new severity) is generated. This concept has been discussed but not yet agreed, because in one hand it improves efficiency of the communication between the System and the Manager while in the other hand there are several implications on the management process related to the alarm acknowledgement. It must be considered, however, that for the case of severity change, the alarm IRP proposal allows both the new sequence and the CMIP sequence.

· The alarm logging will not be covered by the Alarm IRP. Indeed it will be covered by another “information services” which takes care of all the events (including the alarms). 

·  The Alarm IRP proposes to have, for each alarm, a TMN defined “notification identifier” and a non TMN defined “alarm identifier”. TMN alarm reporting requires only the  “notification identifier”. It is desirable to use only one identifier. however it seems that the TMN notification identifier doesn’t guarantee the unique identity of alarms (while Alarm id does) within a System. More analysis is necessary.  

[Action required by S5] None: all the changes will be approved at the end of the S5-00026 review.

3.  Structure of TS 32.111

Regarding the structure of the current FM working draft, two aspects have been analysed:

3.1 Clauses 4 (Fault Management concept) and clause 5 (Fault Management requirements) have different title but practically they have the same type of information. 

It has been verified that the fault management concept is actually described in the “Introduction” and in the “Scope” of TS 32.111, while the Chapter 4 and 5 contain requirements, therefore it has been evaluated that it is better, for the readability of the document, to merge the two clauses in one: Fault Management Concept and Requirements.

If this proposal is accepted by the SA5 plenary, the FM rapporteur will produce a document containing the new “merged” chapters as soon as possible. This document will be distributed and agreed by e-mail within a week (5 working days after it is distributed). Of course, this document will be only an editorial rework, it will not change any of the existing concepts and it will not introduce any new concept. Once the merged chapter is agreed, in case some editorial changes were necessary it will be distributed again and then all the SA5 members are asked to review it and to make comments.

To easy the discussion, Siemens has been asked to rework the two contributions on clause 4 and 5 (S5-99231 and S5-99306) according to the new merged clause, and to split them into smaller contributions independent from each other. 

[Action required by S5] SA5 approve the merge of clauses 4and 5.

 3.2 Clauses 6 (UTRAN aspects) and clause 7 (CN aspects) should contain, according to the title, the FM requirements that specifically apply to the UTRAN and to the Core Network. Now day these clauses are still empty and all the SA5 members are asked to contribute on them. The FM group proposes to remove these clauses from the TS 32.111 (release ’99) if no contributions will arrive by the next SA5 meeting. 

[Action required by S5] SA5 approve the deletion of Clauses 6 and 7 for release ’99, in case no contributions are received by next SA5 meeting.
4.   FM ad hoc meeting 

Considering the work plan of the FM subgroup, ad-hoc meetings are absolutely necessary. 

Siemens offers to host the two days FM ad-hoc meeting in Milan, on 16-17 February (to be confirmed).  

The objective is to discuss and to agree on all the contributions related to TS 32.111. Of course, the results will be reported to the next SA5 plenary for the final approval.

[Action required by S5] SA5 approve the FM ad-hoc meeting and nominate the convinor.
5.   Conclusions

The FM work plan for the release ’99 is very compressed. Assuming that we close the specification of the requirements  (body of TS 32.111) by next SA5 meeting and assuming that we organise two more ad-hoc meetings (one before every regular SA5 meeting), there are just four meetings to complete, in June, the three appendixes (Information services, CORBA solution set and CMIP solution set).

[Action required by S5]    None

APPENDIX  A







Updated:    10-Dec.  1999

SA5-FM Related T-Docs

T-DOC
TITLE
SOURCE
STATE

S5-99073
Telecoms Operations Map V.1.1 (April 1999) 
TMF
For Study

S5-99090
SA5 work proposal for CM, FM and PM
T-Mobil
Approved

S5-99115
Work Item Proposal for Fault Management
S5
Agreed -> SA

S5-99123
Contribution to Fault Management work item
Siemens
Agreed

S5-99137
Fault Management on the NE-OS / N-OS interface
Italtel
Discussed

S5-99139
GSM 12.11 v.6.3.0 “Fault Management of the BSS ”
ETSI
For Study

S5-99177
Proposal (Alarm IRP) for the FM Work Item 
Ericsson
Discussed

S5-99179
Generic Alignment procedure between NM and EM (FM and CM)
Siemens
Discussed

S5-99183
Alarm Acknowledgment between NM and EM
Siemens / Italtel
Discussed

S5-99184
Use of “Equipment Summary” object classes it Itf-N
Siemens / Italtel
Discussed

S5-99196
TS 32.111 v.0.0.1 “3G Fault Management”
T-Mobil
Under discussion

S5-99217
TS 32.111 v.1.0.0 “3G Fault Management”
T3 Secretary
Under discussion

S5-99224
Alarm IRP Specification:  CORBA solution set
Ericsson
Discussed

S5-99225
Alarm IRP Specification:  SNMP solution set
Ericsson
TBD

S5-99227
Requirements for the Itf-N f Fault Management
Sonera
Discussed

S5-99229
Comments on “Introduction” of TS 32.111
Italtel
Discussed

S5-99230
Comments on “Scope” of TS 32.111
Italtel
Discussed

S5-99231
Comments on “Definitions” of TS 32.111
Siemens ICN
TBD

S5-99231
Comments on “Clause 4: FM Concept” of TS 32.111
Siemens ICN
TBD

S5-99235
Comments on IRP Proposals &, Alarm IRP  (see S5-99177).
Motorola
TBD

S5-99244
NMC interface  (modified section 8.1 of S5-99222) 


T-Mobil
TBD

S5-99262
Report from FM rapporteur group at SA5 #7
FM rapporteur
noted

S5-99282
 Input for 32.111 - N-Interface (new clause 8)
Siemens (LH)
TBD

S5-99302
Input for 32.111 - Revised Alarm IRP Information Model
Ericsson
Under discussion

S5-99303
Input for 32.111 - Revised Notification IRP Information Model
Ericsson
TBD

S5-99306
Comments on Clause-5 of TS 32.111
Siemens ICN
TBD

S5-99313
Revised text for section 4.1
T-Mobil
Discussed

S5-99324
Report from SA5 FM Ad-hoc meeting
FM Rapporteur
For Info

S5-99325
TS 32.111  V. 1.0.1
FM Group


S5-99326
FM Report from SA5 meeting #8
FM Rapporteur
Info/Decision

S5-00026
Comments on “Alarm IRP” (S5-99302
Siemens
Under discussion











 
 
 
 

APPENDIX  B

FM Group meeting discussion notes on document: “Comments related to Tdoc S5-99302 „Alarm Integration Reference Point (IRP) Specification: Information Model“ (Version: 3 December 1999)”

Prepared by E.Tse

Note: Group discussion results are in bullets.  

1.
General comments
1.1 The differences to the previous version Tdoc S5-99177 are not emphasized.

· Group is not cleared on this comment.

1.2 Some discussion results of the ad-hoc meeting in Milan have not been taken into account (e.g. use of the name alarm structure / alarm info instead of alarm record).

· TMN uses term “alarm record”.  E/// IRP paper uses “alarm record” but it has attributes that are not defined in TMN alarm record.  IRP needs a new term if group agrees to standardise those “new” attributes.
1.3 In the chapter 1.1 Background the IRP concept must be better explained, i.e. also persons who don’t read the next technical-oriented chapters should be able to understand the characteristics and the benefits of the IRP concept in comparison with other possible approaches. The current description is very generic.

· Group agreed to have “Background” section (with some new text) but removed all explanation related to IRP concept.  IRP concept should be captured yet in another document not-yet-named (and can be called “IRP Architectural Principle”).
1.4 The proposal contains several new, maybe manufacturer-specific definitions (e.g. several notifications that report the same fault as described in chapter 1.3, use of an alarm notification to notify the change of a parameter of a previous notification etc.). Such procedures are not compliant with the TMN principles and can be adopted only if the expected benefits are significant in comparison with the backwards compatibility aspects which must be taken into account (as written in chapter 3 of the AlarmIRP: „wide spread use in existing Fault Management Systems“).

· TMN principles for alarm notification of a NE that changes alarm states from critical to minor (for example) is for TMN Agent to generate 3 notifications to TMN Manager.  First notification indicates critical.  Second indicates alarm clear.  Third notification indicates minor alarm.  In current IRP proposal, IRP System supports the TMN behaviour.  In addition, the current IRP System supports the following as well, that is: it generates 2 notifications.  The first one carries critical.  The second carries minor.  It is noted that the second behaviour reduces the number of notifications compared to the first behaviour  In case the severity of the reported alarm changes before it is acknowledged, this second behaviour could introduce additional complexity on the application process of the Actor or, alternatively, it could loose some information on the history of the alarm.

1.5 The paper does not contain statements about the connection establishment phase between Actor(s) and System (dedicated initiator role or symmetric initiator/responder behaviour for both systems, IRP-Version negotiation etc.).

· Agreed that some text is required in Information Service document to indicate the mentioned concepts.  However, we must keep in mind that some concept may not be applicable to specific solution set.

1.6 The definitions in the documents „Notifications IRP“ and „Alarm IRP“ must be fully aligned.

· Agreed.

1.7 The output parameter Status in all responses in case of „Operation failed“ should always specify the reason („unspecified reason“ shall be avoided, because there is no real information for the Actor to recognise the problem).

· Current proposed solution set supports a list of specific failure reason plus one reason called “unspecified reason”.

1.8 In the context of alarm handling, I think that the „Alarm history“ functionality (logging of alarm reports) is absolutely needed already in the first release (not yet defined).

· Group prefers that logging service be a separate document (possibly called Log IRP: Information Service.)  That document will be “small” since it can simply refer to current TMN standard of logging service and OMG standard of Logging service as well.  

2.
Dedicated comments

2.1
Chapter 1.1 Background
What does it mean: „The technical enablers for achieving this interoperability....“ ???

· Refer to group discussion on 1.3 in that the current text may be moved to another document that details IRP concept, including clarification of the above statement.


2.2
Chapter 1.3 Key Terms
Alarm: „System captures alarm information in alarm objects or alarm records that are stored in Alarm List“.  a) What is the meaning / difference between alarm objects and alarm records?

· Changed “… in alarm objects…” to “… in alarmed objects…”.

b) Please use another term instead of „alarm records“ (according to Milan discussion).

· Discussed already.  We will find a new term.


2.3
Chapter 1.3 Key Terms
Please use as much as possible ITU-T definitions for the already available terms (Notification, Notification identifier etc) and indicate the related reference. Specific IRP definitions should be clearly emphasised.

· The “notification, notification identifier” will be removed from Alarm IRP since they are defined in Notification IRP.

· Alarm IRP will add text to explain how it relates to Notification IRP.  


2.4
Chapter 1.3 Key Terms, Acknowledge Alarm
The alarm may be acknowledged also by the Actor (management system) itself, and not only by operator.

· Actor can represent a human operator.  It can also be a management application that acknowledges alarm automatically (but have pre-authorised by some operators).


2.5
Chapter 1.3 Key Terms, Alarm
The sentence: „Actor can trigger alarm state changes...“ is confusing: The example relates only to the acknowledgment status of an alarm, the alarm state can not be changed by the Manager (Actor).

· Group agreed that Actor cannot change alarm states such as severity level.  Some new wording is required.


2.6
Chapter 1.3 Key Terms, Alarm list
Taking into account the acknowledgment status of alarms, the alarm list may contain not only active, but also cleared and not yet acknowledged alarms (please remember discussion results in Milan).

· Group agreed that IRP document be updated that alarm list contains “cleared and not yet acknowledged”.  Will check the requirement spec to ensure this requirement is indicated as well.   

· Group clarified that currently, the IRP Information Service does not provide a service that allows Actor to query for a list of NEs that are being monitored (but are not in alarmed state).


2.7
Chapter 1.3 Key Terms, Notification identifier
a) As discussed in Milan, we do not see the need for using an additional (not ITU-T compliant!) Alarm identifier parameter within the alarm notification. The authors of the proposal intended to deliver more explanations why this parameter is useful.

· X.733 defines Notification Identifier as “This parameter, when present, provides an identifier for the notification, which may be carried in the Correlated notifications parameter (see below) of future notifications.  Notification identifiers must be chosen to be unique across all notifications of a particular managed object throughout the time that correlation is significant. …”.  

Interpretation of the above is that if System monitors 2 managed objects A and B and if both A and B enter alarmed states, System may generate 2 notifications, one for A’s alarmed state and the other for B’s alarmed state, using the same values for notification Id.  

Given this interpretation and that IRP System alarm list have alarm information about multiple managed objects, the use of notification identifier alone in the acknowledge operation, invoked by Actor to System, is not sufficient.  The managed object name must be provided in acknowledgement operation as well.  

Current IRP proposal is to use alarmID whose size is shorter than the combined size of managed object name + notification ID (in acknowledgement operation).  The value of this alarmID is unique among all “alarm records” within the IRP System’s alarm list.

The possibility of using Notification ID (and eliminate the use of alarmID) for acknowledgement is explored (assuming that Actor, invoking the acknowledgement operation, also provides the managed object name or that the notification ID is unique among all Notifications generated by the IRP System).  

Using one example: when System generates 2 notifications carrying alarm information about the same managed object.  The first notification carries severity level critical (notification id=A).  The second carries severity level minor (notification id=B).  If Actor acknowledges alarm using notification id=B, System behaviour is well defined.  System alarm list will then contain alarm information with notification ID=B and whose severity is minor and is acknowledged.  If Actor acknowledges alarm using notification id=A, then System behaviour needs to be clarified.  

Using another example: when System generates 3 notifications carrying alarm information about the same managed object.  The first notification carries severity level critical (notification id=A).  The second carries severity level clear (notification id=X).  The third carries severity level minor (notification id=B).  System behaviour is well-defined if Actor acknowledges alarm using notification id=A,B or X.

b) The example is not according to the TMN principles. If the perceived severity of an alarm changes, then the old alarm must be cleared and a new alarm (containing the new perceived severity value) should be generated.

· This point has been discussed previously.

The rest of the document has not yet been discussed
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