3GPP TS 32.xx1 V0.3.0 (2009-02)
Technical Specification
3rd Generation Partnership Project;

Technical Specification Group Services and System Aspects;

Telecommunication management;

3G Home NodeB Gateway OAM&P;
Concepts and Requirements;

(Release 9)
[image: image1.jpg]K oy




The present document has been developed within the 3rd Generation Partnership Project (3GPP TM) and may be further elaborated for the purposes of 3GPP.
The present document has not been subject to any approval process by the 3GPP Organizational Partners and shall not be implemented.

This Specification is provided for future development work within 3GPP only. The Organizational Partners accept no liability for any use of this Specification.
Specifications and reports for implementation of the 3GPP TM system should be obtained via the 3GPP Organizational Partners' Publications Offices.

Keywords

OAM, Home NodeB, Home NodeB GW, UTRAN, EPC
3GPP

Postal address

3GPP support office address

650 Route des Lucioles - Sophia Antipolis

Valbonne - FRANCE

Tel.: +33 4 92 94 42 00 Fax: +33 4 93 65 47 16

Internet

http://www.3gpp.org

Copyright Notification

No part may be reproduced except as authorized by written permission.
The copyright and the foregoing restriction extend to reproduction in all media.

© 2008, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TTA, TTC).

All rights reserved.


Contents
4Foreword


4Introduction


51
Scope


52
References


63
Definitions, symbols and abbreviations


63.1
Abbreviations


74
Background


75        OAM Business Level Requirements of HNB GW


75.1         Special Features of HNB GW


75.2         OAM Requirements for HNB GW


75.2.1      Requirements for HNB GW Configuration Management


75.2.2      Requirements for HNB GW Performance Management


75.2.3      Requirements for HNB GW Fault Management


86
OAM Specification level Requirements of HNB GW


86.1         Configuration Management


86.1.1      Configuration Method


86.1.2      Configuration Data


96.2         Performance Management


96.2.1      Performance Management Method


96.2.2      Performance Data


96.3         Fault Management


96.3.1      Fault Management Method


106.3.2      Alarm Information& Alarm Report


11Annex A: Change history




Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

The present document is part of a TS-family covering the 3rd Generation Partnership Project Technical Specification Group Services and System Aspects, Telecommunication Management; as identified below:

32.xx1:
“Home NodeB GW OAM&P; concepts and requirements”
32.xx2:
“Home NodeB GW OAM&P; stage2”
32.xx3:
“Home NodeB GW OAM&P; stage 3”
1
Scope

The following objectives should be addressed in present document:

· Define configuration data over Itf-N for HNB-GW 

· Identify the collection mode of performance data

· Define performance data for the HNB-GW extracted through Itf-N
· Define alarm information & alarm report over Itf-N from the HNB-GW
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 25.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 32.101: "Telecommunication management; Principles and high level requirements".

[3]
3GPP TS 32.102: "Telecommunication management; Architecture".

[4]
3GPP TS 25.467: " Technical Specification Group Radio Access Network (UTRAN); UTRAN Architecture for 3G HNB".
[5]
3GPP TS 32.600: "Telecommunication management; Configuration Management (CM); Concept and high-level requirements".
[6]
3GPP TS 32.401: "Telecommunication management; Performance Management (PM); Concept and requirements". 

[7]
3GPP TS 32. 111-1: "Telecommunication management; Fault Management; Part 1: 3G fault management requirements".

[8]
3GPP TS 32.601: "Telecommunication management; Configuration Management (CM); Basic CM Integration Reference Point (IRP); Requirements".

[9]
3GPP TS 32.611: "Telecommunication management; Configuration Management (CM); Bulk CM Integration Reference Point (IRP): Requirements".

[10]
3GPP TS 32.411: "Telecommunication management; Performance Management (PM) Integration Reference Point (IRP): Requirements".

[11]
3GPP TS 32.111-2: "Telecommunication management; Fault Management; Part 2: Alarm Integration Reference Point (IRP): Information Service (IS)".
3
Definitions, symbols and abbreviations

3.1
Abbreviations

For the purposes of the present document, the following abbreviations apply:

AI
Alarm Information
AN                       Access Network
CD
Configuration Data

CM
Configuration Management

CN
Core Network
EPC                     Evolved Packet Core
FD
Fault Data

FM
Fault Management
GW                      Gateway
GTP                     GPRS Tunnel Protocol
HNB                    Home NodeB
HNBAP               HNB Application Part
IRP
Integration Reference Point
IOC
Information Object Class
NRM                   Network Resource Model
OAM 
Operations, Administration and Maintenance 

PD
Performance Data

PM
Performance Management
RUA
RANAP User Adaption
SCTP                   Stream Control Transmission Protocol
4
Background

TBD

5        OAM Business Level Requirements of HNB GW
5.1
Special Features of HNB GW

As a large number of HNB will be deployed in subscriber’s place and subscriber may switch on and off Home NodeB frequently, the increased number of HNB might affect the number of SCTP association/security associations that a HNB-GW has to handle. Furthermore, the traffic transmitted to or from HNB should be forwarded by the HNB-GW. Therefore, the load of HNB-GW is heavy on both control plane and user plane. In order to avoid the overload of HNB-GW, performance management of HNB-GW based on load information should be performed.
5.2
OAM Requirements for HNB GW 
5.2.1      Requirements for HNB GW Configuration Management
REQ-HNBGW_CM-CON-001 The IRP Manager should be able to support Configuration Management so that it can provide proper service for the HNBs and CN.
REQ-HNBGW_CM-CON-002 The general and high-level requirements are applicable for the Configuration Management capabilities in accordance with 3GPP TS 32.600 [5].
REQ-HNBGW_CM-CON-003 The Network Resource Model shall contain HNB GW specific IOCs and related definitions, supporting HNB GW entities in the current 3GPP Release.
REQ-HNBGW_CM-CON-004 The Network Resource Model shall provide support for enabling consistency between HNB GW and HNB/CN parameters, e.g. by defining relevant attributes.
5.2.2      Requirements for HNB GW Performance Management
REQ-HNBGW_PM-CON-001 The IRP Manager should be able to support Performance Management. 

REQ-HNBGW_PM-CON-002 The general and high-level requirements are applicable for the Performance Management capabilities in accordance with 3GPP TS 32.401 [6].
REQ-HNBGW_PM-CON-003 It shall be possible for IRP Manager to collect and monitor performance data of HNB GW. 


5.2.3      Requirements for HNB GW Fault Management
The HNB GW shall support fault management so that the operator can ensure service availability and acceptable performance to the end users. Active collection methods for fault data should be supported.

For each HNB GW, the detailed collection method requirements for alarm information are as follows:
REQ-HNBGW_FM-CON-001 The general and high-level requirements are applicable for the Fault Management capabilities in accordance with 3GPP TS 32. 111-1 [7].
REQ-HNBGW_FM-CON-002 
The HNB GW shall report alarm information to the Network Manager according to Operator policy.

6
OAM Specification level Requirements of HNB GW

6.1
Configuration Management
6.1.1

Configuration Method

For each HNB GW, the detailed configuration management requirements are as follows:

REQ-HNBGW_CM-FUN-001 It shall be possible for IRP Manager to retrieve and modify configuration information related to HNB GW entity. The detailed IRP-related requirements are defined in 3GPP TS 32.601[8].
REQ-HNBGW_CM-FUN-002 When the state of HNB GW changes, notifications shall be generated to IRP Manager.
REQ-HNBGW_CM-FUN-003 When the configuration information of HNB GW changes, notifications shall be generated to IRP Manager.
REQ-HNBGW_CM-FUN-004 It shall be possible for IRP Manager to retrieve configuration information related to HNB GW entity in real-time approach. .  

REQ-HNBGW_CM-FUN-005 It shall be possible to transfer a CM file containing parameters for HNB GW from the NM to the IRP Agent using a standardised file format and transfer mechanism. The IRP Agent shall also be capable of making the necessary configuration changes in HNB GW, using the parameters and information contained in the transferred CM file. The detailed IRP-related requirements are defined in 3GPP TS 32.611 [9].

6.1.2
Configuration Data

In addition to the above, the following more specific requirements apply:

REQ-HNBGW_CD-FUN-001 The IRP Manager shall be able to view configuration information of the HNB GW entity. More detailed information is as follows:
· Shall allow for the viewing of basic configuration information including version, equipment type, equipment provider and unique identification, etc.

·  Shall allow for the viewing of network configuration information including IP address, sub-network mask, default gateway and port configuration information, etc.

· Shall allow for the viewing of service related configuration information including the maximal number of HNB to be registered, the capability of packet forwarding, etc.
REQ-HNBGW_CD-FUN-002 The IRP Manager shall be able to view configuration information of the Iuh interface. More detailed information is as follows:
· Shall allow for the viewing of basic configuration information including unique identification and user label, etc.

· Shall allow for the viewing of network configuration information including SCTP management information, etc.

· Shall allow for the viewing of unique identification of registered HNBs.

REQ-HNBGW_CD-FUN-003 The IRP Manager shall be able to view configuration information of the Iu interface. More detailed information is as follows:
· Shall allow for the viewing of basic configuration information including unique identification and user label, etc.

· Shall allow for the viewing of unique identification of related CN/EPC equipments.

6.2
Performance Management

6.2.1
 Performance Management Method

For each HNB GW, the detailed requirements for performance management are as follows:

REQ- HNBGW_PM-FUN-001 The following general and high-level requirements apply for IRP-related requirements in 3GPP TS 32.411[10].
REQ- HNBGW_PM-FUN-002 The HNB GW performance data shall be preserved in files. The data format of the file shall reuse the file format of 3GPP defined set of PM Specifications.

REQ- HNBGW_PM-FUN-003 IRP Manager should be able to retrieve performance data file about HNB GW.
REQ-HNBGW_PM-FUN-004 Whether there is OAM connection or not, the HNB GW always generates measurement data due to its policy.


6.2.2
 Performance Data 

In addition to the above, the following more specific requirements apply:

REQ-HNBGW_PD-FUN-001 The performance data related to the HNB GW entity shall be allowed to be collected, such as the equipment CPU usage and throughput, etc.

REQ-HNBGW_PD-FUN-002 The performance data related to the Iuh interface shall be allowed to be collected, such as the HNBAP related measurements, RUA related measurements, SCTP related measurements and user plane related traffic measurements. 

Note 1: The requirement for collecting user plane related traffic measurements on Iuh is not applicable for PS domain when utilizing an optimized PS bearer plane in the HNB-AN by terminating the GTP-U tunnel between the 3G HNB and SGSN.
REQ-HNBGW_PD-FUN-003 The performance data related to Iu interface shall be allowed to be collected, such as outgoing and incoming flow statistics of Iu signalling plane and user plane. 

Note 2: The requirement for collecting user plane related traffic measurements on Iu is not applicable for PS domain when utilizing an optimized PS bearer plane in the HNB-AN by terminating the GTP-U tunnel between the 3G HNB and SGSN.

6.3
Fault Management

6.3.1
Fault Management Method

For each HNB GW, the detailed requirements for fault management are as follows:
REQ-HNBGW_FM-FUN-001 IRP Agent shall have the ability to send alarm information to IRP Manager. The detailed IRP-related requirement is defined in 3GPP TS 32.111-1[7].

REQ- HNBGW_FM-FUN-002 IRP Agent shall have the ability to actively report alarm information according to operator configured filter rule.
REQ- HNBGW_FM-FUN-003 IRP Agent shall have the ability to upload alarm files to a file sever on operator’s demand. The detailed content of alarm files is defined in 3GPP TS 32.111-1[7]. 
REQ- HNBGW_FM-FUN-004 IRP Agent shall inform IRP Manager, as soon as it can, whenever IRP Agent detected an alarmed situation.

6.3.2
Alarm Information& Alarm Report

REQ- HNBGW_AI-FUN-001 The alarm information related to HNB GW shall be captured by 3GPP standardized alarm related information content, such as the use of 3GPP defined Event Types, Probable Causes and Severity levels, i.e. in accordance with AlarmInformation defined in 3GPP TS 32.111-2 [11].  
REQ- HNBGW_AI-FUN-002 HNB GW should have the ability to correlate the alarm related information. See further definition of correlated notification (CorrelatedNotification) in 3GPP TS 32.111-2[11].
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