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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

3GPP SA5 has agreed to accept Self-Organizing Networks (SON) in studying LTE&SAE OAM architecture, and 
3GPP RAN has agreed to study UMTS home NodeB and LTE home NodeB.

For SON it is expected that UE, NodeB, OAM system - both Element Management System (EMS) and Network Management System (NMS) in LTE/UMTS system - are involved in supporting SON as follows:

1) Home NodeB specific aspect of Interface between NMS and EMS

2) Home NodeB specific aspect of Interface between 2 EMSs

3) Home NodeB specific aspect of Interface between EMS and Home NodeB

4) Interface between 2 Home NodeBs, or between one Home NodeB and one Macro eNodeB (depending on output of RAN3 study)
For both LTE and UMTS home NodeB, SON is expected to be necessary because:

1) Number of home NodeB can be very big.

2) Subscriber may switch on and off home NodeB frequently.

3) Operator may not be able to access home NodeB physically as it is located in subscriber’s place.

1
Scope

The present document intends to study the following: 

1) Define SON OAM solution architecture for both LTE and UMTS home NodeB.

2) Identify differences between SON OAM solution architecture for LTE Marco eNodeB and that for LTE and UMTS home NodeB; Propose aligned SON OAM solution architecture.

3) Identify what can be standardized for SON for LTE and UMTS NodeB in 3GPP SA5.

4) Prepare the work for a later implementation work item.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 32.101: "Telecommunication management; Principles and high level requirements".
[3]
3GPP TS 32.102: "Telecommunication management; Architecture".
[4]
3GPP TS 32.300: "Telecommunication management; Configuration Management (CM); Name convention for Managed Objects".
[5]
NGMN White Paper Version 3.0  http://www.ngmn-cooperation.org/
3
Definitions, symbols and abbreviations

3.1
Abbreviations

For the purposes of the present document, the following abbreviations apply:

DM
Domain Manager

EM
Element Manager

FFS
For Further Study

IP
Internet Protocol

LTE
Long Term Evolution

MME
Mobile Management Entity

NGMN
Next Generation Mobile Networks

PnP

Plug and Play

SAE
System Architecture Evolution

SON
Self-Organising Networks
TBD
To Be Discussed

UMTS
Universal Mobile Telecommunications System

UTRAN
UMTS Radio Access Network
5
Background

TBD
6
Requirements
6.1
OAM Business level Requirements of Home NodeB

6.1.1
Special features of Home NodeB
Comparing with Macro NodeB, Home NodeB is of the features from business requirement aspect:

Table 6.1.1: Special features of Home NodeB
	Aspect
	Home NodeB Features

	Number of NE
	Fewer cells per NodeB

Potentially there are many more Home NodeBs

	Served subscriber
	Fewer served users per NodeB

A great number of total subscribers owning Home NodeBs

	Coverage
	Smaller coverage per NodeB

	Availability
	On and off much more frequently

	Constant OAM
	Constant OAM is not required for Home NodeB. Home NodeB OAM should be initiated by the operator rather than being performed constantly as it is in subscribers’ private place.

	Remote operation
	The operator should have remote access to the HNB to start/stop the radio transimission on the licensed frequencies of the operators if required.

	Self configuration
	HNB configuration should be completely autonomous at the initial power up.  The HNB self-configuration should be adaptive to react to change in the network, including changes in surrounding HNB as well as changes in surrounding Macro NBs.


Note: The mechanism to determine the operating frequency is FFS.
6.1.2
Self-Organizing Networks Business requirements

6.1.2.1
Self-Configuration

Home NodeB should be automatically configured to provide wireless service when connecting with PLMN.

Home NodeB self configuration should be done in such way that the performance of the surrounding macro cells is not adversely affected.

The automatic configuration of Home NodeB should be secured to avoid malicious attack to the Home NodeB. And the existing security level of PLMN should not be degraded.

6.2
OAM Specification level Requirements of Home NodeB

6.2.1
Configuration Management

6.2.1.1
Installation

The Home NodeB shall support Configuration Management so that it can be automatically configured to provide mobile service on initial power-up and connection to the mobile network. 

For each Home NodeB, the detailed requirements for Self-Configuration are as follows:

1. IRPManager should be able to set Home NodeB Self- Configuration policy to allow IRPAgent to automatically initialize Home NodeB.
2. The Home NodeB should be able to establish a secured link with the “mobile OAM network” according to network operator security policy. The way how security information is provided to the Home NodeB is out of scope of this document.

3. Home NodeB should possess minimum information to automatically discover the transport layer address of theIRPManager

4. Both DM and Home NodeB should be able to initiate software download and activation of Home NodeB.

5. DM should be able to initiate provisioning of transport resources for Home NodeB in order to establish signalling links with PLMN (subject to definite agreement on architecture).

6. DM should provide Home NodeB with radio network specific information to allow Home NodeB to automatically configure to an operable state. In order for DM to provide correct radio resources to Home NodeB, DM should be provided radio parameters of the existing radio environment where the Home NodeB is, such as radio parameters of other existing cells.

7. IRPAgent should notify IRPManager when Home NodeB is operational.
Editor’s note: If the Home NodeB has enough information, Home NodeB should not have to contact with DM for self-Configuration.
6.2.1.2
Configuration data validation online

TBD

6.2.1.3
Configuration Data

For each Home NodeB, the following configuration data should be managed by the corresponding DM:

1. Operator’s pre-set policy regarding SON functionality

2. Transport parameters
3. Radio parameters

Editor's Note:
Concrete data are FFS

It shall be possible to transfer a Home NodeB configuration file containing configuration data from the IRPManager to the IRPAgent using Bulk CM IRP.

The IRPAgent shall be able to make the necessary configuration changes in its managed Home NodeBs, using the configuration data contained in the transferred configuration file.
The file format shall be independent of the data transfer protocol used to carry the file from one system to another.
6.2.1.4
Remote control

1. DM shall be able to reboot Home NodeB.

2. DM shall be able to take Home NodeB out of service.

3. The DM shall be able to modify/change the Home NB configuration.
6.2.2
Performance Management

6.2.2.1
Performance Management method

The Home NodeB should support Performance Management so that the operator can evaluate the performance of a mobile network with Home NodeBs. Since the number of Home NodeBs in a mobile network can be very large, Home NodeB sends performance data only on demand of DM in order to avoid congestion of the DM by performance data transmission. 

For each Home NodeB, the detailed requirements for performance data passive collection are as follows:

1. Whether there is OAM connection or not, the Home NodeB always generates measurement data due to its policy.

2. The Operator’s Home NodeB measurement policy should be set in the DM.

3. The Home NodeB should report measurement data on demand of DM.

4. The DM for Home NodeB should support PMIRP over Itf-N 

Editor's Note:
“on demand of DM” doesn’t mean Home NodeB has permanent connection with DM.
6.2.2.2
Performance Data (KPI & counter)

For each Home NodeB, DM shall be able to collect performance data to enable to evaluate Home NodeB performance.
Editor's Note:
Concrete KPIs & counters are FFS
6.2.3
Fault Management

6.2.3.1
General Requirements

The Home NodeB shall support Fault Management to enable the operator to maintain his mobile network with Home NodeBs with high availability and good quality of service. 

The Home NodeBs shall constantly perform error detection.
6.2.3.2
Alarm Reporting
The number of Home NodeBs controlled by the OAM of one operator is expected to be very large, which presents challenges with respect to the scalability of the OAM traffic. At the same time, the number of users affected by the failure of one Home NodeB will be relatively small. Therefore, the Home NodeB should provide alarm information (including notifications and logs) only on demand from the OAM. 

The DM for Home NodeB should support AlarmIRP over Itf-N for managed Home NodeBs.
6.2.3.3
Faulty Conditions

OAM is not expected to collect alarms from Home NodeBs continuously; therefore, a Home NodeB that detects a faulty condition from which it cannot immediately recover by its own means should eliminate any risk of negatively affecting the performance of surrounding Macro NodeBs and Home NodeBs. To ensure this:
- The Home NodeB should stop radio transmission in case of faulty conditions negatively affecting the surrounding radio network;

Editor's Note:
The list of these faulty conditions is FFS.

- The Home NodeB should stop radio transmission in case the backhaul link is lost.
6.2.3.4
Fault Management Method

TBD

6.2.3.5
Alarm Information

TBD

6.2.4
Security Management

TBD

6.2.5
Test Management

TBD

6.2.6
Subscription Management

TBD

6.3
Differences of OAM Requirements between Home NodeB and Macro NodeB
Differences of OAM Requirements between Home NodeB and other Network Elements are shown in the table 6.3.1:
Table 6.3.1: Differences of OAM Requirements between Home NodeB and other Network Elements

	OAM Requirements
	Macro NodeB
	Home NodeB

	Configuration Management
	Self-Configuration feature is required with possible pre-setting of parameters by the operator.
	Full Self-Configuration feature is necessary as subscriber can’t have knowledge to configure home eNodeB.

	Performance Management
	A large number of KPI/PI is necessary as it affects more subscribers.

KPI/PI forwarding is necessary to evaluate the network performance in shorter granularity period.
	Unsolicated KPI/PI forwarding should be avoided as number of home eNodeB can be very big.

	Fault Management
	Alarm forwarding is necessary to resolve network problem in shorter time as it may affect a great number of subscribers.

In case of critical alarm the NodeB can be disabled either through internal procedure or through an OAM command.
	Unsolicated Alarm forwarding should be avoided as number of home eNodeB can be very big.

But alarm information shall be accessable in Home NodeB by operator for location of fault. 

The Home NodeB shall have self-disabling capability in case of faulty conditions. DM shall be able to remotely disable the Home NodeB


7
Further Standardization steps
TBD
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