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Discuss and conclude on Recommendations outlined in Section 6 
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Intent
To clarify the number of data structure HNB needs to be maintained that are externally visible.

To clarify what attributes are expected to be present in those data structures.
This paper assumes that HNB needs to maintain the following data structures that are externally visible via Type-1 interface.  We need to clarify and confirm this.  This paper further discusses the attributes of those data structures.

1. 
2. alarm related information in Alarm List retrievable by HMS via RPC method
3. alarm related information in Alarm History retrievable by HMS via RPC method
4. alarm related information in Pending Delivery Queue (pending sending to HMS via RPC method)
5. 
6. alarm related information in notification sent by HNB to HMS via RPC method
7. alarm related information in records of files sent by HNB to HMS via FTP method
Detailed proposal for TS 32.XX2
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6
Information Definition

6.1

Fault Management

6.1.1
Common alarm related information

This identifies the common alarm related information that is present in 
· Alarm List, 
· Alarm History, 
· (alarm) Pending delivery Queue, 
· records of file carrying alarm related information and 
· notification carrying alarm related information.

	Name
	Definition
	Legal Values / References
	Trace Back to Requirement

	objectInstance
	It identifies the HNB.
	???
	

	alarmRaisedTime
	It indicates the date and time when the alarm is first raised by the alarmed resource.  

The semantics of Generalised Time specified by ITU-T shall be used here.


	See 6.1.5.1  for its encoding attributes related to time.
	

	alarmChangedTime
	It indicates the time when the alarm severity level is changed.   

The semantics of Generalised Time specified by ITU-T shall be used here.


	See 6.1.5.1 for its encoding attributes related to time.
	

	alarmClearedTime
	It indicates the date and time when the alarm is Cleared.

The semantics of Generalised Time specified by ITU-T shall be used here.


	See 6.1.5.1 for its encoding attributes related to time.
	

	eventType
	It indicates the type of event that carries alarm related information. 
	See Table A.1 of [1] for the list of valid eventType and their meaning.  “Processing Error Alarm” is an example.

See 6.1.5.2  for its encoding.
	

	probableCause
	It qualifies alarm and provides further information than eventType. 
	See Annex B of [1] for the list of valid probableCause and their meaning.  “Framing Error” is an example.  

See 6.1.5.3  for its encoding.
	

	perceivedSeverity
	It indicates the relative level of urgency for operator attention.  
	Critical, Major, Minor, Warning, Indeterminate, Cleared: see ITU-T Recommendation X.733 [3]. This Type-1 interface does not recommend the use of indeterminate.

See 6.1.5 for its encoding.
	

	specificProblem
	It provides further qualification on the alarm than probableCause. This attribute value shall be single-value and of simple type such as integer or string. See definition in ITU-T Recommendation X.733 [3] clause 8.1.2.2.
	Provided by vendor.
	

	additionalText
	It carries semantics that is outside the scope of this IRP specification. 

It can contain further information on the alarm.
	N/A
	

	additionalInformation
	This attribute when present allows the inclusion of a set of vendor specific alarm information to further qualify the eventType and/or probableCause.

	The additional information field is a list of information part.



	


6.1.2
Information in notification

This identifies the alarm related information carried in a notification sent by HNB to HMS via RPC method.
	Attribute Name
	Definition
	Legal Values / Reference
	Trace Back to Requirement

	notificationId
	This is an identifier for the notification.

How identifiers of notifications are re-used is outside of the scope of this document.
	
	

	eventTime
	It indicates the alarm event occurrence time.  The semantics of Generalised Time specified by ITU-T shall be used here. 
	
	

	notificationType
	It identifies the type of notification which is reported by the notification, i.e. notifyNewAlarm, notifyClearedAlarm, notifyChangedAlarm.
	
	

	common alarm related attributes
	See 6.1.1 above.
	
	


6.1.3
Information in HNB storage

This identifies the alarm related information maintained in Alarm List, Alarm History, (alarm) Pending Delivery Queued
	Attribute Name
	Definition
	Legal Value/Reference
	Trace Back to Requirement

	common alarm related attributes
	See 6.1.1 above.
	
	


6.1.4 Information in file

This identifies the alarm related information carried in records of file transferred from HNB to HMS.

	Attribute Name
	Definition
	Legal Value /  Reference
	Trace Back to Requirement

	??
	
	
	

	??
	
	
	

	??
	
	
	

	common alarm related attributes
	See 6.1.1 above.
	
	


6.1.5
Encoding
6.1.5.1
Time

???
6.1.5.2 Event Type

The event types are encoded in strings as follows.

COMMUNICATIONS_ALARM
PROCESSING_ERROR_ALARM

ENVIRONMENTAL_ALARM

QUALITY_OF_SERVICE_ALARM

EQUIPMENT_ALARM

INTEGRITY_VIOLATION

OPERATIONAL_VIOLATION

PHYSICAL_VIOLATION

SECURITY_SERVICE_OR_MECHANISM_VIOLATION

TIME_DOMAIN_VIOLATION

6.1.5.3
Probable Cause

See [4] for the encoding of all probable causes.  For example, integer 5 is used to indicate one probable cause named “framing error”.
6.1.5.3 Severity

The severity levels are encoded in strings as follows. 
INDETERMINATE
CRITICAL
MAJOR
MINOR

WARNING

CLEARED
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