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1
Decision/action requested

Discuss on requirements for PM for converged network.
2
References

[1]
NGMN Requirements for PM for converged network
3
Rationale

It is draft of requirement for PM for converged network.
4
Detailed proposal

Detailed proposal is described as following:
1 Subtask General overview

2 Introduction 

The interest in Performance Management has significantly increased due to the changes taking place in the newly competitive telecommunications industry which presents several challenges for service providers as follows.
A variety of providers enters the marketplace and competes for customers. New entrants that are striving to gain market share and to establish themselves as viable suppliers can use performance to provide one means of attracting customers. 
The rapid evolution of telecommunications-based applications is accelerating the rate of introduction of new services that use emerging networking technologies. Performance can help encourage customers to use these new services and technologies. The critical dependency between a constantly expanding set of essential business activities and the availability of communication networks and information services means that great numbers of customers are demanding increasingly stringent communications and information performance levels to insure business continuity.
The widespread use of smartphones, tablet computers and other Web-enabled mobile devices has caused wireless data services to explode. Service providers’ networks see more bandwidth-hungry traffic each day: to survive, service providers need to decrease their cost per bit while simultaneously optimizing their network to handle more traffic. 
Several emerging market needs place a new emphasis on specifying performance. These include the requirement to support emergency response personnel, the opening up of the telecom service market to competition, and the deployment of services based on network technologies. Additionally, the number of ebusiness requiring very high levels of service availability from their external networks and services, such as servers, databases, etc., continues to rapidly grow.
The cell/packet-based technologies raise new performance specification issues not present in services based on traditional circuit switched networks and leased lines. These new performance specifications are related to defining, monitoring and collecting performance data, and to transforming that data into useful service performance reports.
LTE standards address this huge demand for higher bandwidth, lower latency, and advanced communication services. In LTE networks, many devices need to be managed, increasing the potential points of failure or degradation and service operators are working to compensate for network congestion through improved quality of service (QoS).

These evolving market conditions have forced operators to manage overlapping 2G, 3G and 4G technologies and the convergence of mobile and fixed networks.

In turn, it’s more important than ever that Element Management Systems (EMSs) and Network Management Systems (NMSs) properly control network devices to ensure calls go through, video gets viewed, online games perform, and more.
Performance management provides functions to evaluate and report on the behaviour of telecommunication equipment and the effectiveness of the network or network element. Therefore the constant monitoring of the quality of Services (Services Performance Management) and Networks (Network Performance Management) are becoming more critical.
Service Performance Management mainly includes:
[1] Service Support Performance
[2] Service Operability Performance
[3] Service Accessibility Performance
[4] Service Retainability Performance  
[5] Service Integrity Performance
[6] Service Security Performance
Network Performance mainly includes:
[1] Planning, Provisioning, and Administrative Performance
[2] Trafficability Performance(Grade of Service)
[3] Network Item Dependability Performance(the availability performance and its influencing factors, reliability performance, maintainability performance and maintenance support performance)
[4] Transmission Performance
Service and network performance is mainly indicated by KQIs and KPIs.
KPIs (Key Performance Indicators) are network focused and are inherently network-based and provided little direct indication of the end to end service performance.
KQIs (Key Quality Indicators) include services, service elements, which provide a measure of specific aspect of a service and are based on a number of sources including the KPIs.
Service Performance KQIs are user-oriented while Network Performance KPIs are network provider and technology-oriented.Network Performance KPIs together with Service Performance KQIs need to be identified to capture a more accurate picture of the customer’s perception. Computation of service performance is based on network-related KPIs and non-network related KQIs. 
Network performance KPIs are usually defined in terms of the number and/or intensity of network performance event occurrences during a specified time interval. The values of these KPIs can be computed from event information (e.g. counters) and reported to the service Customer.
Criteria to define Network and Service performance KQIs and KPIs:

[1] Provide concrete repeatable measurements in well-defined quantities without subjective interpretation
[2] Be useful to users and service providers in understanding the performance they experience or provide
[3] Not exhibit a bias for services supported by one network technology as opposed to another technology
[4] Be measurable via a process acceptable to service providers, their customers and, in some cases, outside testing agencies while avoiding including artificial performance goals.
[5] Be useful as a specification in contractual documents to help customers with high performance requirements purchase the level of service they need
[6] Be useful for publication in datasheets
[7] Be capable of measuring one provider independent of all others
[8] Support a diagnostic mode that can be used to sectionalize or identify the degradation contribution in a long multi-hop, multi-provider path.
2.1 Scope

Following objectives have been identified:

· Delivery of relevant services scenarios for performance management in an hybrid environment of converged heterogeneous networks

· Delivery of recommendations and high level requirements on how to define modelled  KQI/KPIs for the identified service scenarios. 

In  the second part of the subtask timeframe (e.g. in January 2013)  it will be evaluated to extend the scope of the subtask to cover also the following objective:

· Based on the above 2 subtask outcomes, a gap analysis of what already existing on PM  (mainly in 3GPP & TMF, See also [1] and [2] for references) will be provided. Based on this analysis,  a set of KQI/KPIs of interest will be selected  and high level requirements will be defined.
· Delivery of the OSS Requirements for PM on the Northbound interface, e.g. performance job schedule, create, modify and delete. And performance file collection requirement.
· Solution requirement (requirements and recommendations for performance data template or file format, such as xml schema)
Out of scope

· Performance measurement definition. Performance detail measurements or counters definition is out of PM scope because there are plenty of measurements in the current network to sort out. Our concern is not the NE specific measurements of the KPIs, but the way to manage the Performance data and their exchanges for the operator’s needs. Indeed, the operator shall be able to trigger  from its OSS PM application,  performance jobs  for dedicated purpose and need (targeted NEs, or targeted Cells, or targeted domain/zone/area), and collect related PM measurements within its OSS PM application. All performance management related information exchanges between the EMS and OSS PM Applications shall comply with standardized specifications.
Milestones:

· Draft 1                                  06.08.2012

· Refined  draft 1                  30.09.2012

· Refined  draft 2                  31.01.2013
· Final  deliverable                28.04.2013

2.2 References

1 “NGMN Informative List of SON Use Cases”, April 17th, 2007 - [OPS06] PERFORMANCE MANAGEMENT IN REAL TIME
2 “NGMN Recommendation on SON and O&M Requirements”, December 5th, 2008 -PERFORMANCE MANAGEMENT IN REAL TIME
3 "Self-Optimizing Networks - The Benefits of SON in LTE”,  4G Americas, July 2011 - SELF‐TUNING X2 INDEPENDENT ALGORITHMS

4 ITU-T Recommendations E.800
5 ITU-T Recommendations E.801
6 GB 917 SLA Management Handbook Volume 2 Concepts and Principles Release 2.5
7 3GPP TR 32.831 V1.0.0 , “Study on Alignment of 3GPP Performance Management and TM Forum Interface Program (TIP) Performance Management (Release 10)”
2.3 Terminology & Conventions

2.3.1 Conventions  
2.3.2 Definitions 
2.3.3 Abbreviations
3 Gap Analysis on existing previous work (when applicable)
Problem statement 

We first have to consider that main problems arise not in managing single technologies, but the collection of data coming from several element with different vendors, different technologies, and …

A  gap analysis in this context  has to keep into account the existence of this constraint as  currently several SDOs have already addressed this problem .

What has to be considered before doing this gap analysis is to define exactly the scenario and use cases that aims to cover our problem statement.

 For instance: doc  3GPP TR 32.831 V1.0.0 , “Study on Alignment of 3GPP Performance Management and TM Forum Interface Program (TIP) Performance Management (Release 10)”  [7] provides consistent and aligned PM and PM interfaces in 3GPP and TMF. 

It:
•
identifies similarities and differences of the PM capabilities in 3GPP and TMF TIP PM BA;

•
proposes enhancements to 3GPP PM solutions for converged networks and to satisfy TMF TIP PM BA requirements;

•
identifies any required changes in the 3GPP specifications;

•
identifies any required changes in the TMF specifications (to be communicated to TMF).

Backwards compatibility of the PM IRP should be maintained as much as possible by re-using existing specifications to the maximum extent.

The counter collected by each of the Network Elements (NE) and the definition of those are NE specific and there is no intention to harmonize those.

However KPIs with a network view should be explored.

4 Scenarios/Use Cases  (note: depending on the subtask we may have only scenario or use cases or both)
<For each use case introduce a table like the following one  clearly identifying each entry to allow cross traceability on Requirements>

The following scenarios are applicable under the following general condition:

as various technologies have developed over time, the monitoring of the performance of services provided over a network has to evolve accordingly. End-to-end performance indicators are getting more and more important for the converged network where cohexist 3G, 4G,  copper and optical networks. These use case covers both the wireline and the wireless domain and future as well as  existing technologies.
	Identifier:  

 
	Use Case Id: PM-UC1

	Originating Process :
	  Actor role: 
Performance Management system  has to collect data and  succeed in identifying the origin to correctly address the compliancy with agreed  SL.



	Precondition(s) and Dependencies: 
PM is able to collect data campagns



	Scenario description:  

We need to cover either network performance and application/service performance and be able to distinguish where problems arise, independentely from vendor or technology. What is needed is to have an E2E performance management solution.



	The resulting requirements / capabilities:



	Justification (Business benefits/Impact if not Implemented):

It is critical to identify the real source of the problem that causes lack of performance to ensure quick solution and prevention from SLA failures.


	Miscellaneous Comments / Useful hints:



	Required timeline (link to roadmap) / Priority:


	Requirement Owner / 
Date (MM-DD-YYYY):


	Identifier:

 
	Use Case Id: PM-UC2

	Originating Process :
	  Actor role: Element Management – systems can schedule a measurement job in order to collect measurement result data to be sent to network performance analysis, for instance to perform KPI calculation.

	Precondition(s) and Dependencies: 
EMS is started and connected to all managed NEs.

	Scenario description:  

Measurement jobs are defined for performance data collection, which  are executed in the NEs.  Measurement job administration consists of the following actions: 

· Create/delete a measurement. EMS shall support the creation of measurement job, specifying a measurement object class or a list of measurement object classes, measurement period and measurement type. ;

· Modify a measurement, i.e. modification of parameter measured objects, collection period, schedule parameters and etc.;



	The resulting requirements / capabilities:

Measurement job administration

	Justification (Business benefits/Impact if not Implemented):

It is necessary to provide accurate, (nearly) real time, accurate performance measurement of NE to ensure  SLA compliance.


	Miscellaneous Comments / Useful hints:



	Required timeline (link to roadmap) / Priority:


	Requirement Owner / 
Date (MM-DD-YYYY):


	Identifier:

 
	Use Case Id: PM-UC3

	Originating Process :
	  Actor role: 

1. Element Management – system can provide performance data of the network elements (see PMUC2) 
2. Network Management– system containing network topology information can get the performance data of the network or of  the network elements from the interface periodically or when scheduled.

	Precondition(s) and Dependencies: 
EMS and NMS  are started and connected.

	Scenario description:  

Any performance evaluation of network behavior will require performance data collected and recorded by its NESs. The performance data collected and related reports are generated for each scheduled measurement job. Performance data available on the interface of the NE can be transferred from the network to NMS in two ways:

· Directly from NEs to NMS

· From NE to  EMS and then to NMS by EMS Northbound Interface 
The performance data shall be  forwarded to with a standardized output format.

In order to ensure the Integrity of the performance data, measurement results shall be stored in NEs or EMS for a period of time and can be retrieved when required.

	The resulting requirements / capabilities:

Network Performance data transmission and storage

	Justification (Business benefits/Impact if not Implemented):

Today NMS cannot easily get performance data from NE. Converged network performance indicator can not be obtained


	Miscellaneous Comments / Useful hints:



	Required timeline (link to roadmap) / Priority:


	Requirement Owner / 
Date (MM-DD-YYYY):


	Identifier:

 
	Use Case Id: PM-UC4

	Originating Process :
	  Actor role: 

Element Management –and network management systems should allow creation of thresholds for one or more performance measurement instances, so that Performance Alarms can be generated according to it.

	Precondition(s) and Dependencies: 
EMS started and connected to all managed NEs.

	Scenario description:  

To be able to monitor the health of the converged network, significant performance measurement must be paid more attention to. Operators can set the measurement thresholds and define the characteristics of related performance alarm. Crossing or reaching of thresholds shall result in the emission of a performance alarm. The thresholds definition shall allow the operators to assign up to four different severity levels (critical, major, minor, warning). Operators have the responsibility to ensure that threshold values are defined appropriately in order to detect performance degradations before they become service affecting.

	The resulting requirements / capabilities:

Performance data monitoring

	Justification (Business benefits/Impact if not Implemented):

Potential fault of converged network has to be known as soon as possible before it impacts the service.


	Miscellaneous Comments / Useful hints:



	Required timeline (link to roadmap) / Priority:


	Requirement Owner / 
Date (MM-DD-YYYY):


5 Requirements
5.1 High Level Functional Requirements

<For each requirement  introduce a table like the following one  clearly identifying each entry to allow cross traceability with Use Cases >

	Identifier: 
	Rel. Use case id : 
	Priority:

	Title : 


	Description:  



	Rationale:  




5.2 General Requirements 

<For each requirement  introduce a table like the following one  clearly identifying each entry to allow cross traceability with Use Cases >

	Identifier: 
	Rel. Use case id : 
	Priority:

	Title : 


	Description:  



	Rationale:  




5.3 Other …

<For each requirement  introduce a table like the following one  clearly identifying each entry to allow cross traceability with Use Cases >

	Identifier: 
	Rel. Use case id : 
	Priority:

	Title : 


	Description:  



	Rationale:  




6 <Subtask Name> detailed  information (note: in this case is the proposed structure of the PM subtask)
6.1 Key Indicators
6.2 Prioritization (e.g. priorities table, list, etc…) 

6.3 Vendor Constraints

6.4 <Other if/where applicable>

7 Conclusions/Recommendations 

