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1. Introduction
This paper proposes some 3G HNB requirements to be included into 25.467. Most of the proposed requirements has already been discussed in RAN3 for LTE HNB and included into an unofficial RAN3 TR.
2. Discussion
Some high level O&M requirements for 3G HNBs seem to be missing in the current specifications. RAN3 has discussed and included on some high level LTE HNB management requirements in TR R3.020. Here we basically propose to add the same or similar requirements to 3G HNB management.
In addition to the LTE HNB requirements we propose a requirement on multi vendor support and that after initial configuration O&M system is informed about new data available in the HNB rather than HNB sending the data on its own. By this, the HNB will inform HMS that some information is logged, e.g. an alarm record. The message does not contain the data. In this way the message becomes short but it allows the HNB to alert HMS that critical information has been logged. The HMS can decide whether to retrieve the record immediately. The information handling capability of the HNB becomes simple, allowing cheaper implementation.

Moreover, besides for minor rephrasing, we propose that HNB can check for new or modified software or configuration, which is common device management functionality rather than O&M informing the HNB.  A function where O&M system informs about modified/new software or configuration is a complex implementation for OAM because it needs to track the large population of HNBs and if they have received the update message or not.
3. Proposal

We propose that RAN3 and SA5 discus and agree to include the text proposal below in TS 25.467.

4. Text proposal for TS 25.467
6
Requirements for O&M

6.1
O&M for  HNB

The following 3G HNB management requirements apply:

1.
One unique identifier for the HNB in the operator’s network is required to support access control, network registration and etc.
2.
HNB manager shall have full multi vendor support, i.e. vendor specific or operator specific information shall not be considered.
3.
The involvement of operator staff at initial configuration of the HNB shall be minimized, i.e. automatic initial configuration of the HNB shall be performed.
4.
The HNB shall not have to maintain a permanent connection to the O&M system, and vice versa.

5.
For initial configuration, the HNB shall be the initiator of the connection towards the O&M system. HNB initiation is necessary for the download of the initial configuration data and software. Whether the HNB or the O&M system initiates the initial download over established connection is FFS. The HNB shall send its location at initial configuration, which is used for HNB GW selection. 

6.
After initiation phase, it is assumed that the HNB can check for new software/configuration or over available connection or whenever connection becomes available.  It is FFS whether, the HNB shall initiate the download process as soon as possible or HNB can ignore the information. 

7.
After initiation phase, the HNB shall not send information to the O&M system, but the HNB shall inform the O&M system that information, e.g. fault events (alarm information) and performance data, are available for analysis/upload for the O&M system.

6.1.1
Provisioning Procedure for HNB


[image: image1.emf]HNB

Security 

Gateway

HMS HNB GW

1. Establish Secure tunnel 

2. Location verification, HNB GW discovery,

HNB Provisioning using TR-069

3. Reliable Transport setup (SCTP)

4. HNB Registration procedure commences


Figure 6.1.1-1. Provisioning procedure for HNB.

1.
A secure tunnel is established from the HNB to the Security gateway.

2.
Location verification shall be performed by the HMS based on information sent by the HNB (e.g. macro neighbour cell scans, global navigational satellite system type of information etc.). HMS determines the serving elements and provides the HNB GW, HMS and Security Gateway to the HNB. The HMS also provisions configuration parameters to the HNB only after successful location verification in the HMS.

Note: 
Steps 3 & 4 are shown only for completeness. Security Gateway and HMS are shown to highlight the general architecture. 

Note:
In the event information required for verifying location are not available (for example, no macro neighbour cells, no GNSS, no DSL line ID etc. available), HNB GW discovery may be based on specific operator and/or regulatory policies.
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