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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

3GPP SA5 has agreed to accept Self-Organising Networks (SON) in studying LTE&SAE OAM architecture, and 3GPP RAN has agreed to study UMTS home NodeB  and LTE home NodeB.

For SON, it is expected that UE, NodeB, OAM system (both Element Management System (EMS) and Network Management System (NMS) in LTE/UMTS system are involved in supporting SON as listed below:

1)
Interface between NMS and EMS

2)
Interface between 2 EMSs

3)
Interface between EMS and NodeB

4)
Interface between 2 NodeBs

5)
Interface between UE and NodeB.

For both LTE and UMTS home NodeB, SON is expected to be necessary because:

1)
Number of home NodeB can be very big.

2)
Subscriber may switch on and off home NodeB frequently.

3)
Operator may not be able to access home NodeB physically as it is located in subscriber’s place.

1
Scope

The present document intends to study the following: 

1.
Define SON OAM solution architecture for both LTE and UMTS home NodeB.

2.
Identify differences between SON OAM solution architecture for LTE Marco eNodeB and that for LTE and UMTS home NodeB; Propose aligned SON OAM solution architecture.

3.
Identify what can be standardized for SON for LTE and UMTS NodeB in 3GPP SA5.

4.
Prepare the work for a later implementation work item.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 32.101: Principles and high level requirements.
[3]
3GPP TS 32.102: Architecture.
[4]
3GPP TS 32.300: Configuration Management (CM); Name convention for Managed Objects
[5]
NGMN White Paper Version 3.0
3
Definitions, symbols and abbreviations

3.1
Definitions

EM
Element Manager
3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

DM
Domain Manager

FFS
For Further Study

IP
Internet Protocol

LTE
Long Term Evolution

MME
Mobile Management Entity

NGMN
Next Generation Mobile Networks

PnP

Plug and Play
SAE
System Architecture Evolution

SON

Self-Organising Networks
TBD
To Be Discussed

UMTS
Universal Mobile Telecommunications System

UTRAN
UMTS Radio Access Network

4

Working assumption
This contribution is based on such assumptions as shown in figure 1 below:

1. mobile network is All-IP network

2. Home NodeB connects with mobile OAM network via secured link over internet.

3. Firewall on mobile OAM network side is mandatory, while firewall on home network side is optional.

4. Home NodeB Element Manager (EM) is within mobile OAM network, i.e. behind the firewall.

5. Addressing Server is within mobile OAM network, which assigns unique identity for Home NodeB in mobile OAM network, and helps Home NodeB to find EMS for Home NodeB.
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Figure 1 Mobile Network Architecture with Home NodeB

5
OAM Hierarchy of Home NodeB

As shown below, Home NodeB connects with EMS for Home NodeB via secured internet. Special requirements are listed as below:

1. It is mandatory to secure connection between EMS for Home NodeB and Home NodeB.

2. Addressing Server shall be used to assigns unique identity for Home NodeB in OAM network, and help Home NodeB to find EMS for Home NodeB.

3. Interface between EMS for Home NodeB and EMS for other network elements (e.g. MME) is necessary.
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Figure 2 OAM Hierarchy for Home NodeB

6
OAM Requirements of Home NodeB

6.1
Special features of Home NodeB
Comparing with Macro NodeB, Home NodeB is of the features from OAM aspect as follows:

	Home NodeB Features From OAM Aspect
	Home NodeB

	Number of NE
	Fewer cells per NodeB

A greater number of NodeB

	Served subscriber
	Fewer served subscribers per NodeB

A great number of total subscribers

	Coverage
	Smaller coverage per NodeB

	Availability
	On and off much more frequently

	Daily OAM
	Operator may not daily OAM Home NodeB as it is in subscribers’ private place.


6.2
Self-Organizing Networks requirements

Self-Organizing Networks (SON) related OAM requirements are as follows (refer to [5] for details):

1. Self-Installation & Self-Configuration 
2. Self-Optimization

3. Self-Test

4. Self-Healing

As shown in the table below, each SON related OAM requirement needs be supported by one or more OAM methods.

	OAM Methods
	Self-Installation  & Self-Configuration 
	Self-Optimization


	Self-Test


	Self-Healing



	Configuration Management
	X
	X
	
	X

	Performance Management
	
	X
	
	X

	Fault Management
	
	X
	
	X

	Security Management
	X
	X
	X
	X

	Trace Management
	
	X
	
	X

	Test Management
	
	
	X
	X

	
	
	
	
	


6.3
Configuration Management
6.3.1
Installation
TBD

6.3.2
Optimization

TBD

6.3.3
Operation and Maintenance

TBD
6.3.4
Configuration Data

TBD
6.4
Performance Management
6.4.1
Performance Management method

TBD
6.4.2
Performance Data (KPI & counter)

TBD
6.5
Fault Management
6.5.1
Fault Management Method

TBD
6.5.2
Alarm Information

TBD
6.6
Security Management
TBD
6.7
Trace Management
TBD
6.8
Test Management
TBD
6.9
Subscription Management

TBD
6.10
Differences of OAM Requirements between Home NodeB and Macro NodeB

Differences of OAM Requirements between Home NodeB and other Network Elements are shown in the table below (FFS):
	OAM Requirements
	Macro NodeB
	Home NodeB

	Configuration Management
	PnP feature is preferred.
	PnP feature is necessary as subscriber can’t have knowledge to configure home eNodeB.

	Performance Management
	A large number of KPI/PI is necessary as it affects more subscribers.

KPI/PI forwarding is necessary to evaluate the network performance in shorter granularity period.


	A large number of KPI/PI is not necessary as it affects only few subscribers.

KPI/PI forwarding should be avoided as number of home eNodeB can be very big.

	Fault Management
	Alarm forwarding is necessary to resolve network problem in shorter time as it may affect a great number of subscribers.
	Alarm forwarding should be avoided as number of home eNodeB can be very big.

But alarm information is still necessary for fault location.

	Security Management
	Link between Home NodeB and correspongding OAM networks may be secured.
	Link between Home NodeB and correspongding OAM networks shall be secured.

	Trace Management
	It is necessary as agreed.
	Necessity needs be further studied.

	Test Management
	Self-test is preferred.
	It is necessary for home eNodeB to perform self-test.


7
Further Standardization actions

TBD
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