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1. Background:

For MCData file distribution, SA4 has recommended, in the conclusion of the TR 26.881 Forward Error Correction (FEC) for Mission Critical Services:

1)
to reuse the technology in TS 26.346 for AL-FEC defined for the MBMS download delivery method, making use of Raptor FEC over the FLUTE delivery protocol,

2)
for the few UEs for which losses were too important to be recovered by FEC, to couple the usage of FEC with a file repair procedure, where UEs can request the missing chunks of file delivered by MBMS,

3)
to implement the 2 previous points by reusing directly the MBMS download delivery method which has been precisely specified for the purpose of file distribution over MBMS. The MBMS download delivery method is available by the xMB/MBMS API interfaces.


SA6 has considered the usage of xMB for MCData file distribution within the TR 23.792 Study on MBMS APIs for Mission Critical Services, and has identified several gaps in annex A.7, which could preclude the adoption of xMB.

SA4 recognizes that xMB requires enhancements to facilitate its reuse for mission critical services, and the work item MCData File Distribution support over xMB (Acronym MC_xMB) have been accepted at SA4 level. Its description is attached to the LS.
3. Actions:

To 3GPP SA WG6:
ACTION: SA4 kindly asks SA6 to take this information into account and to communicate any required changes.
4. Date of Next TSG-WG4 Meetings:

TSG SA WG4 Meeting 100

15-19 October 2018


Kochi, India
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19-23 November 2018


Busan, South Korea
