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1. Introduction
For MCData file distribution over MBMS, SA4 recommended, in the conclusion of the TR 26.881 Forward Error Correction (FEC) for Mission Critical Services [1]: 
1)	to reuse the technology in TS 26.346 for AL-FEC defined for the MBMS download delivery method, making use of Raptor FEC over the FLUTE delivery protocol,
2)	for the few UEs for which losses were too important to be recovered by FEC, to couple the usage of FEC with a file repair procedure, where UEs can request the missing chunks of file delivered by MBMS,
3)	to implement the 2 previous points by reusing directly the MBMS download delivery method which has been precisely specified for the purpose of file distribution over MBMS. The MBMS download delivery method is available by the xMB/MBMS API interfaces.
Following those recommendations, SA6 has considered the usage of xMB for MCData file distribution within the TR 23.792 Study on MBMS APIs for Mission Critical Services [2].
However several gaps could preclude the adoption of xMB/MBMS API for MCData file distribution as detailed below.

2. QOS management
xMB has been designed to facilitate the usage of MBMS delivery methods to content providers, and to mask the complexity of MBMS bearer establishment.
Therefore, QoS parameters (QCI, ARP…) are not exposed within xMB. They are instead statically defined by a SLA between the operator and the content provider.
On the contrary, with MB2, the QoS parameters are fully managed by the mission critical application servers with the QoS Information AVP (TS 29.468 [3]).
Mission critical solution providers need to control precisely the allocation of network ressources, in particular the priority level for pre-emption (ARP), which is not possible with xMB.
3. Geographical area
As mentioned in clause A.7.1.2 of TR 23.792 [2]: 
When activating a MBMS Bearer over xMB, the content provider includes a target geographical area within the session creation request. The geographical Area contains a list of strings. The content of each string item is left to the business agreement between the content provider and the operator. The BM-SC derives the target MBMS service area and/or cell-id from the geographical area. For mission critical services, the geographical area syntax and semantic would need to be more specified so that the GCS-AS can control exactly the coverage of its MBMS bearers.
Geographical area semantic in xMB could be aligned with MB2-C AvP, for mission critical services.
4. File repair and other file delivery parameters
File repair parameters are not exposed over xMB. In particular, content providers cannot set the duration of the file repair window, which is decided by the BM-SC alone. Consequently, content providers cannot determine when the file delivery can be considered achieved. In a mission critical context, the MCData AS may require to reduce the duration of the file repair window, to speed up delivery of urgent contents.
Similarly, FEC percentage, number of file repetitions cannot be control currently over xMB.
Mission critical service solutions may host their own file server towards which file repair requests could be performed. However, xMB does not allow to specify the file repair server location.
All those points could be handled by an xMB extension for mission critical services.
5. MBMS suspension notification
If an MBMS bearer is suspended within a specific area, for instance because it has been preempted, TS 23.280 [4] specifies a procedure (10.7.3.8	MBMS suspension notification)..
In this procedure, the MC server communicates to the MC clients the TMGI of the bearer to be monitored, and the MC client reports to the MC server if the MBMS bearer has been suspended. Thus, the MC server can know exactly the current MBMS bearer coverage
Such mechanism cannot be supported with xMB, as xMB does not expose the TMGI allocated when creating the MBMS session. 
6. Proposition
Given the points mentioned above, the current version of xMB need to be extended to facilitate its usage for mission critical services.
It is proposed:
· To extend xMB for mission critical services.
· To liaise with SA6, to declare that SA4 identified that xMB requires enhancements for mission critical services and will to work on such xMB extension, in particular for MCData file distribution.
· Any SA6 suggestions or requirements will be welcomed.
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