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8
Conclusions

During the study on MBMS usage for IoT applications, multiple solutions have been provided for simplified procedures and protocols to address the software update for IoT devices using MBMS User Services.

· Different use cases where the network wants to deliver the software update to IoT devices have been identified.

· An analysis on IoT device capabilities has been performed. IoT devices having constrained resources (e.g. battery, computing, memory, storage) are then classified into two categories for MBMS reception: Low-end and High-end.

· A simplified profile for MBMS file download delivery method has been defined. The subsequent simplified procedures for this profile (e.g. file repair, reception report, service announcement) have been also specified.

Instead of using HTTP, CoAP is used for message exchange between IoT devices and server (e.g. file repair and reception report messages). As per the evaluation and comparison of binary data formats (e.g. EXI, ASN.1, Protobuf) in section 7.4, it is recommended to use ASN.1 PER as basis binary format for IoT applications using MBMS User Services. As a result, the following messages and procedures could use the ASN.1 PER definition if necessary:

· FDT instance;

· Reception report message format for both RAck-IoT and StaR-only reportType;
· Fields and attributes in the SDP embedded in the service announcement;
· Service announcement using embedded mode.

Depending on the complexity and requirements, a solution for High-end category profile could use either XML or ASN.1 PER. A solution for Low-end category profile uses only ASN.1 PER for data format. In addition, the fields and attributes in the FDT instance and SDP could be embedded in the service announcement if more stringent resource constrains are required for Low-end category profile.
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