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	First Change


7.7
Solution for reception report procedures

This solution addresses the recommended requirements in section 4.1.2. There are 4 reportType defined in 3GPP TS 26.346, Table 7.7-1 shows the supported reportType for IoT devices.
	reportType
	IoT profiles

	Rack-IoT
	Yes (NOTE 1)

	StaR
	No (NOTE 2)

	StaR-all
	No (NOTE 2)

	StaR-only
	Yes (NOTE 2)


Table 7.7-1: supported reportType for IoT devices

NOTE 1: reportType Rack-IoT is an extension of Rack (defined in 3GPP TS 26.346) in order to fullfil the requirements for IoT. According to 3GPP TS 26.346 clause 9.4.3, "The samplePercentage attribute is optional and behaviour shall default to 100 (%) when it is not present. The samplePercentage attribute may be used with StaR, StaR-only and StaR-all, but shall not be used with RAck". For IoT devices, this samplePercentage attribute can be useful to save battery consumption in the device for non-critical software delivery. For critical software delivery, this attribute shall be set to 100. 
NOTE 2: StaR-only can be useful for IoT while other statistical report variants are not necessary.

Table 7.7-1 show the fields that could be contained in the reception report message for RAck-IoT reportType.
Table 7.7-1: Fields contained in binary reception report message for RAck-IoT reportType
	Field name
	Presence (Mandatory/Optional)

	IoT ID (NOTE 1)
	M

	Location type (NOTE 2)
	O

	Number of files (NOTE 3)
	M

	Status of the file (NOTE 4)
	M

	ID of the file (NOTE 5)
	M



NOTE 1: IoT ID can be either clientID or deviceID.

NOTE 2: The locationType attribute in the reception report is used for reschedule file download delivery when a certain number of devices failed to receive the delivered files. For example, locationType is set to '0' for CGI, '1' for ECGI and '2' for MBMS SAI. The other values are reserved.

NOTE 3: A maximum of 255 files delivered in a single FLUTE session could be sufficient since multiple FLUTE sessions are possible.

NOTE 4: The status value addresses the recommended requirement where the 3GPP system supports a mechanism to acknowledge a successful reception and action required (e.g. successful file update). For example, the status value is set to '0' for "not received", '1' for "acknowledged", '2' for "acknowledged with successful action". Other values are reserved.

NOTE 5: ID of the file can be either fileURI, fileMD5 or File-Etag.
An example of ASN.1 PER definition for reception report message for RAck-IoT type is depicted as follows

-- ASN1START

MBMSIoT-ReceptionReport-Message-RAck-IoT ::=
SEQUENCE {


identifier





OCTET STRING (SIZE(1..255)),



fileReporting




SEQUENCE (SIZE(1..255)) OF ReceptionReport-File-RAck-IoT-IEs, 


locationType 




ENUMERATED{cgi, ecgi, sai, ...} OPTIONAL,

nonCriticalExtension


ReceptionReportMessage-RAck-IoT-Extension-IEs OPTIONAL

}
ReceptionReportMessage-RAck-IoT-Extension-IEs ::= SEQUENCE {


lateNonCriticalExtension

OCTET STRING OPTIONAL,


nonCriticalExtension


SEQUENCE {} OPTIONAL
}

ReceptionReport-File-RAck-IoT-IEs ::= SEQUENCE {


status 






ENUMERATED {notReceived, acknowledged, acknowledgedAndAction, ...},


identifier 





OCTET STRING (SIZE(1..255)),


nonCriticalExtension


ReceptionRepot-File-RAck-IoT-Extension-IEs
OPTIONAL

}
ReceptionRepot-File-RAck-IoT-Extension-IEs ::= SEQUENCE {


lateNonCriticalExtension

OCTET STRING OPTIONAL,


nonCriticalExtension


SEQUENCE {} OPTIONAL

}

-- ASN1STOP

NOTE 1: ASN.1 defines multiple character string types (e.g. BMPString, IA5String, GeneralString, GraphicString, NumericString, PrintableString, TeletexString, UniversalString, UTF8String, VideotexString, VisibleString, etc.). The encoding does not matter for Low-end IoT devices without user interface, OCTET STRING type can represent an identifier, a URL or URI.
NOTE 2: The string size is limited to 255 in order to occupy only 1 octet for the field description.
Table 7.7-2 show the fields that could be contained in the reception report message for StaR-only reportType. The fields are based on the clause 9.4.6 of 3GPP TS 26.346.
Table 7.7-2: Fields contained in binary reception report message for StaR-only reportType
	Field name
	Presence (Mandatory/Optional/No)

	QoE Metrics
	No

	receptionSuccess
	O

	sessionType
	O

	serviceId
	O

	clientId
	O

	deviceId
	O

	serviceURI
	O

	sessionStartTime
	O

	sessionStopTime
	O

	NOTE: QoE Metrics are not desirable for IoT applications.


An example of ASN.1 PER definition for reception report message for StaR-only type is depicted as follows

-- ASN1START

MBMSIoT-ReceptionReport-Message-StaR-Only ::=
SEQUENCE {


fileReporting




SEQUENCE (SIZE(1..255)) OF ReceptionReport-File-StaR-Only-IEs, 


sessionType





ENUMERATED{download, streaming} OPTIONAL,


serviceID





OCTET STRING (SIZE(1..255)) OPTIONAL,


clientID





OCTET STRING (SIZE(1..255)) OPTIONAL,

deviceID





OCTET STRING (SIZE(1..255)) OPTIONAL,

sessionID





OCTET STRING (SIZE(1..255)) OPTIONAL,


serviceURI





OCTET STRING (SIZE(1..255)) OPTIONAL,

nonCriticalExtension


ReceptionReportMessage-StaR-Only-Extension-IEs OPTIONAL

}
ReceptionReportMessage-StaR-Only-Extension-IEs ::= SEQUENCE {


lateNonCriticalExtension

OCTET STRING OPTIONAL,


nonCriticalExtension


SEQUENCE {} OPTIONAL

}
ReceptionReport-File-StaR-Only-IEs ::= SEQUENCE {


receptionSuccess 



BOOLEAN OPTIONAL,


contentMD5 





OCTET STRING (SIZE(32)) OPTIONAL,

receivedSymbolsForFailedBlocks
INTEGER (0..4294967295) OPTIONAL,

totalSymbolsForFailedBlocks

INTEGER (0..4294967295) OPTIONAL,

nonCriticalExtension


ReceptionRepot-File-StaR-Only-Extension-IEs
OPTIONAL

}
ReceptionRepot-File-StaR-Only-Extension-IEs ::= SEQUENCE {


lateNonCriticalExtension

OCTET STRING OPTIONAL,


nonCriticalExtension


SEQUENCE {} OPTIONAL

}
-- ASN1STOP

In 3GPP TS 26.346, reception report is sent in a single HTTP POST request carrying XML formatted metadata for each reported received content (file). However, IoT devices, especially low-end profile, might not have HTTP and TCP stacks. Figure 7.7-2 shows the solution for reception report using POST CoAP method. In this example, ID 42 for Content-Format is used to indicate an octet-stream data type.
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Figure 7.7-2: Example use of CoAP POST method to send reception report

NOTE: If the content carried in POST method is larger than the maximum CoAP message size preferred by the CoAP client and server, block-wise transfer as described in RFC 7959 can be applied.
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