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1. Introduction
In SA4#93, SA4 has initiated the FS_MBMS_IoT study item about the MBMS service layer profiles and optimizations to provide application services such as massive software updates for IoT devices which are significantly resource-constrainted (battery power, processing and storage). 

2. Reason for Change
This present document provides the solution for announcement on the newly scheduled download delivery sessions for critical data during wake-up periods. This present document updates the document S4-AHI767 presented during the telco on January 22nd 2018 with the following changes:
· Update the solution statement when the network inform the IoT UEs about the new schedule. The new wording is "the network will send a message to inform the IoT UEs about the new schedule when they are reachable" while the old wording is "the network will send a message to inform the IoT UEs about the new schedule when they wake up, but before returning to power saving mode". 

· Add the possible cases where the IoT devices are reachable for paging.

· Remove TAU in the figure 7.x-1 since the devices wake up due to expiration of TAU timer is not common for battery-constrained IoT applications.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 26.850.
* * * First Change * * * *

7.X
Solution for announcement with critical data delivery

This solution addresses the recommended requirement in section 4.3.2. The solution for service announcement when a critical software/firmware update is required is as follows: 

· When a new MBMS schedule containing a critical software/firmware update for IoT devices becomes available, the network will send a message to inform the IoT UEs about the new schedule when they are reachable;
· The network may schedule multiple delivery sessions where the time between two consecutive delivery sessions is considered as critical interval;
· The time interval from when a critical file delivery schedule is announced to when the first MBMS file delivery session as announced by that schedule will start can be shorter than the minimum PSM period of all IoT devices.
The IoT UEs using PSM and/or eDRX can be reachable in the following possible cases:

· In connected mode if the IoT UEs have just sent data to the network;

· In active state after PSM;

· In idle state and listen for paging (DRX or eDRX)

NOTE 1: Other possible cases where the IoT devices are reachable are out of scope of this study.
NOTE 2: The IoT UEs which do not use neither PSM nor eDRX follows the paging procedures as regular UEs.
NOTE 3: The details how the network pages the IoT devices are out of scope of this study.
Similar to the solution in section 7.x, a message to inform IoT UEs about a critical MBMS schedule can either

· Indicate the time at which service announcement based on SACH will be sent;

· Contain the service announcement including the Schedule Description.

Figure 7.X-1 shows an example when the IoT UE #1 wakes up and/or has available data to send to the network. Since the IoT UE #1 switches to Idle state when a new MBMS schedule is decided, the network pages the device and inform the UE about a newly scheduled download delivery session for critical data. The IoT UE #2 receives the announcement later when it wakes up to send data. Both IoT UE #1 and #2 wake up at the scheduled time (MBMS delivery schedule #1) to receive the software/firmware update from the network. The IoT UE #3 wakes up after the MBMS delivery schedule #1 is completed, it also receives the announcement from the network for the next download delivery session (MBMS delivery schedule #2). During the next wake up periods of IoT UE #1 or #2, the network does not inform about the download delivery session since they already received the software/firmware update. The process continues until all IoT devices receive a criticial software/firmware update and have appropriate action (e.g. successful update).
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Figure 7.X-1: Announcement for a critical download delivery session when the UE wake-up
* * * Next Change * * * *

