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The new Study Item on enhanced VoLTE performance (FS_eVoLP) was approved at SA#77 (Sept. 2017) - see SP-170615. The objectives of this feasibility study are to investigate:
1. Guidelines or requirements to ensure that MTSI clients send requests to adapt to robust modes of codec operation when necessary.  This study may require investigating performance results for different conditions and adaptation procedures.

2. Mechanisms to indicate at setup a terminal’s ability to send adaptation triggers (e.g. to adapt to the most robust codec mode).

3. Evaluate the impact of proprietary client implementations of Packet-Loss Concealment and Jitter Buffer Management (JBM) on having different Max PLR and potential mechanisms to indicate this to the network.
The present contribution is a follow-up of S4-170941. We focus on the second objective of FS_eVoLP and specifically we study feasible options to signal adaptation requests.
Proposed changes to TS 26.959 v0.1.0 are provided in Annex.


Annex: pCR to TS 26.959 v0.1.0
4
Overview

4.1
Introduction

4.2
UE-based and Network-based Architectures

4.2.1
Network-based Architecture

The network-based solution relies on the fact that the information on the negotiated codecs and configurations (or codec modes) for the session is available in the PCRF through its knowledge of the SDP that contains the negotiated session parameters. Based on such information, the PCRF can derive the relevant robustness parameter information (e.g., Maximum Packet Loss Rate) and signal this information to the eNB. The derivation of the robustness parameter information based on the negotiated codec modes can be performed subject to a standardized mapping rule, e.g., with an indication of packet loss rate for each codec mode and calculation of the Maximum Packet Loss Rate based on the negotiated codec modes. The network-based solution is depicted in Figure 4.1.

In this solution, the PCRF by default does not know the MTSI client adaptation behavior, and would therefore set the robustness parameter (e.g., Maximum Packet Loss Rate) based on the least robust codec mode among the negotiated codec configurations. If however the PCRF knows from the SDP that the MTSI client receiver supports adaptation to the most robust codec mode, i.e., that the UE will request the sender to change its encoder to a more robust mode when it detects packet losses, then the PCRF could set the robustness parameter based on the most robust codec mode, and thereby enabling a more optimized SRVCC handover performance. Such indication to the PCRF is enabled via the new SDP parameter ‘adapt’, see clause 7.2.1 for further details.
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Figure 4.1 Network-based solution to signal robustness information to eNB

4.2.2
UE-based Architecture

The UE-based solution relies on the fact that the information on the negotiated codecs and configurations (or codec modes) for the session is available in the UE through its knowledge of the SDP that contains the negotiated session parameters. Based on such information, the UE can derive the relevant robustness parameter (e.g., Maximum Packet Loss Rate) and signal this to the eNB. Such signaling from the UE to the eNB would have to be defined in the RAN, e.g., via use of RRC signaling to carry the robustness parameter information in TS 36.331 (the exact format of the signaling may be decided by RAN2). The derivation of the robustness parameter information based on the negotiated codec modes can be performed subject to a standardized mapping rule, e.g., with an indication of packet loss rate for each codec mode and calculation of the Maximum Packet Loss Rate based on the negotiated codec modes. The UE-based solution is depicted in Figure 4.2.

For the UE-based solution, one can observe that the UE (i.e., MTSI client) not only knows the negotiated codecs and configurations (or codec modes), but also the selected codec configuration or mode for the currently transmitted RTP stream, i.e., as determined via the outcome of the media adaptation in the UE. As such, the UE can determine the packet loss rate corresponding to the selected codec configuration and signal the relevant robustness parameter information (e.g., MaxPLR) to the eNB. Therefore, an indication at the SDP level via the ‘adapt’ parameter as described in Clause 7.2.1 is not necessary for the UE-based signaling solution, and an optimized SRVCC handover performance can be ensured without supporting the ‘adapt’ feature in the SDP and enforcing a particular adaptation behavior on the MTSI client in the UE. Moreover, depending on the change in the selected codec configuration or mode, the UE can dynamically update the eNB on the corresponding robustness parameter information, e.g., updated value for MaxPLR.
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Figure 4.2 UE-based solution to signal robustness information to eNB

4.2
Possible methods to signal (extended) adaptation requests
4.2.1
Preliminary: Support of adaptation in TS 26.114 vs. GSMA IR.92
The main clause dealing with adaptation in TS 26.114 is clause 10 and example adaptation algorithms for speech are provided in Annex C of TS 26.114. There are no mandatory adaptation mechanisms, however clause 10 provides some high-level guidelines (e.g. conservative use of adaptation).

TS 26.114 currently defines two methods to signal adaptation requests for speech:

· RTP CMR in the codec payload

· RTCP-APP

Note that additional mechanisms are available (e.g. ANBR for bitrate adaptation and ECN-triggered adaptation).

RTCP-APP is recommended for speech adaptation defined in clause 10.2.1 of TS 26.114 (including application-layer redundancy). However, it is also specified that AVPF shall be offered when offering to use RTCP-APP signaling.
GSMA IR.92 specifies that the RTP AVP profile must be used by the client and IMS network. Besides, entities must be able to ignore SDPCapNeg attributes and indicate the use of the RTP AVP profile when clients support both AVP and AVPF. With this minimum profile of MTSI, it is therefore not possible to use RTCP-APP. The primary uses of RTCP are voice quality monitoring and keep-alive functionality
4.2.2
Signal method 1: RTCP-APP
RTCP-APP signalling is defined in TS 26.114 clause 10. This method does not seem applicable with the current minimum profile defined in GSMA IR.92.
4.2.3
Signal method 2: RTP CMR using 'free' codepoints
RTP CMR for AMR and AMR-WB is specified in IETF RFC 4867. The 4-bit CMR code space is not fully used and allows to signal bit rate adaption requests for the 8 and 9 modes of AMR and AMR-WB, together with the NO_REQ code. Some CMR code points are left for future use.

RTP CMR for EVS is specified in Annex A of TS 26.445. In Compact mode, there is only a 3-bit CMR for EVS AMR-WB IO to signal 7 out 9 modes and a 'none' code equivalent to 'NO_REQ'. A CMR byte is defined for Header-full mode, with code points for operation mode / bit rate / coded bandwidth adaptations (EVS-NB, -WB, -SWB, and -FB and AMR-WB IO), together with specific requests for EVS CAM at different offsets and FEC indicators. There is also a specific code point for NO_REQ in the CMR byte. The code space in the CMR byte is sparse with many entries indicated as 'Not used' and some entries indicated as 'reserved'.
The existing code points for RTP CMR in AMR and AMR-WB can only be used for bit rate adaptation while RTP CMR for EVS is able to signal adaptation requests in terms of operation mode / bit rate / coded bandwidth / CAM mode adaptation. To be able to signal other types of requests, such as application-layer redundancy or frame aggregation, one has to rely on RTCP-APP, however this is not allowed in IR.92.

Assuming there is a specific new SDP parameter indicating 'eVoLP capability' in the terminal for interoperability with legacy terminals (e.g. a media level parameter below the 'm=audio' line in SDP), one may reuse 'free' CMR codepoints for AMR, AMR-WB and EVS.
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Figure 4.3 Packet structure with extended CMR (ext. CMR) by reusing 'free' code points.

Some indicative example of code point reuse for AMR, AMR-WB and EVS are provided in Table 4.1, 4.2, 4.3.
Table 4.1 Reusing 'free' code points for AMR.
	CMR code
	Extended AMR request

	9
	RED 2x4.75

	10
	RED 2x5.15

	11
	RED 2x5.9

	12
	Agg 2x4.75

	13
	Agg 2x5.15

	14
	Agg 2x5.9


Table 4.2 Reusing 'free' code points for AMR-WB.
	CMR code
	Extended AMR request

	9
	RED 2x6.6

	10
	RED 2x8.85

	11
	RED 2x12.65

	12
	Agg 2x6.6

	13
	Agg 2x8.85

	14
	Agg 2x12.65


Table 4.3 Reusing 'free' code points for EVS.
	CMR code
	Extended EVS request 

	111 0000
	RED 2x7.2-NB

	111 0001
	RED 2x8-NB

	111 0010
	RED 2x9.6-NB

	111 0011
	RED 2x13.2-NB

	111 0100
	RED 2x7.2-WB

	111 0101
	RED 2x8-WB

	111 0110
	RED 2x9.6-WB

	111 0111
	RED 2x13.2-WB

	111 1000
	RED 2x7.2-SWB

	111 1001
	RED 2x8-SWB

	111 1010
	RED 2x9.6-SWB

	111 1011
	RED 2x13.2-SWB

	111 1100
	RED 2x6.6-IO

	111 1101
	RED 2x8.85-IO

	111 1110
	RED 2x12.65-IO


4.2.4
Signal method 3: Padding
Assuming there is a specific new SDP parameter indicating 'eVoLP capability' in the terminal for interoperability with legacy terminals (e.g. a media level parameter below the 'm=audio' line in SDP), padding can be inserted at the end of the payload. The padding bit (P) in the RTP header may be set to 1, however this bit may also be kept to 0 to avoid impact on header compression.
Padding should be inserted following RFC 3550, where the last octet indicates the number of inserted bytes. The signalled request may be format as in RTCP-APP or as in extended CMR. In the latter case, care should be taken to avoid conflicts with the possible CMR in the payload header.
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Figure 4.4 Packet structure with extended request with padding bytes.

4.2.5
Signal method 4: RTP header extension
Assuming there is a specific new SDP parameter indicating 'eVoLP capability' in the terminal for interoperability with legacy terminals (e.g. a media level parameter below the 'm=audio' line in SDP), this capability parameter can be formatted according to RFC 8285 with the "rtp-hdrext" parameter. The padding bit (X) in the RTP header shall be set to 1,.
The signalled request may be format as in RTCP-APP or as in extended CMR. In the latter case, care should be taken to avoid conflicts with the possible CMR in the payload header.
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Figure 4.4 Packet structure with header extension.

Editor's Note: a similar approach seems to have already been discussed in SA4 (see S4-AHM041 from SA4 MTSI adhoc#2)
4.3
Considerations on the impact of packet loss on adaptation requests
When RTP CMR is used, the CMR field is carried in RTP packets, which are typically over UDP (in unacknowledged RLC mode in LTE), so in case of packet loss the CMR field might be lost. Some possible guidelines are provided below to ensure proper behavior in impaired conditions, assuming the existing RTP CMR method is used to signal adaptation requests:

· For AMR and AMR-WB, the CMR field is always present. Assuming an updated adaptation request has been sent in a given CMR (different from ‘NO_REQ’), the code point corresponding to the targeted operation should be used and repeated until the next udpate of the request, instead of the ‘CMR15’ code point. Alternatively, one may repeat a request several times until the request is executed or up to a given timeout.

· For EVS, assuming the default packetization mode is used, sending CMR may require temporarily switching from compact to header-full (at the expense of payload size). If the terminal, which has sent an adaptation request by CMR, has not received any RTP packets matching the request after a given timeout (e.g. 500 ms), it may resend a new CMR (potentially with an updated value). There may be other approaches, for instance, the terminal may just repeat the latest updated adaptation request, however this may require using header-full mode most of the time, especially if the adaptation frequency is high or if the target is to maximize the robustness of CMR transport. Here, it is important to recall that there is some potential padding penalty used for size collision avoidance of header-full mode, which may have an impact on efficiency.
Similar considerations apply for other ways to transport adaptation requests (e.g. RTCP-APP or other signals methods listed in Clause 4.2).
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