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Protocols
5.1
General

5.2
IMS-based system
5.2.1
System configuration
5.2.1.1
Introduction

In an IMS-based FLUS system, the FLUS control plane or F-C enables the configuration and selection of a FLUS sink for the reception of media streams delivered over the FLUS user plane or F-U during a FLUS session.

5.2.1.2
FLUS Sink Configuration and Selection

The means for discovery or configuration, and selection by the FLUS source of the FLUS sink depends on the location of the FLUS sink, as described below in sub-clauses 5.2.1.2.1 and 5.2.1.2.2. 

5.2.1.2.1
UE-based FLUS Sink

In this deployment scenario, the FLUS sink is a directly-targeted recipient of the media content streamed by the FLUS source, The FLUS source is expected to already know the identity of the FLUS sink, in the form of a SIP URI, which it will include in the Request-Line of the SIP INVITE message. There is no need for a separately-defined FLUS sink configuration and selection procedure in the delivery of the SIP INVITE from the source to the sink.

5.2.1.2.2 Network-based FLUS Sink

In this deployment scenario, the FLUS sink is a network ingest server which will perform post-processing of the media streams(s) uploaded from the FLUS source, for subsequent distribution to recipient UEs. It acts as a SIP Application Server (AS) in the IMS network architecture, and its identity shall be in the form of a "FLUS Factory URI" (or equivalently, "flus factory URI"), similar in concept and format to the Conference Factory URI as defined in TS 24.147 [XX].

The FLUS Source may be pre-provisioned with the flus factory URI of the FLUS sink. If so, it shall send the INVITE with the Request-Line-URI set to the value of that URI. If the flus factory URI is not pre-provisioned in the UE, the UE shall construct a default flus factory URI (similar to the procedures defined in TS 23.003 [YY], clause 13.10 regarding default conference factory URI construction) in either of the following formats:
a) "sip:flus@flus-factory.operator.com", when the UE of the FLUS source contains the ISIM application and assuming that its home network domain name is 'operator.com', or

b) "sip:flus@flus-factory.ims.mnc<MNC>.mcc<MCC>.3gppnetwork.org", when the UE of the FLUS source does not contain the ISIM application, and has a home network domain name of 'ims.mnc<MNC>.mcc<MCC>.3gppnetwork.org'. 
Such flus factory URI shall in turn be used by the S-CSCF to select the appropriate FLUS sink (AS) to which the INVITE message from the FLUS source is routed for IMS session establishment.
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FLUS Security
10.1
IMS-based FLUS

Security functionality for the IMS-based FLUS system shall be as defined in Clause 4.2B ("Security mechanisms") of the IMS call control Stage 3 specification, TS 24.229 [ZZ].  Security functionality for IMS are specified in the relevant 3GPP specifications at two levels: control plane and media plane. From the FLUS system perspective, it is described in clause 4.2.1 that the FLUS media/user plane contains both the media session establishment and the subsequent media data transmission functions. In other words, in an IMS-based FLUS system, both the IMS control and media plane security functionalities are combined in FLUS media and F-U as shown in Figure 4.2-2. From a logical standpoint, security functionality pertaining to session establishment procedures in the IMS-based FLUS system corresponds to IMS control plane security, which in turn consists of access- and core network related security functions. The former, on access security, is as defined in "Access-based security for IP services", TS 33.203 [XXX], while the core network security functionality is as defined in "Network Domain Security; IP network security", TS 33.210 [YYY]. Media data transmission in the IMS-based FLUS system corresponds to RTP transport of continuous media content, and its associated security functionality is as defined by "IMS media plane security", TS 33.328 [ZZZ].

10.2
Non-IMS-based FLUS
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