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1. Introduction
In SA4#93, SA4 has initiated the FS_MBMS_IoT study item about the MBMS service layer profiles and optimizations to provide application services such as massive software updates for IoT devices which are significantly resource-constrainted (battery power, processing and storage). 

2. Reason for Change
This present document provides add precisions to part 5
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 26.850.
* * * First Change * * * *

5
IoT device analysis

In IoT devices, there are two separate parts: connectivity and application. The connectivity part is responsible for the connectivity between the IoT device and the network (e.g. LTE modem) while the application part is used for a specific application/use case. Each part may have its own software/firmware/OS. The clause 5.1 specifies the classes of devices at the application, the clause 5.2 presents the device categories for LTE connectivity.
5.1 Classes of constrained devices

RFC 7228 [12] defines constrained devices as small devices with limited CPU, memory, and power resources. The devices are often used as sensors/actuators, smart objects, or smart devices. RFC 7228 [12] identifies 3 classes of constrained devices as in table 5.1-1 to provide rough indications of device capabilities.

	Name
	Data size (e.g. RAM)
	Code size (e.g. Flash)

	Class 0, C0
	<< 10 KiB
	<< 100 KiB

	Class 1, C1
	~ 10 KiB
	~ 100 KiB

	Class 2, C2
	~ 50 KiB
	~ 250 KiB


Table 5.1-1: Classes of constrained devices (KiB = 1024 bytes) [12]
NOTE:
RFC 7228 uses the term KiB and this term is only applied in the clause 5.1 of the present document.
The description of each class is extracted from RFC 7228 [12] as follows:
Class 0 devices are very constrained sensor-like motes. They are so severely constrained in memory and processing capabilities that most likely they will not have the resources required to communicate directly with the Internet in a secure manner (rare heroic, narrowly targeted implementation efforts notwithstanding). Class 0 devices will participate in Internet communications with the help of larger devices acting as proxies, gateways, or servers. Class 0 devices generally cannot be secured or managed comprehensively in the traditional sense. They will most likely be preconfigured (and will be reconfigured rarely, if at all) with a very small data set. For management purposes, they could answer keepalive signals and send on/off or basic health indications.

Class 1 devices are quite constrained in code space and processing capabilities, such that they cannot easily talk to other Internet nodes employing a full protocol stack such as using HTTP, Transport Layer Security (TLS), and related security protocols and XML-based data representations. However, they are capable enough to use a protocol stack specifically designed for constrained nodes (such as the Constrained Application Protocol (CoAP) over UDP) and participate in meaningful conversations without the help of a gateway node. In particular, they can provide support for the security functions required on a large network. Therefore, they can be integrated as fully developed peers into an IP network, but they need to be parsimonious with state memory, code space, and often power expenditure for protocol and application usage.

Class 2 devices are less constrained and fundamentally capable of supporting most of the same protocol stacks as used on notebooks or servers. However, even these devices can benefit from lightweight and energy-efficient protocols and from consuming less bandwidth. Furthermore, using fewer resources for networking leaves more resources available to applications. Thus, using the protocol stacks defined for more constrained devices on Class 2 devices might reduce development costs and increase the interoperability.

Constrained devices with capabilities significantly beyond Class 2 devices exist. They are less demanding from a standards development point of view as they can largely use existing protocols unchanged. The present document therefore does not make any attempt to define classes beyond Class 2. These devices can still be constrained by a limited energy supply.
5.2 3GPP device categories

3GPP TS 36.306 [5] defines categories for NB-IoT and MTC devices: Cat-NB1, Cat-NB2, Category M1, Category M2. 3GPP TS 36.306 clauses 4.1A and 4.1C specify uplink and downlink capability for MTC and NB-IoT categories, respectively. However, 3GPP TS 36.306 does not specify whether NB-IoT or MTC devices support certain MBMS operations and capabilities (e.g. XML parsing and processing). 
5.3
Device classification for MBMS IoT reception

The classification in clause 5.1 is applied for the application part while the 3GPP device categories is applied for the connectivity part. Depending on the application, use case, and device capabilities, multiple combinations from the classification in clause 5.1 and the 3GPP device categories are possible. For example, a smart water-metering device may use Cat-NB1 for the connectivity and Class 1 for the application with finite battery power. The MBMS client is between the applications and the connectivity functions. Classification and dimensioning provided by RFC 7228 [12] and by 3GPP TS 36.306 [5] can not be applied directly to the MBMS client. Consequently, 2 classification categories are here proposed for the MBMS reception point of view: low-end and high-end; depending on the application and/or use case. 

The low-end IoT category represents the devices with limited capabilities such as processing, memory, battery etc. The MBMS User Services for this category have to be simplified as much as possible to address a wide range of devices, applications, and use cases. For example, Class 1 devices do not recommend full XML processing [12]. 
The high-end IoT category represents the devices with moderate or good capabilities (e.g., smart endpoints, IoT gateways). This device category may have additional capabilities (e.g. XML parsing/processing) compared to the low-end IoT category.
The low-end IoT category may support a lightweight MBMS (e.g. no XML or binary XML). The high-end IoT category may support an MBMS profile without requirements for multimedia services (e.g. no RTP or DASH).
* * * Next Change * * * *

