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1. Introduction
In SA4#93, SA4 has initiated the FS_MBMS_IoT study item about the MBMS service layer profiles and optimizations to provide application services such as massive software updates for IoT devices which are significantly resource-constrainted (battery power, processing and storage). 

2. Reason for Change
This present document provides the initial inputs for the skeleton of TR 26.8xx
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 22.8xx.
* * * First Change * * * *

4
Use cases
3GPP TR 22.861 [6] identifies the use case families, traffic scenarios and potential requirements for massive IoT. However, the use case families in TR 22.861 do not address the data delivery from the network to a large amount of UEs. The following use cases present the data delivery using MBMS User Services with additional requirements compared to TR 22.861
4.1
Use case 1 - Periodic and/or planned data delivery
4.1.1
Description

This use case represents a periodic and/or planned file delivery to a large number of devices. Smart water-metering devices are installed in deep indoor and wake up once or twice a day to send the consumption reports to the water-metering network that is regularly extended. Based on growing amount of data, the system configuration is adjusted, requiring the delivery of small configuration updates to all metering devices. Moreover, the water-metering manufacturer regularly provides non-critical software updates. These small devices require a lifetime of approximate 15 years and hence are not be able to afford the costly MBMS operations (e.g. XML parsing and processing) for the software updates due to their very limited capabilities.
4.1.2
Requirements

The following requirements shall be considered:

- The 3GPP system shall support the reliable delivery and associated procedures to ensure data integrity.

- The 3GPP system shall support the report on successful delivery.

- The 3GPP system shall support eMBMS delivery mechanisms and procedures for devices with very limited capabilities (e.g. battery life of 15 years, binary processing, limited storage).  

- The 3GPP system shall support announcement mechanism to inform the scheduled delivery session to the devices that ensure to wake up to receive file delivery at the planned schedule.

4.2
Use case 2 – Unplanned delivery for non-critical data

4.2.1
Description

This use case represents the unplanned software/firmware update events to a large number of devices. A device manufacturer wants to distribute a non-critical software/firmware update after some bug fixes. The device requirements and constraints may be similar to the use case 1.
4.2.2
Requirements

In addition to the requirements in clause 4.1.2, the following additional requirements shall be considered:

- The 3GPP system shall support the announcement mechanism to schedule the delivery session and ensure that the devices wake up at the right moment.  

4.3
Use case 3 – Unplanned delivery for critical data

4.2.1
Description

This use case represents the unplanned critical data delivery to a large number of devices. A device manufacturer wants to distribute as soon as possible a critical software/firmware update due to major security risk. The device requirements and constraints may be similar to the use case 1.
4.2.2
Requirements

In addition to the requirements in clauses 4.1.2 and 4.2.2, the following additional requirements shall be considered:

- The 3GPP system shall support the announcement mechanism to schedule the delivery session and ensure that the vast majority of devices wake up at the planned schedule. The remaining devices in deep sleep mode may perform the data reception via other means (e.g. unicast) when they wake up.

- The 3GPP system shall support the acknowledgement of successful reception and action required (e.g. successful file update).    
* * * Next Change * * * *

5
IoT device analysis
5.1
Device categories
3GPP TS 36.306 [5] defines categories for NB-IoT and MTC devices: Cat-NB1, Cat-NB2, Category M1, Category M2. Tables 5.1-1 and 5.1-2 show the downlink and uplink capabilities of these categories.

	UE Category
	Maximum number of DL-SCH transport block bits received within a TTI
	Maximum number of bits of a DL-SCH transport block received within a TTI
	Total number of soft channel bits

	Category NB1
	680
	680
	2112

	Category NB2 
	2536
	2536
	6400

	Category M1
	1000
	1000
	25344

	Category M2
	4008
	4008
	73152


Table 5.1-1: Downlink physical layer parameter values for NB-IoT and MTC devices
	UE Category
	Maximum number of UL-SCH transport block bits transmitted within a TTI
	Maximum number of bits of an UL-SCH transport block transmitted within a TTI

	Category NB1
	1000
	1000

	Category NB2
	2536
	2536

	Category M1
	1000 or 2984
	1000 or 2984

	Category M2
	6968
	6968


Table 5.1-2: Up physical layer parameter values for NB-IoT and MTC devices
3GPP TS 36.306 [2] does not specify whether NB-IoT or MTC devices support certain MBMS operations and capabilities (e.g. XML parsing and processing).
In addition, Table 4.1A-4 of TS 36.306 specifies the maximum number of bits of a MCH transport block received within a TTI set by the field ue-CategoryDL for an MBMS capable UE capable of reception via MBSFN, neither NB-IoT nor MTC categories support data reception via MBSFN (Table 5.1-3). Hence, the Service Announcement over MBMS bearer using MBSFN is applicable to NB-IoT and MTC devices. 

	UE DL Category
	Maximum number of bits of a MCH transport block received within a TTI

	DL Category M1
	NA

	DL Category M2
	NA


Table 5.1-3: Maximum number of bits of a MCH transport block received within a TTI set by the field ue-CategoryDL for an MBMS capable UE capable of reception via MBSFN
5.2
Device classification for MBMS reception

The IoT devices may be classified into two major categories: low-end and high-end. 

The low-end category represents the devices with very limited capabilities such as processing, memory, battery etc. (e.g., sensors). This device category is not be able to afford certain costly operations (e.g. XML parsing/processing). The MBMS User Services for this category have to be simplified as much as possible to address a wide range of devices and applications. 

The high-end category may represent the devices with moderate or good capabilities (e.g., smart endpoints, IoT gateways). This device category must be able to support and afford the operations in low-end category while having additional capabilities (e.g. XML parsing/processing).

The detail profiling for each category are presented in clause 6.
* * * Next Change * * * *

6
MBMS profiles for NB-IoT device categories
3GPP TS 26.346 [2] defines different procedures, mechanism and protocols for MBMS User Services for the high-end UEs such as smartphones, tablets. MBMS User Services for massive file delivery to IoT devices shall not require all procedures and mechanisms specified in TS 26.346. The following table shows the high-level procedures and method for MBMS reception:

	 
	 
	Low-end
	High-end

	Service Announcement
	MBMS bearer
	
	

	
	Interactive Announcement Function
	
	

	
	Point-to-Point push bearer
	
	

	Associated delivery procedure
	File Repair
	
	

	
	Reception Report
	
	

	
	Consumption Report
	
	

	Delivery method
	Download 
	
	

	
	Streaming 
	
	

	
	Group communication
	
	


NOTE: The MBMS profiles identify the supported mechanisms and procedures for each device category.

* * * Next Change * * * *

