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5.4A
Procedures between Content Provider and BM-SC
5.4A.1 General
Editor’s Note: This section should contain a general introduction and some high level summary. The Section should also introduce the hierachiy of transactions.

Editor’s Note: The section should show the SCEF as one possible end-point of the control plane.
5.4A.2 Authentication / Authorization
The intention of the authentication procedure is to reliably identify both sides of the connumication channel. Based of the authentication information, the BM-SC checks for every transaction whether the authenticated content provider is authrozed to execute a procedure. As a result of the successful procedure, the BMSC provides an authorization token to the content provider. The authorization token must be provided for all subsequent transactions.
Editor’s Note: This section should contain the authentication procedure for the content provider and the BM-SC. Each content provider may have multiple ids to separate different interface users per content provider.
Editor’s Note: Security procedures are mandatory. They need review/elaboration by SA3

- Assume HTTPS (D)TLS to secure transport of both UPlane and CPlane

- Every transaction requires that peers are authenticated
 Editor’s Note: Authorization information can be queried from the BM-SC. There should be a separate entitlement query procedure
5.4A.3 Creation of a Service
A Service is a User Service. Each Service may contain multiple sequential sessions. 

The result of the service creation is the serviceID, serv iceClass, capability requiremnts and other information for a USBD. Initially, the User Service does not contain any delivery method entries. The delivery methods will be set during session creation.

Editor’s Note: This section should contain the procedure to create a Service. Each Service may contain multiple Sessions.
5.4A.4 Creation of Sessions

The procedure description should clearly separate between visible information for the content provider and BM-SC internal procedure.

Each session is time bound (i.e. has a start and stop time) and is associated with a target broadcast area (which can be used to derive the MBMS Service Area). The stop time may be absent in case of 24/7 sessions.
The MBMS Bearer is active between start and stop time independently whether the content provider is sending data. The BM-SC automatically terminates the MBMS bearer at stop time. The content provider may proactively terminate the session before the stop time.

The result of a session creation is all information for a delivery method plus information for session schedule fragment.

The content provider providers the media bitrate and reliability information and other information as input.

The content provider selects continuous push or on-request pull for contenmt ingestion for each session.

In case all file URLs and files are available, the content provider may provide all file Urls. In some cases, the Content Provider may add files later stage to the session using an update procedure.
In case of Live DASH with Continuous ingest, the MPD and Initialization segments shall be provided.

Once the session is created, all information for service announcement is available and the BM-SC is ready to start announcing the service. Usage of SACH (Annex L) is optional. Whether the BM-SC starts immediately service announcements or at a later stage if ffs.
The content provider may select, whether the MNO or the CP distributes service announcement (ffs). 

The session creation procedure may be divided into several transactions. 

5.4A.7 Modification of Sessions / Services 
<e.g. grow or shink the MBMS Service Area. Extend Session Duration, etc>
5.4A.8 Terminating ongoing Sessions

5.4A.11 Information Query 

Editor’s Note: This section should contain the procedure to query various information. Examples are reception reports and general service and session status information. Further, entitlement should allow the content provider to query authorization information.
5.4A.12 Event notification interface

Editor’s Note: the BM-SC may push event notifications to the content provider. Typically, the BM-SC uses the event notification information to provide urgent information to the content provider. The content provider needs to register for event reception from the BM-SC

