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[bookmark: _Toc462328276]5.4A	Procedures between Content Provider and BM-SC
5.4A.1 General
The interface between content provider and the BM-SC allows control plane and user plane procedures to take place. The Control plane procedures enable the content provider to provision and configure MBMS User Services while the User plane procedure allows the content provider to send content for a specific MBMS session to the BM-SC so that the BM-SC can deliver the content over the previously defined service area. 
The User Plane interface supports forwarding of HTTPS based content and (RTP)/UDP based content. 
The interface between content provider and the BMSC is RESTful and exposes a set of resource that are hierarchically organized as follow:
· MBMS Delivery Service defining the MBMS service profile. Associated configuration parameters are service identification, service class, announcement methods and needed UE capabilities
· MBMS Delivery Session defining what content is going to be distributed, how it is distributed and when. Associated parameters are therefore session identification, type, content, scheduling parameters, flute, file repair and reception reporting related parameters. One or several sessions can be attached to a User Service thus allowing in practise a user service having several delivery methods.
· MBMS Delivery Bearer specifying characteristics of the MBMS tunnel that will transport the data across the EPC from the BMSC down to the eNodeBs. Possible associated parameters are bearer identification, QoS and SAI mapping information. To be noted that one or several eMBMS bearers can be attached to a session, thus allowing the duplication of a data stream across several PLMNs.
The following HTTPS transactions shall be supported by the BMSC on this interface:
	Usage
	Command
	Answer

	Creating a new resource
	POST https://BaseURL/ResourceNames  HTTPS/1.1
Accept: (API version and type of returned media) application/3GPP.bmsc.api.v1.0 + json|xml
	HTTPS/1.1 201 OK
Date: Mon, 27 June 2016 10:39:43 GMT
Content-Type: application/3GPP.bmsc.api.v1.0 + json|XML; charset=utf8
Content-Length: Size
Allow: DELETE
Location: https://BaseURL/ResourceNames/{ID}
Body 
{“ID”:1, “URI”:BaseURL/ResourceNames/1}, or, 
<ResourceName ID=“1” URI=”BaseURL/ResourceNames/1”/>

	Creating a new resource with a predefined {ID} (forbidden)
	POST https://BaseURL/ResourceNames/{ID}  HTTPS/1.1
Accept:  (API version and type of returned media) application/3GPP.bmsc.api.v1.0 + json|xml
	HTTPS/1.1 404 (Not found) if {ID} does not exist
Date: Mon, 27 June 2016 10:39:43 GMT

	
	
	HTTPS 409 (conflict) if {ID} exists
Date: Mon, 27 June 2016 10:39:43 GMT

	Updating resource attributes
	PUT https://BaseURL/ResourceNames/{ID}/AttributePath HTTPS/1.1
Content-Type: application/3GPP.bmsc.api.v1.0 + json|XML; charset=utf8
Body: ResourceName’s attributes pointed by ‘AttributePath’, all collected in a XML or JSON
	HTTPS/1.1 200 OK
Date: Mon, 27 June 2016 10:39:43 GMT
Allow: GET, PUT

	
	
	HTTPS/1.1 404 (Not found) if {ID} does not exist
Date: Mon, 27 June 2016 10:39:43 GMT

	Updating a collection of resources
(forbidden)
	PUT https://BaseURL/ResourceNames/AttributePath HTTPS/1.1
Body: List of ResourceName’s attributes pointed by “AttributePath”, all collected in a XML or JSON 
	HTTPS/1.1 404 (Not found)
Date: Mon, 27 June 2016 10:39:43 GMT


	Retrieving a resource state attributes
	GET https://BaseURL/ResourceNames/{ID}/AttributePath HTTPS/1.1
Accept: (API version and type of returned media) application/3GPP.bmsc.api.v1.0 + json|xml
	HTTPS/1.1 200 OK
Date: Mon, 27 June 2016 10:39:43 GMT
Content-Type: application/3GPP.bmsc.api.v1.0 + json|XML; charset=utf8
Content-Length: Size
Allow:  GET, PUT
Body: 
a XML or JSON representation of the resource attributes embedded in the body of the answer

	
	
	HTTPS 404 (Not found) if {ID} does not exist or BaseURL is incorrect

	Retrieving the state of a collection of resources
	GET https://BaseURL/ResourceNames HTTPS/1.1
Accept:  (API version and type of returned media) application/3GPP.bmsc.api.v1.0 + json|xml
In order to specify a ranking criteria, the user can also specify a query in the URL: ?sortBy=”Name” & order=”Ascending”
	HTTPS/1.1 200 OK
Date: Mon, 27 June 2016 10:39:43 GMT
Content-Type: application/3GPP.bmsc.api.v1.0 + json|xml; charset=utf8
Content-Length: Size
Allow: GET
Body 
a XML or JSON representation of all resources URI attached to @BaseURL/ResourceNames embedded in the body of the answer and sorted accorded to the specified ranking criteria (if any).

	
	
	HTTPS 404 (Not found) if BaseURL/ResourceNames is incorrect

	Deleting a resource
	DELETE https://BaseURL/ResourceNames/{ID} HTTPS/1.1
	HTTPS/1.1 200 OK
Date: Mon, 27 June 2016 10:39:43 GMT

	
	
	HTTPS/1.1 404 (Not found) if {ID} does not exist or BaseURL is incorrect
Date: Mon, 27 June 2016 10:39:43 GMT



HTTPS POST and HTTPS DELETE are not idempotent. That is to say that executing twice the same command will not give the same result. In the former case, two resources with same default content will be created while in the latter the second or subsequent execution of the command will return a 404 error (Not found). 
HTTPS POST command does not provide any parameters to the BMSC, it triggers the creation and the initialization of the resource in the BMSC. Any subsequent GET, performed on the returned URI allows to retrieve default parameters as initialized by the BMSC.
HTTPS GET and HTTPS PUT shall be idempotent and give exactly the result whatever the number of times they are called.
5.4A.2 Authentication and Authorization
The Content Provider and the Mobile Network Operator have a business agreement in which authorisation and authentification data have been exchanged (eg, user id, password, role …). For security reason HTTPS protocol shall be used to allow secured exchange of authentification data using JWT (JSON Web Token) technology.
[image: C:\Users\guyotj.ENENSYS\Desktop\NN6 Contrib\eMBMS Authentication.png]
Figure 5.4A.2-1: Authorization
1. A secure HTTPS session is established between the Content Provider and the BM-SC.
2. The Content Provider send authentification information to the BM-SC that responds with a session token, using JSON Web Token. 
3. The BM-SC shall provide a token back to the content provider, which should be appended to every procedure.
5.4A.3 Creation of MBMS Delivery Services
The content provider creates a new MBMS Delivery Service. This procedure allows the service provider to define the following parameters for the MBMS Delivery Service:
· service name and service language
· service class
· needed UE capabilities 
It triggers the BMSC to to allocate a unique serviceID that is returned to the service provider for further reference in the acknowledgement message:
[image: ]
Figure 5.4A.3-1: Delivery Service Creation
1. The content provider establishes a new communication session or re-uses an existing session
2. The content provider wishes to create a new MBMS Delivery Service and sends a POST message with a URL that corresponds a MBMS Delivery Service resource. The Content Provider may append an authorization token.
3. The BM-SC creates a MBMS Delivery Service and acknowledges the MBMS Delivery Service creation with an HTTPS 200 (OK) that contains the service unique ID.
4. The content provider may want to modify some of the service level parameters (such as the needed UE capabilities to consume the service, the service name or the service language) and sends a HTTPS PUT containing the modified parameters. The BM-SC applies the requested modifications and returns a HTTPS 200 (OK) if the changes are all consistent.
5.4A.4 Creation of MBMS Delivery Sessions
This method allows a content provider to create an MBMS Delivery Session of a given type that can be attached to a previously created and configured MBMS Delivery Service. A MBMS Delivery Session typically defines:
· The MBMS Delivery Session schedule
· The MBMS Delivery Session content (URLs to resources fetched from external servers and cache control parameters in case of File Delivery or File Carousel Session, MPD and Initialisation Segment in case of a DASH session, media bitrate)
The available MBMS Session types are listed here below:
· DASH Session
· File Delivery Session
· Carousel Session
Several MBMS Delivery Sessions of different type can be attached to a single MBMS Delivery Service. It shall however be noted that a MBMS Delivery Service can not embed more than a single DASH session due to limitation in current MBMS service announcement structure.
[image: ]
Figure 5.4A.4-1: MBMS Delivery Session Creation
1. The content provider establishes a new communication session or re-uses an existing session
2. The Content provider wishes to create a new MBMS Delivery Session and sends a HTTPS POST command with an URL corresponding to a new MBMS Delivery Session creation. The Content provider may append an authorization token.
3. The BM-SC creates a MBMS Delivery Session and acknowledges the MBMS Delivery Session creation with an HTTPS 200 (OK) that contains the MBMS Delivery Session unique ID.
4. The content provider may want to modify some of the session level parameters (such as the session schedule, session content, session bitrate and FEC parameters) and sends a HTTPS PUT containing the modified parameters. The BM-SC applies the requested modifications and returns a HTTPS 200 (OK) if the changes are all consistent. If no start time is provided, the BMSC considers that the session shall starts immediately and if no stop time is specified in the PUT message, the BMSC assumes that the MBMS session duration is infinite. The bitrate specified in the PUT message shall correspond to the media bitrate. At this stage the content provider may also specify whether file repair procedures take place in case of packet losses at the receiver side. In addition, the content provider may also specify if it wants to receive Quality Of Experience (QoE) related data at the end of the session.
The content provider can define the content associated to the MBMS Delivery Session at the time the session is created as depicted in the sequence above. It shall however be noted that the content can be further modified after session creation or even after service activation (if the MBMS Session is not completed) by issuing additional HTTPS PUT commands containing the updated content list.
5.4A.4 Creation of MBMS Delivery Bearers
This method allows a content provider to create a MBMS Delivery Bearer that can be attached to a previously created and configured MBMS Delivery Session. Each MBMS Delivery Bearer defines main transport bearer parameters for the distribution of the media content attached to the parent MBMS Delivery Session, e.g:
· Quality of Service parameters (ARP, QCI). To be noted that GBR needs not be provided again as it is computed from the media bitrate set in the parent Delivery Session. 
· Distribution area. This could be a list of PLMN-ID along with their associated Service Area IDs.
Several MBMS Delivery Bearers can be attached to a single MBMS Delivery Session. In particular, when the BMSC covers a geographical area with several PLMNs, one MBMS Delivery Bearer per PLMN can be defined and can transport the same content throughout EPC nodes to the MBMS receivers.

[image: ]
Figure 5.4A.4-2: MBMS Delivery Bearer Creation
1. The content provider establishes a new communication session or re-uses an existing session
2. The Content provider wishes to create a new MBMS Delivery Bearer and sends a HTTPS POST command with an URL corresponding to a new MBMS Delivery Bearer creation. The Content provider may append an authorization token.
3. The BM-SC creates a MBMS Delivery Bearer and acknowledges the MBMS Delivery Bearer creation with an HTTPS 200 (OK) that contains the MBMS Delivery Bearer unique ID.
4. The content provider may want to modify some of the bearer level parameters (such as the bearer QoS and the distribution area) and sends a HTTPS PUT containing the modified parameters. The BMSC autonomously computes the GBR from the media bitrate in the parent MBMS Delivery Session by considering protocol and overheads. The BM-SC applies the requested modifications and returns a HTTPS 200 (OK) if the changes are all consistent. 

5.4A.5 Activation of the MBMS Delivery Service
This procedure allows the content provider to activate a defined MBMS Delivery Service once the overall service provisioning procedures are completed.
[image: ]
Figure 5.4A.7-1: Approving a configured delivery Session 

1. The content provider establishes a new communication session or re-uses an existing session
2. The Content Provider wants to activate a MBMS Delivery Service and sends a HTTPS PUT message with an URL pointing to the MBMS Delivery Service to activate. The Content provider may append an authorization token.
3. The BM-SC acknowledges the reception of the command with a HTTPS 200 (OK) if an instance of a MBMS Delivery Service corresponds to the given Service UID. The BM-SC creates the needed service announcement fragments for the activated MBMS Delivery Service.
4. The BM-SC announces the service, e.g. using the Service Announcement Channel (SACH)
5.4A.7 Modification of MBMS Delivery Services/Sessions/Bearers
Before activation of a service, all parameters can be modified. Once the service is active, only the following parameters can be changed:
· MBMS delivery session schedule (start, stop, reoccurence)
· MBMS delivery bearer ARP parameter 
· MBMS delivery bearer SAI list
· MBMS delivery session content (add, delete, modify content)
[bookmark: _GoBack]5.4A.8 Terminating MBMS Delivery Services/Sessions/Bearers
To terminate a service, either
· Deactivate the MBMS delivery service to keep all provisioned information, or
· Use the HTTPS DELETE method to remove any of the resources (bearer, session or service)
5.4A.11 Query Information for configured MBMS Delivery Services/Sessions/Bearers
To get information for any service, session of bearer, the corresponded REST GET message shall be sent.
For instance, to retreive the information of the session with id 20 of service of id 12, the following REST message shall be issue the BMSC: 
GET https://{HOSTNAME}/provisioning/userServices/12/sessions/20/configuration
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