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1 Introduction

At SA4#87 meeting, IQoE WI was agreed ([1]). OTT streaming service deployment model analysis and assumptions can refer to companion contribution [2]. In this contribution, gap analysis and potential solution are provided for QoE metric reporting mechanism.
2 QoE metrics support for managed OTT streaming
The QoE metric reporting feature can be configured by either OMA-DM or MPD, and the configuration includes:

- Activation/deactivation of the QoE feature

- QoE metric

- ReportingServer information
- ReportingInterval

- Other configurations, such as APN, Samplepercentage and etc.

In order to allow the QoE metrics of 3rd hosted streaming service collected by the MNO, the MNO needs to be able to configure QoE metrics to the DASH client.
2.1 Activation/Deactivation of QoE reporting
When the MNO is configured with OMA-DM server, DASH client is configured with OMA DM QoE MOs. by OMA-DM. When QoE reporting is triggered via the MPD or OMA DM QoE Management Object, the DASH client collects quality metrics according to the QoE configuration. Current OMA-DM approach allows the MNOs to collect QoE metrics of 3rd party hosted streaming service. No gap is identified.

When the MNO is not configured with OMA-DM server, MPD is one possible way to configure QoE metrics to DASH client. However, it requires the MNO to request 3rd party to configure QoE metrics in each MPD. The MNO has no knowledge of which streaming service hosted by any 3rd party in advance. The feasibility and scalability issues are big challenge to the MNO, so MPD approach is not feasible. A new approach is needed.

2.1.1 Possible Candidate Options
Option 1: DASH proxy approach

A PSS proxy located behind the P-GW is introduced into the MNO network. The PSS proxy is able to intercept HTTP: request message for MPD initiated by DASH client, it forwards HTTP: request message to 3rd party streaming server. The PSS proxy receives HTTP: response message including MPD. The PSS proxy modifies MPD with QoE metrics and forwards it to DASH client. The DASH client collects QoE metrics to the QoE server configured by the PSS proxy. 

Option 2: RAN network assisted approach

Trace Collection Entity (TCE) is specified in TS32.422 [3] for control and configuration of the Trace, Minimization of Drive Tests (MDT) and Radio Link Failure (RLF) reporting functionality. Considering the MNO expects the collected QoE metrics result to be used for network performance evaluation and problem identification purpose, enhancement of MDT mechanism is proposed here. 

The concept of MDT enhancement is depicted in figure 1. 
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Figure 1: MDT enhancement for supporting QoE reporting
The TCE uses MDT configuration method to configure the QoE metrics to the DASH client. There are 2 options for QoE reporting. Option a) is QoE metrics is collected by DASH client, and the DASH client uses QoE reporting protocol specified in TS26.247 and reports to the QoE server. Option b) is QoE metrics is collected by DASH client and reported to TCE via MDT procedure, the TCE then forwards the QoE results to QoE server.

Option 1 requires the PSS proxy to intercept all traffic from the UE, the high processing loading of PSS proxy used only for QoE configuration purpose needs more justification, it also doesn’t work for HTTPs based streaming service since the PSS proxy is unable to intercept HTTPs message, so option 1 is not recommended. Option 2 works for HTTPs encrypted streaming service and it is feasible. It is recommended to adopt this option.  However, it requires RAN co-ordination. It is proposed to ask RAN to work on this option.

2.2 QoE metrics collection within a certain geographic area
This scenario is to allow the MNO to collect QoE metrics of 3rd party hosted streaming service within a certain geographic area, the geographic area information is missing in current QoE metrics configuration. The format of geographic area could be one or more cell-IDs.It is proposed to add geographic area information into QoE metrics configuration.

2.3 QoE metrics collection of a streaming service of a specific 3rd party
This scenario is to allow the MNO to collect QoE metrics of a streaming service of a specific 3rd party, the streaming service identifier and/or the 3rd party identifier are missing in current QoE metrics configuration. The format of streaming service identifier and 3rd party identifier could be URL format.

It is proposed to add the streaming service identifier and/or the 3rd party identifier information into QoE metrics configuration.

3 Proposal

It is proposed to include section 2 into the Technical Report.
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