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1. Introduction
In last SA plenary there were a lot of debates on an MCPTT codec choice. Following issues wer discussed: performances in noisy environments, business model of a codec with a limited number of users. In order to ensure a good decision on this important issue, this contribution aims at highlighting the challenges of codec issues, with the view point of users and customers. We will remind the need and provide some important elements of operational and business context in order to enable a reasonable choice in SA4 about codecs for now and for the future.

2. Codec issues, point of view from users and critical communication operator
In MCPTT TS22.179 requirement [R-6.15.5-001] states:”The MCPTT UE shall support at least one mandatory 3GPP voice codec.”

This requirement is made to allow that MCPTT voice communication can be established by any user in any roaming situation, particularly prior to any particular contact or negociation between the two or more involved organizations. The roaming situation can of course happen between countries but also between different networks/MCPTT service providers (commercial or dedicated networks/servers owned by different users).

Besides this need for interoperability critical communication users are working in different situations. In some cases, but not all specific voice codecs are important to be able to communicate in very noisy environments. Some users never need this functionality.

Public safety world have used efficient codecs for a long time now. That is too say, if innovation can always bring added value, it can be considered that today users are happy with what they have and may not see reason to be forced to buy more expansive codecs.

As a consequence, considering the need for interoperability as well as the low need for codec improvement compared to what we already have, the introduction of a new codec in LTE for critical communications is to be considered really carefully.

In addition, a codec choice should fit the critical communications business context: small number of users compared to the mobile telephony market and very fragmented market with users having different need and able to buy the technology they need even if proprietary.

3. Recommendation
We recommend that SA4 chooses the MCPTT codec with enough quality (and the quality testing has to be considered in a critical communications way) but also according risks specific to this market. We propose a first list of risks to be taken care of:

1) Business risks: if the business model is not efficient enough for some users, or quality not well adapted they may not follow the standard such as we plan they will do.

2) Technical risks: impact on capacity, intelligibility, availability on any phone (some users will use a “normal” commercial phone to enter a critical communication voice communication), synergies with VoLTE.



Page: 1/1


Page: 2/2

