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Introduction

SA4 has been requested via the incoming LS statements from CT1 (C1-145032) and CT plenary (CP-141002) to provide guidance about WebRTC codec requirements. CT1 is documenting requirements for UEs supporting WebRTC in TS 24.371. This specification currently contains editor´s notes: "Media related requirements relating to specific codecs, if any, are within 3GPP SA4’s remit. Specifications to be referenced will be determined by SA4".

The present contribution aims to provide a short introduction to WebRTC, to discuss suitable codecs, and to give some recommendations related to codecs for WebRTC that can be used in a reply LS to CT1.
Introduction to WebRTC

Stage 1 requirements for the Support of WebRTC IMS Client access to IMS are provided in Clause 11 of TS 23.228 and the related architecture and stage 2 requirements are specified in Annex U of TS 24.228 from Rel-12 onwards.
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TS 24.228, Figure U.1.2-1: WebRTC IMS architecture and reference model

The subsequent discussions in this document focus on codecs to be used on the W3 interface on the access between the UE and the access point to the IMS 
TS 23.228 states: "Web Real-Time Communication (WebRTC) is specified in draft-ietf-rtcweb-overview, W3C WebRTC 1.0, and draft-ietf-rtcweb-use-cases-and-requirements. The support of WebRTC IMS client access to IMS significantly expands the pool of clients able to access IMS.

The WebRTC IMS client access to IMS feature provides a means by which an IMS operator can offer IMS services to a user running a compatible WebRTC-enabled web application in their WebRTC-enabled browser. The user will access the application from a web page offered either directly by the IMS operator or by a third party."
Likewise, TS 24.228 states: "A WebRTC IMS Client (WIC) is an application using the WebRTC extensions specified in WebRTC 1.0 and providing access to IMS by interoperating with the WebRTC IMS access architecture defined in this Annex."
A noteworthy point is that WebRTC relies on internet browser capabilities for codec support in UEs, as specified by W3C and IETF. Browser implementations are unlikely to take into account 3GPP specifications.
Even if the browser runs on a platform such as a mobile terminal that supports other codecs, it is in no way guaranteed that the browser has any access to those codecs. This depends on whether browser implementations offer suitable APIs, which seem not very widespread. 
Stage 1 demands "The 3GPP UE shall make available for use by the WebRTC IMS client the codecs whose support is mandatory for the access technology being used to access IMS services", but WebRTC clients are not always executed on 3GPP UEs.
On the other hand, although not in the focus of stage 1 and stage 2, WebRTC clients can also be implemented outside browsers, for instance via APPs in mobiles, or even be supported by an OS in the future. Such native implementations on mobile platforms are more likely to consider 3GPP requirements.
Stage 2 recognises the need for transcoding: "The IMS-AGW enhanced for WebRTC (eIMS-AGW) is a standard IMS-AGW with the following additional mandatory characteristics and functions: The eIMS-AGW may be used to perform any transcoding needed for audio and video codecs supported by the browser."
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TS 24.228, Figure U.1.5.4-1: Protocol architecture for Voice and Video

The operator can influence the selection of codecs among the supported codecs of the browser by the SDP codec negotiation used by WebRTC, or by the downloaded Javascript WebRTC application code executed within the browser.
Codecs selected by IETF

draft-ietf-rtcweb-overview-13 (Note: TS 24.371 still references the outdated version 12 of the draft without a reference to the new draft-ietf-rtcweb-video, but an update is to be expected) states in Clause 6:
"This document specifies a minimum baseline that will be supported by all implementations of this specification, and leaves further codecs to be included at the will of the implementor. WebRTC endpoints that support audio and/or video MUST implement the codecs and profiles required in [I-D.ietf-rtcweb-audio] and [I-D.ietf-rtcweb-video]."

Draft draft-ietf-rtcweb-audio states:
WebRTC clients are REQUIRED to implement the following audio codecs:

   o  Opus [RFC6716] with the payload format specified in

      [I-D.ietf-payload-rtp-opus].

   o  G.711 PCMA and PCMU with the payload format specified in section

      4.5.14 of [RFC3551].

   o  [RFC3389] comfort noise (CN).  Receivers MUST support RFC3389 CN

      for streams encoded with G.711 or any other supported codec that

      does not provide its own CN.  Since Opus provides its own CN

      mechanism, the use of RFC3389 CN with Opus is NOT RECOMMENDED.

      Use of DTX/CN by senders is OPTIONAL.

   o  The audio/telephone-event media format as specified in [RFC4733].
Draft draft-ietf-rtcweb-video states:

   WebRTC Browsers MUST implement the VP8 video codec as described in

   [RFC6386] and H.264 as described in [H264].

   "WebRTC-compatible endpoints" are free to implement any video codecs

   they see fit.  It is, of course, advisable to implement at

   least one of the video codecs that is mandated for WebRTC Browsers,

   and implementors are encouraged to do so.

   For the [H264] codec, endpoints MUST support the payload formats

   defined in [RFC6184].  In addition, they MUST support Constrained

   Baseline Profile Level 1.2, and they SHOULD support H.264 Constrained

   High Profile Level 1.3.

Further considerations regarding Codec selection:
It is desirable to avoid transcoding and use MTSI codecs, as specified in TS 26.114 and likely to be used in the core IMS and to be supported by native IMS clients, whenever possible. While no mandatory codecs are defined for the IMS core network, following old SA plenary guidance that "codecs are NOT part of Common IMS", the codecs of the MTSI application documented in TS 26.114 are in widespread use and have also been endorsed by GSMA in IR.92 and IR.94. The performance of these codecs has also been carefully evaluated by SA4. WebRTC client implementation should be encouraged to support them and offer them in the SDP codec negotiation (to the extend they comply to 3GPP specs). 
This issues have also been recognized by the GSMA whitepaper on WebRTC Codecs (written before IETF managed to agree on video codecs):

"If IETF is not able to select common MTI codecs for WebRTC and IMS, it is quite clear that the whole industry will suffer due to fragmentation of the market. If IETF sticks with the OPUS and G.711 as the only 2 MTI audio codecs, then transcoding is mandatory …
Recommendations:

1. The H.264 codec with at least the Constrained Baseline Profile (CBP) Level 1.2 as specified in GSMA IR.94 shall be supported.

2. The AMR and AMR-WB codecs as specified GSMA IR.92 shall be supported.

3. A low level API to H.264, AMR and AMR-WB shall be made available by the OEM platform, whether it is a platform specific API or an API modelled on OpenMax-AL [5] or, for example, MediaCodec API [16] in the case of Android.

4. WebRTC clients and services shall be able to access the above codecs and APIs."
In addition, the VP8 video codec raised special concerns at the CP and SA plenaries. From the SA plenary minutes: "Tdoc SP-140770 “Issue with WebRTC codec” from Qualcomm discusses an issue with WebRTC codec VP8. The TSG SA Chairman clarified that 3GPP specifications cannot add provisions or references to provisions which do not conform to the 3GPP Partners IPR Policies. The TSG SA Chairman will consult with the legal council of the Partners with regards to the specific case of VP8. In the meantime, 3GPP Working Groups are instructed not to do any work on VP8 until TSG SA review this situation in March 2015. Tdoc SP-140770 was noted."

Proposals:

WebRTC clients should preferably support MTSI codecs as specified in TS 26.114. The performance of these codecs has been carefully studied by SA4, and the need for costly and quality-degrading transcoding when interworking with the IMS core network and MTSI clients is avoided in that manner.

However, the widespread browser-based WebRTC clients are unlikely to comply with the above recommendation and a less preferred alternative is thus required that considers the codec selections in IETF WebRTC specifications. It is easily technically possible in such browser-based implementations (via the downloaded Javascript Webrtc application or SDP negotiation) to further restrict the used codecs, and SA4 can thus further select among the codecs selected in IETF specification. SA4 shall select codecs conformant with SA Plenary guidance. In addition, codecs also supported by MTSI should be preferred among those IETF-selected codecs. Further, non-MTSI IETF-selected codecs should only be applicable for the WebRTC access to IMS, but should not be added as MTSI codecs or used in the IMS core network.
Applying these principles leads to the following recommendations:

· WebRTC clients should support MTSI voice codecs as specifies in TS 26.114. As a last resort (for WebRTC browser implementation not able to comply with TS 26.114), such non TS 26-114 compliant WebRTC clients should comply with draft-ietf-rtcweb-audio  and from the codecs within the draft shall support PCM (which is also supported for MTSI fixed access) and should support OPUS as a more bandwidth-efficient alternative.
· WebRTC clients supporting video shall support MTSI video codecs as specified in TS 26.114. (The H.264 codec with Constrained Baseline Profile (CBP) Level 1.2 is the mandatory video codec in TS 26.114, and is also among the IETF-selected codecs.)
It is not desirable to document additional less preferred codecs (OPUS) only applicable as last resort for WebRTC access in MTSI TS 26.114. As it also unrealistic that SA4 provides a dedicated specification to document such less preferred alternatives for frozen Rel-12 and without a dedicated work item, it is recommended that SA4 only provides guidance about how to document in TS 24.371 to CT1, preferably only applicable references. A proposal for possible changes in TS 24.371 is contained in the Annex of this paper.
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ANNEX: Proposed changes to TS 24.371

5A
Data transport

5A.1
General

Data transport is the support of TCP, UDP and the means to securely set up connections between entities, as well as the functions for deciding when to send data: Congestion management, bandwidth estimation and so on.

5A.2
UE

A UE supporting WebRTC shall support the WebRTC device functionality as specified in draft-ietf-rtcweb-overview [xx] clause 4.
, with the exception of any functionality specified within draft-ietf-rtcweb-audio and draft-ietf-rtcweb-video (that are refrenced within the above draft).
Editor's note: This clause references draft-ietf-rtcweb-transports-06 which uses the terminology "WebRTC browser", "WebRTC endpoint" and "WebRTC device" for both ends of the transport. STUN and TURN introduce further "server" and "client" terminology that has to be allowed for.



5A.3
WWSF (WebRTC Web Server Function)

There are no data transport requirements for the WWSF.

NOTE:
Any application downloaded from the WWSF that requires data transport is expected to use it in accordance with WebRTC device support of data transport.

5A.4
eP-CSCF (P-CSCF enhanced for WebRTC)

The eP-CSCF and eIMS-AGW in conjunction shall support the WebRTC gateway functionality as specified in draft-ietf-rtcweb-overview [xx] clause 4 as modified by draft-alvestrand-rtcweb-gateways [yy], with the exception of any functionality specified within draft-ietf-rtcweb-audio and draft-ietf-rtcweb-video  (that are refrenced within the above drafts).


5B
Data framing and securing

5B.1
General

Data framing RTP and other data formats that serve as containers, and their functions for data confidentiality and integrity.

5B.2
UE

A UE supporting WebRTC shall support the WebRTC endpoint functionality as specified in draft-ietf-rtcweb-overview [xx] clause 5
 , with the exception of any functionality specified within draft-ietf-rtcweb-audio and draft-ietf-rtcweb-video  (that are refrenced within the above draft).

Editor's note: This clause references RFC 3550 which uses the terminology "RTP implementation" for both ends of the RTP. This clause references draft-ietf-rtcweb-rtp-usage which uses the terminology "WebRTC endpoint" for both ends of the RTP, but also uses other terms e.g. "RTP endpoint". 



5B.3
WWSF (WebRTC Web Server Function)

There are no data framing requirements for the WWSF.

NOTE:
Any application downloaded from the WWSF that requires data framing is expected to use it in accordance with WebRTC device support of data framing.

5B.4
eP-CSCF (P-CSCF enhanced for WebRTC)

The eP-CSCF and eIMS-AGW in conjunction shall support the WebRTC gateway functionality as specified in draft-ietf-rtcweb-overview [xx] clause 5 as modified by draft-alvestrand-rtcweb-gateways [yy] , with the exception of any functionality specified within draft-ietf-rtcweb-audio and draft-ietf-rtcweb-video  (that are refrenced within the above drafts).



5C
Data formats

5C.1
General

Data format is codec specifications, format specifications and functionality specifications for the data passed between systems. audio and video codecs, as well as formats for data and document sharing, belong in this category. 

5C.2
UE

A UE offering access to the IMS with a WebRTC non-browser shall support the voice codecs according to 3GPP TS 26.114 [xx].

A UE offering access to the IMS with a WebRTC browser should support the voice codecs according to 3GPP TS 26.114 [xx] and shall include them in the SDP offer if they are available to the browser.
NOTE:
A UE that is offering access to the IMS with a WebRTC browser and is not compliant with 3GPP TS 26.114 [xx] is likely to comply with draft-ietf-rtcweb-audio [vv].

A UE supporting WebRTC and video communication shall support the video codecs according to 3GPP TS 26.114 [xx].




5C.3
WWSF (WebRTC Web Server Function)

There are no data format requirements for the WWSF.

NOTE:
Any application downloaded from the WWSF that requires data formats is expected to use it in accordance with WebRTC device support of data formats.

5C.4
eP-CSCF (P-CSCF enhanced for WebRTC)

An eP-CSCF and eIMS-AGW supporting UEs offering access to the IMS with a WebRTC non-browser shall support the voice codecs according to 3GPP TS 26.114 [xx]. 

An eP-CSCF and eIMS-AGW supporting UEs offering access to the IMS with a WebRTC browser should support the voice codecs according to 3GPP TS 26.114 [xx] and draft-ietf-rtcweb-audio [vv].

An eP-CSCF and eIMS-AGW in conjunction supporting video communication shall support the video codecs according to 3GPP TS 26.114 [xx].

NOTE: It is expected that video transcoding is not required.

An eP-CSCF receiving and SDP offer from the IMS core network should retain the received codecs in the SDP offer it sends towards the UE to avoid transcoding.




5D
Connection management

5D.1
General

Connection management is setting up connections, agreeing on data formats, changing data formats during the duration of a call; SIP and Jingle/XMPP belong in this category.

5D.2
UE

A UE supporting WebRTC shall support the WebRTC browser or WebRTC device functionality as specified in draft-ietf-rtcweb-overview [xx] clause 7 
as appropriate, with the exception of any functionality specified within draft-ietf-rtcweb-audio and draft-ietf-rtcweb-video  (that are refrenced within the above draft).

Editor's note: This clause references draft-ietf-rtcweb-jsep which uses the terminology "browser". The terminology used here needs to be aligned to cater for these inconsistencies.



5D.3
WWSF (WebRTC Web Server Function)

There are no connection management requirements for the WWSF.

NOTE:
Any application downloaded from the WWSF that requires connection management is expected to use it in accordance with WebRTC device support of connection management.

5D.4
eP-CSCF (P-CSCF enhanced for WebRTC)

The eP-CSCF and eIMS-AGW in conjunction shall support the WebRTC gateway functionality as specified in draft-ietf-rtcweb-overview [xx] clause 7 as modified by draft-alvestrand-rtcweb-gateways [yy], with the exception of any functionality specified within draft-ietf-rtcweb-audio and draft-ietf-rtcweb-video  (that are refrenced within the above draft).



5E
Presentation and control

5E.1
General

Presentation and control is what needs to happen in order to ensure that interactions behave in a non-surprising manner.  This can include floor control, screen layout, voice activated image switching and other such functions - where part of the system require the cooperation between parties. 

5E.2
UE

A UE supporting WebRTC as a WebRTC browser shall support the WebRTC browser functionality as specified in draft-ietf-rtcweb-overview [xx] clause 8.

Editor's note: This clause only references APIs produced by W3C. 

5E.3
WWSF (WebRTC Web Server Function)

There are no presentation and control requirements for the WWSF.

NOTE:
Any application downloaded from the WWSF that requires presentation and control is expected to use it in accordance with WebRTC browser support of presentation and control.

5E.4
eP-CSCF (P-CSCF enhanced for WebRTC)

There are no presentation and control requirements for the eP-CSCF.

5F
Local system support functions

5F.1
General

Local system support functions is what needs to happen in order to ensure that interactions behave in a non-surprising manner. This can include floor control, screen layout, voice activated image switching and other such functions - where part of the system require the cooperation between parties.

5F.2
UE

A UE supporting WebRTC shall support the WebRTC device functionality as specified in draft-ietf-rtcweb-overview [xx] clause 9
 , with the exception of any functionality specified within draft-ietf-rtcweb-audio and draft-ietf-rtcweb-video  (that are referenced within the above draft).




5F.3
WWSF (WebRTC Web Server Function)

There are no local system support requirements for the WWSF.

NOTE:
Any application downloaded from the WWSF that requires local system support is expected to use it in accordance with WebRTC browser support of local system support.

5F.4
eP-CSCF (P-CSCF enhanced for WebRTC)

There are no local system support functions for the eP-CSCF.
�The referenced Clause says:





4.  Data transport





   Data transport refers to the sending and receiving of data over the


   network interfaces, the choice of network-layer addresses at each end


   of the communication, and the interaction with any intermediate


   entities that handle the data, but do not modify it (such as TURN


   relays).





   It includes necessary functions for congestion control: When not to


   send data.





   WebRTC endpoints MUST implement the transport protocols described in


   [I-D.ietf-rtcweb-transports].





The referenced  .ietf-rtcweb-transports references  draft-ietf-rtcweb-rtp-usage , which contains refrences to draft-ietf-rtcweb-audio and draft-ietf-rtcweb-video


�The referenced Clause says:





5.  Data framing and securing





   The format for media transport is RTP [RFC3550].  Implementation of


   SRTP [RFC3711] is REQUIRED for all implementations.





   The detailed considerations for usage of functions from RTP and SRTP


   are given in [I-D.ietf-rtcweb-rtp-usage].  The security


   considerations for the WebRTC use case are in


   [I-D.ietf-rtcweb-security], and the resulting security functions are


   described in [I-D.ietf-rtcweb-security-arch].





   Considerations for the transfer of data that is not in RTP format is


   described in [I-D.ietf-rtcweb-data-channel], and a supporting


   protocol for establishing individual data channels is described in


   [I-D.ietf-rtcweb-data-protocol].  WebRTC endpoints MUST implement


   these two specifications.





   WebRTC endpoints MUST implement [I-D.ietf-rtcweb-rtp-usage],


   [I-D.ietf-rtcweb-security], [I-D.ietf-rtcweb-security-arch], and the


   requirements they include.








The refrenced draft-ietf-rtcweb-rtp-usage contains refrences to draft-ietf-rtcweb-audio and draft-ietf-rtcweb-video


�The referenced Clause says:





6.  Data formats





   The intent of this specification is to allow each communications


   event to use the data formats that are best suited for that


   particular instance, where a format is supported by both sides of the


   connection.  However, a minimum standard is greatly helpful in order


   to ensure that communication can be achieved.  This document


   specifies a minimum baseline that will be supported by all


   implementations of this specification, and leaves further codecs to


   be included at the will of the implementor.





   WebRTC endpoints that support audio and/or video MUST implement the


   codecs and profiles required in [I-D.ietf-rtcweb-audio] and


   [I-D.ietf-rtcweb-video].


�The Clause says:





7.  Connection management





   The methods, mechanisms and requirements for setting up, negotiating


   and tearing down connections is a large subject, and one where it is


   desirable to have both interoperability and freedom to innovate.





   The following principles apply:





   1.  The WebRTC media negotiations will be capable of representing the


       same SDP offer/answer semantics that are used in SIP [RFC3264],


       in such a way that it is possible to build a signaling gateway


       between SIP and the WebRTC media negotiation.





   2.  It will be possible to gateway between legacy SIP devices that


       support ICE and appropriate RTP / SDP mechanisms, codecs and


       security mechanisms without using a media gateway.  A signaling


       gateway to convert between the signaling on the web side to the


       SIP signaling may be needed.





   3.  When a new codec is specified, and the SDP for the new codec is


       specified in the MMUSIC WG, no other standardization should be


       required for it to be possible to use that in the web browsers.


       Adding new codecs which might have new SDP parameters should not


       change the APIs between the browser and Javascript application.


       As soon as the browsers support the new codecs, old applications


       written before the codecs were specified should automatically be


       able to use the new codecs where appropriate with no changes to


       the JS applications.





   The particular choices made for WebRTC, and their implications for


   the API offered by a browser implementing WebRTC, are described in


   [I-D.ietf-rtcweb-jsep].





   WebRTC browsers MUST implement [I-D.ietf-rtcweb-jsep].





   WebRTC endpoints MUST implement the functions described in that


   document that relate to the network layer (for example Bundle, RTCP-


   mux and Trickle ICE), but do not need to support the API


   functionality described there.








The referenced  .ietf-rtcweb-jsep references  draft-ietf-rtcweb-rtp-usage , which contains refrences to draft-ietf-rtcweb-audio and draft-ietf-rtcweb-video


�The referenced Clause says: 9.  Local system support functions





   These are characterized by the fact that the quality of these


   functions strongly influence the user experience, but the exact


   algorithm does not need coordination.  In some cases (for instance


   echo cancellation, as described below), the overall system definition


   may need to specify that the overall system needs to have some


   characteristics for which these facilities are useful, without


   requiring them to be implemented a certain way.





   Local functions include echo cancellation, volume control, camera


   management including focus, zoom, pan/tilt controls (if available),


   and more.





   Certain parts of the system SHOULD conform to certain properties, for


   instance:


   o  Echo cancellation should be good enough to achieve the suppression


      of acoustical feedback loops below a perceptually noticeable


      level.





   o  Privacy concerns MUST be satisfied; for instance, if remote


      control of camera is offered, the APIs should be available to let


      the local participant figure out who's controlling the camera, and


      possibly decide to revoke the permission for camera usage.





   o  Automatic gain control, if present, should normalize a speaking


      voice into a reasonable dB range.





   The requirements on WebRTC systems with regard to audio processing


   are found in [I-D.ietf-rtcweb-audio]; the proposed API for control of


   local devices are found in [W3C.WD-mediacapture-streams-20120628].





   WebRTC endpoints MUST implement the processing functions in


   [I-D.ietf-rtcweb-audio].  (Together with the requirement inSection 6,


   this means that WebRTC endpoints MUST implement the whole document.)
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