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FIRST CHANGE: Add new text to clasue 5.6  on partial file delivery via FLUTE with pointer to Annex XX

5.6
3GP-DASH and MBMS

The 3GPP Dynamic Adaptive Streaming over HTTP (3GP-DASH) as defined in [98] specifies formats and methods that enable the delivery of streaming service(s) from standard HTTP servers to DASH client(s).  It involves the description of a collection of media segments and auxiliary metadata (all referenced by HTTP-URLs) through a Media Presentation Description (MPD).   In the case of real-time streaming services delivery of 3GP-DASH formatted contents over MBMS bearers, MPD@type (attribute ‘type’ of the MPD) shall be set to “Live”.  When MPD@minimumUpdatePeriod (attribute ‘minimumUpdatePeriod’ of the MPD) is present, then the UE should expect MPD updates to be sent inband with the media segments.

MBMS is designed to serve large receive groups with same content. The MBMS Download Delivery Method is designed to deliver an arbitrary number of objects via MBMS to a large receiver population. MBMS Download defines several methods to increase reliability such as FEC and file repair. The download delivery method allows the delivery of DASH segments and Media Presentation Descriptions as defined in [98]. Segment URIs are described using FLUTE. 

The network may announce the usage of MBMS download delivery method for providing the Media Segments for DASH through the MBMS User Service Description. In such an event,the MBMS User Service Description fragment shall include a mediaPresentationDescription element.  This element contains a reference to a Media Presentation Description metadata fragment as defined in [98].  Consequently, the UE can expect that the files provided with the MBMS download delivery method are formatted according to the 3GP file format for DynamicAdaptive Streaming over HTTP as specified in [32].  Furthermore, the Media Presentation Description fragment may contain reference(s) to Initialisation Segment Description fragment(s) as defined in [98].
The DASH client may indicate to the MBMS download receiver, acting as a UE-based DASH server, its willingness to receive an incomplete portion of the nominally requested content, in case the entire content is not available at the server.  That nominally requested content may be an entire DASH Media Segment, or a portion thereof.  (Informative) Annex XX provides implementation guidelines on the use of the HTTP 1.1 protocol for such incomplete content request/delivery.
For HTTP streaming, QoE reporting on MBMS level can be activated as described in section 8.3.2.1 or 8.3.2.2, and QoE reporting shall in such case be done as specified in section 8.4. The Network Resource, Loss of Objects, and Distribution of Symbol Count Underrun for Failed Blocks QoE metrics are relevant to 3GP-DASH over MBMS.

QoE reporting can also be activated on DASH level as specified in 3GP-DASH [98], section 10 or Annex F, and reporting shall in such case be done according to 3GP-DASH [98].
END FIRST CHANGE
SECOND CHANGE: Add new sub-clause 7.2A on partial file delivery via FLUTE with pointer to Annex XX
7.2A
HTTP Delivery to DASH Client of Incomplete Content
In DASH over MBMS download delivery, the DASH client may wish to simply obtain a portion of the content available at the MBMS download receiver, instead on nothing, should the entirety of the requested content not be available at the server.  Annex XX provides guidelines, associated with a possible implementation architecture, on the use of the HTTP/1.1 protocol (RFC 2616 [18]) to fulfill such incomplete content request/response between the DASH client and the MBMS download receiver, the latter acting as a local DASH server.
END FIRST CHANGE
SECOND CHANGE: Add new informative Annex XX on partial file delivery from FLUTE receiver to DASH client
Annex XX (informative):
Download Delivery Method: Partial File Delivery from MBMS Receiver to DASH Client
XX.1 
Introduction
This Annex provides implementation guidelines for the use of the HTTP protocol for the delivery of an incomplete or partially recovered file by the FLUTE receiver, to a client application capable of consuming such partial content.  The application of concern in this Annex is the DASH client, with the FLUTE receiver acting as a UE-based DASH server.  Each file object delivered over FLUTE corresponds to a DASH Segment.
The method described in this Annex assumes and is specific to the following implementation model:

· An MBMS download delivery service receiver which acts as a content server;

· A client application that receives content from the download delivery service receiver;

· Use of the HTTP protocol by the client to request, and the server to deliver, an incomplete file relative to the resource referenced by the HTTP-URL and any associated byte ranges;

· Absence of any proxy cache(s) residing between the client and server functions.

XX.2 
Overall Mechanism of Incomplete File Delivery
 Taking into account the assumptions in Annex XX.1, delivery of a whole or partially recovered file from the MBMS download delivery service receiver (or simply ‘server’) to the client application (or simply ‘client’) may be performed using HTTP/1.1 request and response messages (RFC 2616 [18]).  In this case, the client uses the normal GET or partial GET message to request delivery of the target file, in whole or in part(s), from the server.  Consequently, the server delivers in the response message body the content data in fulfillment of the client’s request, if possible.  The client may express its intent for content acquisition from the server as one of two types:

a)  the client may indicate to the server that it wishes to either obtain a subset of the file in the form of a single byte range or multiple byte ranges, or the entire file, but does not wish to be delivered a subset of the requested content in the response, or

b) the client may indicate to the server that it is willing to accept, in the response, a subset of the requested content, represented as one or more pairs of byte ranges, each pair being identical in value, and that value differs from and does not overlap the range of any other pair.

Signaling of the different client intentions should make appropriate use of the “Range” header field [18] in the request message.  For type (a), the client request should be either a normal GET, or a partial GET containing a single or multiple byte range, in which case, the server should either deliver exactly the same content as requested, or nothing, in the response message.  For type (b), the client request should be a partial GET which includes at least one pair of identically-valued byte ranges, and may include additional pairs of ranges whose values are duplicates within the pair, but are unique and non-overlapping with any other pair.  In the case of the type (b) request, the server may return the entirety of the requested content, a portion thereof in the form of one or more byte ranges, or nothing.  In the case the server returns a subset of a particular requested range, that subset may comprise one or more ranges, as indicated by the Range header associated with the ‘206 Partial Content’ status code.  These are described in more detail in Annex XX.3 and XX.4.
XX.3 
Client Request
Depending on the type of MBMS service and nature of the content, the client is assumed to have knowledge of the corresponding file URI (e.g. from the Schedule Description metadata fragment of the USD, the MPD, a Web page associated with the MBMS service, etc.).  Identification of byte range(s) to be retrieved will employ the Range header field, by appropriate coding of the “byte-range-spec”, defined in [18] as ‘first-byte-pos “=” [last-byte-pos]’.

·  For a type (a) request, the client will identify the target file resource by its HTTP-URL in the normal GET or partial GET request.  In the case of partial GET, the client will include either a single byte-range or multiple ranges to identify the desired sequence(s) of bytes within the resource.
· For a type (b) request, if the client’s request is for the entire file, it should set byte-range-spec to either the value ‘bytes=0-,0-’, or ‘bytes=0-Z,0-Z’, if it knows Z to be the length of the file.  If the client is requesting a byte range A-B of the file, it will set byte-range-spec to the value ‘bytes=A-B,A-B’.  If the client is requesting the byte ranges A-B, E-F and X-Z of the file, it will set byte-range-spec to the value ‘bytes=A-B,A-B,E-F,E-F,X-Z,X-Z’.  
As an example, assume that the target file correspond to a DASH Segment identified by the following HTTP-URL: http://www.example.com/Period-2012-11-05T08-45-00/rep-xyz12345/seg-777.mp4, and is 1.5 MB in size.  If the client wishes to obtain bytes 101000 through 800000 of this file, and is willing to accept a subset of that block delivered as one or more ranges, it would include the following lines in the HTTP GET request:
GET
/Period-2012-11-05T08-45-00/rep-xyz12345/seg-777.mp4
HTTP/1.1

Host: www.example.com

Range: bytes=101000-800000,101000-800000
XX.4 
Server Response
The server response will depend on the type of client request:
 Type (a):
· If the server receives via normal GET a request for an entire file, then depending on the availability at the server, it should return to the client either the entire file, or nothing with an appropriate HTTP status code, typically 404.

· If the server receives via partial GET a request for a single byte range (which could be for either a portion of or the entire file), then depending on the availability at the server, it should return to the client either the entire byte range or nothing with an appropriate HTTP status code, typically 404.

· If the server receives via partial GET a request for multiple byte ranges (the union of which could represent either a portion of or the entire file), then depending on the availability at the server, it should return to the client either the entire byte ranges, or nothing with an appropriate HTTP status code, typically 404.

Type (b):
· If the server receives via partial GET a request listing exactly two byte ranges with the same value, then depending on the availability at the server, it should return either the entirety of the requested content, a portion thereof in the form of one or more byte ranges, or nothing with an appropriate HTTP status code, typically 404.
· If the server receives via partial GET a request listing multiple pairs of byte ranges, each pair being identical in value, but for which the values are unique and non-overlapping across pairs, then depending on the availability at the server, it should return either the entirety of the requested content, a portion thereof for each range in the form of one or more byte ranges, or nothing with an appropriate HTTP status code, typically 404.
Assuming the same client request example in Annex XX.3, in which the client requests bytes 101000-800000, and include this range twice in the request.  Further assume the server has available only bytes 101000-200000, 300000-400000 and 600000-800000 when receiving the request.  In its response message associated with the status code ‘206 Partial Content’, the corresponding subsets of the requested content would be placed in the entity body of the response, with the Range header encoded as follows:


Range: bytes=101000-200000,300000-400000,600000-800000
END SECOND CHANGE
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