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1
Introduction 

3GPP DASH (Dynamic and Adaptive HTTP Streaming) inherits a set of transport PSS (Packet Switch Streaming) requirement in clause 5.4 of TS 22.233 ‎[1] that include QoS handling.
After LS exchange with SA2 and CT3 Working groups, agreement was reached at SA4#65 and documented in S4-110776 ‎[2]. Here is a summary of the agreed way forward:
1- Create an informative mapping of MPD attributes to QoS parameters.

2- Ask CT3 to introduce the QoS mapping rules in the AF and  PCRF (TS 29.213 ‎[3])
3- Include objectives on DASH QoS handling in a study item targeting Rel-11.

The present document discusses the importance of QoS handling for DASH and proposes both mapping rules and study item objectives.

2
QoS handling of DASH
DASH Client adaptation is based on the assumption that the client is able to observe a given bandwidth over the link when receiving segments and then derive a prediction of future available bandwidth when requesting future segments. Based on such prediction, the client will request the highest possible bitrate offered in the MPD that is compatible with the observed bandwidth.
In an “ideal” system where the bandwidth is stable and the client-server link is not shared, assuming a reasonable implementation, client based adaptation should give pretty good results without need for QoS handling. However, one can wonder how the DASH clients behave in a real 3GPP system (e.g. in an LTE cell) when sharing the available bandwidth with other users and how QoS handling can play a role. 
DASH doesn’t specify the DASH client adaptation behavior. Hence it is difficult to predict client behavior in one’s network. Given this, a network operator can only assume the worst case of client behavior and introduce safeguard mechanisms by means of QoS controlled bearers for these clients. This is a first motivation for the introduction of DASH QoS handling.
The publication “An Experimental Evaluation of Rate-Adaptation Algorithms in Adaptive Streaming over HTTP” ‎[4] gives some results for 3 commercial  HTTP streaming clients. One important observation is that when “two competing Smooth Streaming players indicate that the rate-adaptation logic is not able to avoid oscillations, and it does not aim to reduce unfairness in bandwidth sharing”. This behavior has also been observed in internal studies for certain type of adaptation schemes. There is no reason that such results observed on HTTP streaming type of client can not be observed with DASH clients. One can not assume that DASH client behavior will be fair. It is extremely important that DASH clients do not – depending on their implementation - eat up all available bandwidth and create unfairness against other DASH users. These results also motivate the use of QoS controlled bearers to both contain and protect DASH users.
3
Proposed DASH QoS mapping

The required mapping functions are as specified in TS 29.213 ‎[3] (clause 6.1)

· The AF maps the application specific information into the appropriate AVPs that are carried over the Rx interface. In our DASH assumptions, the AF has access to the MPD (and its updates) and can perform such mapping.
· The PCRF maps the AVPs received over the Rx interface into IP QoS parameters: Authorized QoS Class Identifier (QCI), Allocation and Retention Priority (ARP), and Authorized Maximum/Guaranteed Data Rate UL/DL.
· The other mapping functions located at PCEF, BBERF, and UE are implementation dependent.
The relevant AVPs are the ones enabling the PCRF to establish bearers with correct characteristics for DASH users and for which a derivation can be made from the MPD. The AVPs are defined in TS 29.214 ‎[6]:

· AF-Application-Identifier: allows to signal the DASH based application hence giving the opportunity to enforce operator’s policy specifically for DASH users.

· Max-Requested-Bandwidth-DL: allows to signal the maximum bearer bitrate to accommodate the maximum aggregated media rate signaled in the MPD. Note that this value should in general be higher than the average rate indicated in the MPD to cater for VBR content with high peak-to-average ratio. The value should typically depend on whether the MPD indicates a live or an on-demand service.
· Max-Requested-Bandwidth-UL: allows to signal the bandwidth required to perform the segment requests.
No AVP are currently defined to signal a requested minimum bandwidth in UL/DL. However the MPD allows to derive a minimum rate at which the network could maximize capacity and still guarantee the DASH service. We propose that SA4 requests the definition of such AVP.
· Min-Requested-Bandwidth-DL: allows to signal the minimum bearer bitrate to accommodate the minimum aggregated media rate signaled in the MPD.

· Min-Requested-Bandwidth-UL: allows to signal the minimum bearer bitrate to accommodate the highest HTTP GET uplink rate (e.g. based on segment size)

The PCRF can then map AVPs received over the Rx interface into IP QoS parameters. Note that in order to do so, it is also required that the Flow-Description AVP (i.e. IP addresses and ports) is received together with the bandwidth information:

· Maximum Authorized Data Rate DL (Max_DR_DL) 
· Based on the Max-Requested-Bandwidth-DL and operator policies

· Authorized Guaranteed Data Rate DL (Gua_DR_DL) and UL (Gua_DR_UL) 
· Based on a newly defined Min-Requested-Bandwidth-DL/UL and operator policies

· Authorized QoS Class Identifier [QCI]
· In case a GBR is defined: 4
· In case no GBR is defined: 6, 7, 8 or 9
· Note: The QCI values are defined in clause 6.1.7.2 of TS 23.203 ‎[5].

· ARP
· Operator’s specific

4
Going further
Setting QoS bearers for DASH should provide safe guards for deployments. However, it would be beneficial to define an informative DASH client reference adaptation that provides good enough performances and ensures fairness when sharing the resources. It would also be interesting as part of a study item to evaluate the different QoS bearer settings above to tune in the mapping rules. We propose that these 2 objectives be added to a Study Item on DASH for Rel-11.

5. Distilled Proposal

5.0
LS to CT3, cc:SA2 to tell them about:

5.1
Following AVPs are relevant for DASH (or TCP):

- AF-Application-Identifier
- Max-Requested-Bandwidth-DL
- Max-Requested-Bandwidth-UL
SA4 requests the definition of such AVP.

· Min-Requested-Bandwidth-DL
· Min-Requested-Bandwidth-UL

SA4 thinks that the PCRF can then map AVPs received over the Rx interface into IP QoS parameters as defined in section 3 for the purpose of DASH (or TCP).
5.2
Add to S4-110881 objective text to reflect:

- Think about defining an informative DASH client reference adaptation as part of a general system view

- Improve the QoS mapping rules
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