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1 Introduction

The exception sheet for HTTP-based Streaming and Download Services (HTTP_SDS) in S4-110354 explicitly mentions compatibility issues: Profiles, common namespace with MPEG DASH and across Releases, etc.
This document provides specific input on profiles. The proposal is provided in section 3 as a draft CR. This CR takes into account proposed changes in document S4-110432.
2 Background

3 Proposal

It is proposed to integrate the below Draft CR in an updated version of TS26.247.
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5.3 Protocols

Progressive Download and DASH Client shall comply with a client as specified in RFC 2616. The resource hosting the 3GP files and DASH Segments shall comply with a server as specified in RFC 2616.
DASH Clients should use the HTTP GET method or the HTTP partial GET method, as specified in RFC 2616, section 9.3, to access media offered at HTTP-URLs.
Transport security in Progressive Download and Dynamic Adaptive Streaming over HTTP (3GP-DASH) is achieved using the HTTPS (Hypertext Transfer Protocol Secure) specified in RFC2818 [XXX] and TLS as specified in TLS profile of Annex E in TS 33.310[XXX]. In case secure delivery is desired. HTTPS should be used to authenticate the server and to ensure secure transport of the content from server to client.

NOTE. The use of HTTPS for delivering Media Segments may inhibit caching at proxies and add overhead at the server and the client.
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8.2.1
General
The Media Presentation Description (MPD) is a document that contains metadata required by a DASH Client to construct appropriate HTTP-URLs to access Segments and to provide the streaming service to the user.  HTTP-URLs may be absolute or relative. If relative then reference resolution as defined in XXX shall be applied. Handling of alternative base URLs is addressed in XXX.
The MPD is an XML-document that is formatted according to the XML schema provided in clause XXX. 
The MPD shall be authored such that, after unrecognized XML attributes or elements are removed, the result is a valid XML document formatted according to the XML schema provided in section XXX and that complies with this standard.

The MIME type of the MPD shall be “application/dash+xml”. 
MPDs may be updated as specified in section 8.5. Updates may also be done using MPD delta files as defined in section 8.5.2. The MIME type of an MPD delta file shall be “application/dashdelta + xml”.
The delivery of the MPD is not in scope of this specification. If the MPD is delivered over HTTP, then the MPD may be content encoded for transport, as described in [XXX] using the generic GZip algorithm RFC 1952 [XXX]. DASH clients shall support GZip content decoding of the MPD when delivered over HTTP (GZIP RFC 1952 [XXX], clause 9).
An adaptive HTTP streaming client shall ignore any XML attributes or elements in a valid XML document formatted according to the XML schema provided in clause XXX that it does not recognize. If attributes or elements not defined in the schema in clause XXX are added to the MPD in the same namespace, the MPD shall be authored such that DASH client gets a valid and functional MPD.
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11.2
3GPP Adaptive HTTP Streaming (Release-9 AHS)
The Release-9 AHS profile is identified by the URN “urn:3GPP:PSS:profile:AHS9”. This includes all features defined TS26.234 Release-9, section 12. 
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11.3
3GP-DASH Release-10 Profile

11.3.1
Introduction
The 3GP-DASH Release-10 profile is identified by the URN “urn:3GPP:PSS:profile:DASH10”. This includes all features defined in this specification in clauses 7, 8, 9 and 10.

11.2.2
Media Codecs

For the 3GP-DASH Release-10 profile clients supporting a particular continuous media type, the corresponding media decoders are specified in TS 26.234 [XXX], section 7.2 for speech, 7.3 for audio, 7.4 for video and 7.9 for timed text. 
11.2.3
Content Protection

For the 3GP-DASH Release-10 profile clients content protection may support OMA DRM 2.0 [XXX] or OMA DRM 2.1 [XXX]. Other content protection schemes may be supported. The ContentProtection element in the MPD should be used to convey content protection information.
When using OMA DRM V2.0 or OMA DRM V2.1 scheme for content protection, the non-streamable Packetized DRM Content Format (PDCF) shall be used. An OMA-DRM encrypted Representation shall include the brands “3gh9” and “opf2”. OMA-DRM [XXX] defines the procedures for acquiring the Rights Object from the Rights Issuer to decrypt PDCF protected content. The scheme is identified by a ContentProtection@schemeIdUri set to "urn:mpeg:mpegB:dash:mp4protection:odkm"
	End of Change 4
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