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1 Introduction
Between SA4#60 and SA4#62, several use cases for Rel-10 DASH had been agreed and documented in the latest version 0.5 of “HTTP-based Streaming and Download Services - Use cases, requirements and working assumptions: Permanent Document” available in S4-110174.

Comments on Use Cases in S4-110174 are provided 

· in input document S4-110231 for use cases in section 2 and 10,

· in input document S4-110228, S4-110229 and S4-110232 for use cases in section 3,

· in input document S4-110233 for use cases in section 4,

· in input document S4-110230 for use cases in section 5,

· in input document S4-110234 for use cases in section 8,

· in input document S4-110235 for use cases in section 12,

This document specifically provides comments on use cases 

· in section 6 of S4-110174 on Multiple time line during an HTTP streaming session (see section 2)

· in section 7 of S4-110174 on Content Protection (see section 3)
· in section 9 of S4-110174 on Service Degradation in Adaptive HTTP Streaming (see section 4)
· in section 11 of S4-110174 on MPD integrity (see section 5)
Based on these discussions we propose to close all use cases during SA4#63 except:

· Use case 4: Advanced Support for Live Services
· Use case: 8 Quality-of-Experience

We also propose to integrate the availability timing issue from use case 7 in use case 4

2 Multiple time line during an HTTP streaming session
2.1 General

The use case is documented in section 6 of S4-110174. Section 6 also includes an analysis of the use case. 

Some additional considerations are provided. Contents may be logically separated at period boundaries. Period boundaries may also serve as logical boundaries in the type of content in each Period described in a Media Presentation. Providing simple means to signal the type of the Period may be useful in certain use cases. This information may be used by an application for Period annotation. Examples for period types may be 

· “Advertisement” 

·  “Main program”

·  “Chapter titles”

·  “Start of 3rd quarter in a basketball game”
In this document we provide a Rel-9 analysis for the use case and a proposal.
2.2 Analysis of Rel-9 AHS
In Rel-9 AHS, the documented timeline is always the time line of the media content. AHS does not distinguish between the content in different Periods. It is identical to any other media streaming format or file format. Event timing is not part of the timing described on codec and transport level, but embedded in the media. This may be done through direct embedding, or presentation overlay technologies such as SMIL. Any event time signalling on AHS level is out-of-scope.

However, the signalling of different period types may be useful. To address the issue illustrated in the use case above, an optional attribute at the Period level is necessary. The usage of the attribute for the client is unspecified and may be defined by the application.
Luckily, the Period id is available in the MPD that can exactly serve this purpose. 
2.3 Proposal

Based on this analysis, we propose to not further address this use case in AHS/DASH, as event timing is not in scope of the DASH work. If such features need to be addressed, they should be part of the media content itself. The use case may be closed.
However, if considered essential, some guidelines on the usage of Period id in the MPD may be added to emphasize that the id may be used for such purposes.

3 Content Protection
3.1 General

The use cases on content protection are documented in section 7 of S4-110174. Section 7 provides requirements, working assumptions and an analysis of the use case in the Rel-9 AHS context is provided.

In many discussions in 3GPP and MPEG it was agreed that the following as principles are to be considered.
· DASH should not be narrowly identified, or limited for operation with, specific content protection schemes. The only necessity is to identify if a Representation can be accessed. The MPD should provide sufficient information to make this decision and then permit the client to bootstrap for access to the relevant information once decision is taken to access the Representation.
· The semantics to identify the necessary combination of tools to access the Representation is defined outside 3GPP DASH and may combine different necessary technologies for accessing the Representation such as DRM system, encryption method, etc.

Based on this discussion, the following conclusions can be drawn:

1. The ContentProtection Element as defined in Rel-9 is sufficient.

2. For the URN definition, the proposal from MPEG DASH can be considered as a way that permits to generate automated mapping for already registered schemes.
3. If additional information is essential regarding a certain Content Protection scheme, the SchemeInformation element can used to add information into the Content Protection element. This enables DASH to be independent of the DRM system.
Beyond this, MPEG DASH provides a significant options for common encryption by the addition of new features in the DAM of the ISO base media file format. We believe that these technologies are eventually relevant for 3GPP as well, but in the context of the work item. We believe that this work may be addressed later.
The only remaining discussion is the fast access to the information in segments such that initial delays are avoided. For this, the availability of the Initialisation segment should be possible independent to the access to Media Segments. We believe that this issue should be resolved in Rel-10, but it is a general problem should be added to the use case on timing and live services.

3.2 Proposal

Based on the discussion section 3.1, we propose
the following
· Rely on the decisions for Content Protection in Rel-9

· Add the URN based on the MPEG mapping for the content protection schemes that are referred in TS26.234 for Rel-9 and Rel-10. For more discussions, refer to S4-110230.

· Defer the remaining use cases, especially on common encryption to a later Release at the time when the MPEG specifications for the ISO base media file format have stabilised.

· Address the availability of Initialisation Segments for fast start-up in the context of use case 6 on timing and live services

· Close use case 7 once the above issues are resolved. 
4 Service Degradation in Adaptive HTTP Streaming
4.1 General

The use case is documented in section 9 of S4-110174. Section 9 requirements, working assumptions and an analysis of the use case in the Rel-9 AHS context is provided.
4.2 Proposal

We believe that this use case is sufficiently solved in Rel-9 by using the attribute qualityRanking. In additions, Sub-Representations may be used for exactly this purpose. In this case, audio and video is multiplexed in one Representation, and the media component that has higher priority is offered as a Sub-Representation.

Therefore, no specific update is required in Rel-10 and the use case can be closed.
5 MPD Integrity
5.1 General

The use case is documented in section 11 of S4-110174. It also states that the use of HTTP over TLS solves the issue of MPD integrity. 
Also, a LS was sent to 3GPP SA3 on exactly this matter and the reply is available in S4-110209. The LS says:

Question 2: Does 3GPP SA3 consider the support of RFC2818 to be sufficient to fulfill the PSS existing security requirements?
SA3 answer: RFC 2818 specifies how to use HTTP on top of TLS. SA3 considers TLS to be sufficient to fulfil the existing PSS security requirements. However, SA3 would like to ask SA4 to add a reference to the general TLS profile which is to be used for TLS within 3GPP. The TLS profile is specified in Annex E of TS33.310. 

In addition, SA3 is of the opinion that the use of TLS is recommended, and therefore the requirement to use TLS should be “should” instead of “may“ in order to meet the security requirements in TS22.233. 

A proposed wording for TS26.234 clause 12.7.2 to reflect this is as follows: 
"Transport security in adaptive HTTP streaming is achieved using the HTTPS (Hypertext Transfer Protocol Secure) as specified in RFC2818 [105] and TLS as specified in TLS profile of Annex E in TS 33.310[x1]. HTTPS and TLS should be used to authenticate the server and to ensure secure transport of the content from server to client."

5.2 Proposal

We believe that the assumptions take in Rel-9 are sufficient, and the reply LS provided by 3GPP SA WG 3 confirms this. Some clarification updates are helpful and reasonable.
Therefore, we propose to update Rel-9 and Rel-10 specifications accordingly as proposed by 3GPP SA WG 3.

Once this is addressed, the use case can be closed.
6 Proposal

We propose to take into account the proposals in section 2-5.
Based on these discussions we also propose to close all use cases documented in S4-110174 during SA4#63 except:

· Use case 4: Advanced Support for Live Services

· Use case: 8 Quality-of-Experience

Finally, we also propose to integrate the availability timing issue from use case 7 in use case 4.
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