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1. Introduction
3GPP SA4, TISPAN and OIPF are all working on IMS based IPTV/PSS/MBMS services, and all release their first version spec by 2008. The architecture among them is consistent in general.
This contribution gives a mapping on relevant functions in each architecture spec, and proposes some improvement on the architecture of TS 26.237.
2. Discussion
The embedded slide gives a mapping of functions (such as content delivery, service control) in 3GPP SA4, TISPAN and OIPF sepcs.
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Through the mapping, we can conclude:

· The architecture among TISPAN, SA4 and OIPF are consistent in general. 
· For each functionality, we can find corresponding mapping in each spec respectively.

· There is still a room to improve the architecture in TS 26.237, due to the complexity introduced by BMSC.UPF.

· For unicast delivery, there are some overlap on PSS Server and BMSC.UPF.

· PSS Server is for unicast delivery.

· BMSC.UPF also touches unicast delivery, such as File Repair (could be used to download a whole file), unicast FLUTE session.

· BMSC combines content delivery, and key management together

· While they are two independent functionalities, and it is better to keep them separated. 
3. proposal
Based on above discussion, we propose further improvements on the architecture of TS 26.237. The main idea is to further decompose BMSC.UPF:
· Keep PSS Server for unicast content delivery and BMSC.SnTF for multicast content delivery.

· By decomposing unicast delivery part from BMSC.UPF and combining it into PSS Server

· It is FFS whether to keep unicast and multicast delivery separated (like in OIPF), or combine them together (like MDF in TISPAN).

· Separate key management function from BMSC.UPF into an independent function
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Harmonization on architecture among TISPAN, 3GPP SA4 and OIPF 
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TISPAN architecture R2 
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SA4 architecture V8.1.1
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OIPF architecture R1.2
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Red line implies that the interface can be secured, and would then go through the authentication proxy for that purpose
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Mapping of the functions in each spec

		                                  Mapping in Specs
Functions and descriptions		TISPAN spec		SA4 spec, 
i.e. TS26.237		OIPF spec

		Service Control		Execution of service logic, such as service ahorization		SCF		SCF		IPTV Control + IPTV Applications

		Media Delivery Control		Perform control on Unicast Media Delivery, e.g. selection and media flow control		MCF		PSS Adapter		Cluster Controller

		Unicast
Media Delivery		Storage, delivery of media via unicast		MDF		PSS Server		Content Delivery Function

		Multicast 
Media Delivery		Delivery of media via multicast		MDF		BMSC.SnTF		Multicast Content Delivery Function

		Security Key Management		Security key (service key, traffic key) management		KMF (in security spec)		BMSC.KF 
(including key request function and key distribution function)		Content and Service Key Management
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Conclusion





		The architecture among TISPAN, SA4 and OIPF are consistent in general. 

		For each functionality,  we can find corresponding mapping in each spec respectively.



		There is still a room to improve the architecture in TS 26.237, due to the complexity introduced by BMSC.UPF.

		For unicast delivery, there are some overlap on PSS Server and BMSC.UPF.

		PSS Server is for unicast delivery.

		BMSC.UPF also touches unicast delivery, such as File Repair (could be used to download a whole file), unicast FLUTE session.

		BMSC combines content delivery, and key management together

		While they are two independent functionalities, and it is better to keep them separated. 







*



Proposal





		Further improvements on the architecture of TS 26.237 are needed, to make it more clear and fully consistent with that of TISPAN and OIPF.



		The main idea is to further decomposed BMSC.UPF, and take the architecture of TISPAN and OIPF into account to keep consistency.

		Keep PSS Server  for unicast content delivery, and BMSC.SnTF for multicast content delivery.

		By decomposing unicast delivery part from BMSC.UPF and combining it into PSS Server

		It is FFS whether to keep unicast and multicast delivery separated (like in OIPF), or combine them together (like MDF in TISPAN).

		Separate key management function from BMSC.UPF into an independent function
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