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1 Introduction

TS 26.346 define several ways to push files to interested terminals. FLUTE content push is defined for MBMS Bearers and OMA Push bearers. Additionally, a terminal may establish unicast transport resources for FLUTE reception using RTSP. However, if a terminal was switched off for some time, the terminal may miss content. 
The intention of the contribution is to motivate the need for a new query mechanism: It should become possible to query FDT history and also to query the highest transmitted FDT instance id. 
2 Discussion

MBMS Download typically uses the MBMS bearer to push files. MBMS download is feasible to use in combination with MBMS streaming (e.g. Interactive Mobile TV session) or “stand-alone” (i.e. MBMS download only service). 
In order to clarify the addressed issue of this contribution, we start with an example: The FLUTE File Delivery Table (FDT) is updated over time with several FDT Instances. Each FDT instance describes the association between the Transport Object ID (TOI) and the Content-Location (i.e. file name with the path and the originating server) and other properties. The entry is deleted from the FDT after the expiration time and the TOI value is free for further usage. However, the file itself may have a longer validity time for applications. For instance, TS 26.346 defines “caching directives”, which allows handling of the life-time of the file in the terminal. The file may resist in the phone cache for a longer time than then FLUTE FDT expiration time. This relation is described in the following figure: the FLUTE FDT time line with its file-entry expiration times is shown in the upper part. 
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The lower part shows the validity times of three files. File#1 and file#2 have a long validity time, whereas file#3 has an infinite validity time. Note, the validity time here is used to show, that the file may have a relevance to the user or some services.
The following picture shows a situation, where the terminal is out of coverage for some time. The terminal cannot fetch the file 1 to 3 while out of coverage. However, when the terminal gets back into coverage or is switched on again (marked by the line in the following picture), all three files may still be valid for an application. However, there is no method available which allows the MBMS Download receiver to fetch the currently valid files from the server.
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The MBMS file repair procedure is used to fetch missing or additional data chunks from the BM-SC. The terminal needs information for the FDT instance like the Content-Location of the file or the FDT instance ID. The UE must at least receive the according FLUTE FDT instance to know about the files (assuming that the file repair ptp file repair is defined through the Associated Delivery Procedure Description fragment). If ptp File Repair is not defined for this MBMS Download session, the terminal can only hope to fetch a retransmission of the content. 
MBMS download may also be delivered through OMA Push bearers. The terminal must have registered for OMA Push reception. The OMA Push enabler defines an expiration time for the push message. The attribute “deliver-before-timestamp” defines the life-time of the push message. Content that has aged beyond this date must not be transmitted. The advantage of this attribute is that terminals do not receive too old OMA Push messages. Further, the attribute limits the OMA Push queue for a single user on the network side. If the terminal is switched-on again after some time, the number of received OMA Push messages is limited in age. However, applications on top of MBSM Download may still need the content. Thus, if the terminal is not in coverage or switched off longer than the OMA push message expiration time (“deliver-before-timestamp”), the terminal will miss OMA Push transmissions.
3 Proposal

The MBMS download enabler should offer procedures to fetch all missed transmission efficiently. MBMS download provides already a number of procedures to get the transmission using unicast or MBMS. The ptp file repair procedure defines already different ways to fetch data chunks, entire files, file groups and all files of a single FDT instance. It is not possible to only fetch a dedicated FDT instance in order to get FDT snapshots from the past. It is also not possible to query the highest FDT Instance ID number. 
Therefore it is proposed to extend 3GPP release 8 version of TS 26.346 with a procedure which allows the client to fetch all missed transmissions. The intention is to provide a solution for the above described use-case.
One realization would be to define two new file repair methods
· Querying FDT instance (argument is the FDT instance ID): The query returns the FDT instance of a given FDT instance ID. The terminal may request all files or only a subset of files from the FDT instance
· Query mechanism for the highest FDT Instance (argument is the NTP timestamp of the last received FDT instance): The query returns the highest FDT instance ID.
Other realizations may be possible and could be discussed during the next meetings.
