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************************************* FIRST AMENDMENT **************************************’

8.2.2
FEC mechanism for RTP

The “MBMS FEC scheme” is described in sub-clause 8.2.2.8. 

A UE that supports MBMS User Services shall support a decoder for the “MBMS FEC scheme”. 
This sub-clause defines a generic mechanism for applying Forward Error Correction to streaming media. The mechanism consists of three components:

(i)
construction of an FEC source block from the source media packets belonging to one or several UDP packet flows related to a particular segment of the stream(s) (in time). The UDP flows include RTP, RTCP, SRTP and MIKEY packets.

(ii)
modification of source packets to indicate the position of the source data from the source packet within the source block

(iii)definition of repair packets, sent over UDP, which can be used by the FEC decoder to reconstruct missing portions of the source block.

The mechanism does not place any restrictions on the source data which can be protected together, except that the source data is carried over UDP. The data may be from several different UDP flows that are protected jointly. 
A receiver supporting the streaming delivery method shall support the packet format for FEC source packets and may also support the packet format for FEC repair packets.
At the sender, the mechanism begins by processing original UDP packets to create:

(i)
a stored copy of the original packets in the form of a source block; and
(ii)
FEC source packets for transmission to the receiver.
After constructing the source block from the original UDP payloads to be protected and their flow identity  (based on destination IP address and UDP port), the FEC encoder generates the desired amount of FEC protection data, i.e. encoding symbols. These repair symbols are then sent using the FEC repair packet format to the receiver. The FEC repair packets are sent to a UDP destination port different from any of the original UDP packets' destination port(s) as indicated by the signaling.
The receiver recovers the original packets directly from the FEC source packets and buffers them at least the min-buffer-time to allow time for the FEC repair. The receiver uses the FEC source packets to construct a (potentially incomplete) copy of the source block, using the Source FEC Payload ID in each packet to determine where in the source block the packet shall be placed. In indication of the UDP flow (i.e. destination IP address and UDP port) the packet is part of is included in the source block with the UDP payload.
If any FEC source packets have been lost, but sufficient FEC source and FEC repair packets have been received, FEC decoding can be performed to recover the FEC source block. The original packets UDP payload and UDP flow identity can then be extracted from the source block and provided to the upper layer. If not enough FEC source and repair packets were received, only the original packets that were received as FEC source packets will be available. The rest of the original packets are lost.

If a UE that supports MBMS User Services receives a mathematically sufficient set of encoding symbols generated according to the encoder specification in Annex B for reconstruction of a source block then the decoder shall recover the entire source block. Note that the example decoder described in Annex E fulfils this requirement.
Note that the receiver must be able to buffer all the original packets and allow time for the FEC repair packets to arrive and FEC decoding to be performed before media playout begins. The min-buffer-time parameter specified in sub-clause 8.3.1.8 helps the receiver to determine a sufficient duration for initial start-up delay.

The Source and Repair FEC payload IDs are used to associate the FEC source packets and FEC repair packets, respectively, to a source block. The Source and Repair FEC payload ID formats are part of the definition of the FEC scheme. Each FEC scheme is identified by an FEC Encoding ID and, in the case of underspecified FEC schemes, FEC Instance ID, values. One FEC scheme for the streaming delivery method is specified in sub-clause 8.2.2.6. Any FEC schemes using the packet formats defined in the present document shall be systematic FEC codes and may use different FEC payload ID formats for FEC source packets and FEC repair packets.
The protocol architecture is illustrated in figure 11.
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Figure 11: FEC mechanism for the streaming delivery method interaction diagram
Figure 11 depicts how one or more out of several possible packet flows of different types (Audio, video, text RTP and RTCP flows, MIKEY flow) are sent to the FEC layer for protection. The source packets are modified to carry the FEC payload ID and a new flow with repair data is generated. The receiver takes the source and repair packets and buffers them to perform, if necessary, the FEC decoding. After appropriate buffering received and recovered source packets are forwarded to the higher layers. The arrows in the figure indicate distinct data flows.

************************************* NEXT AMENDMENT **************************************’
8.2.2.5
Packet Format for Repair packets

The packet format for FEC repair packets carries, as its payload, encoding symbols generated by the FEC encoding process. The format of a FEC repair packet is depicted in figure 13. The UDP payload consists of the Repair FEC Payload ID, and one or more repair symbols. The format of the Repair FEC payload ID is defined in clasue 8.2.2.10.
	IP Header

	UDP Header

	Repair FEC Payload ID

	Repair symbol(s)



Figure 13: Payload structure for FEC repair packets
The repair packet sent over IP and UDP is indicated in the SDP using the protocol identifier “UDP/MBMS-REPAIR”.
************************************* NEXT AMENDMENT **************************************’

8.2.2.8
MBMS FEC scheme definition

This clause defines a FEC encoding scheme for MBMS forward error correction as defined in Annex B for the streaming delivery method. This scheme is identified by the FEC encoding ID 1. It utilizes the method for forming FEC source block as defined in sub-clause 8.2.2.6. It defines two different FEC Payload ID formats, one for FEC source packets and another for FEC repair packets.

************************************* NEXT AMENDMENT **************************************’

8.2.2.10a
FEC Object Transmission information

The FEC Object Transmission information shall consist of:

· 
· the maximum source block length, in symbols

· the symbol size, in bytes

The symbol size and maximum source block length shall be encoded into a 4 octet field (Network Byte Order) defined as follows:

	Symbol Size (T)
	Maximum Source Block Length


Symbol Size (T) (16 bits): The size of an encoding symbol, in bytes,

Maximum Source Block Length (16 bits): The maximum length of a source block, in symbols.

The interpretation of T is defined in Annex B.
The Source Block Length signalled within the Repair FEC Payload ID of any packet of a stream shall not exceed the Maximum Source Block Length signalled within the FEC Object Transmission Information for the stream.

The FEC Object Transmission Information shall be communicated as described in sub-clause 8.2.2.14. Note, the FEC Object Transmission Information is only communicated in SDP.
************************************* NEXT AMENDMENT **************************************’

8.3.1.8
FEC Parameters

The FEC encoding ID and instance ID is provided using the "a=FEC-declaration" attribute defined in sub-clause 7.3.2.8. Any OTI information for that FEC encoding ID and instance ID is provided with below defined FEC OTI attribute.

The FEC OTI attribute must be immediately preceded by the "a=FEC-declaration" attribute (and so can be session-level and media-level). The fec-ref maps the oti-extension to the FEC-declaration OTI it extends. The purpose of the oti-extension is to define FEC code specific OTI required for RTP receiver FEC payload configuration, exact contents are FEC code specific and need to be specified by each FEC code using this attribute. The OTI for the MBMS FEC Scheme is defined in sub-clause 8.2.2.10a.
The syntax for the attributes in RFC 2234 [23] is:

· sdp-fec-oti-extension-line = "a=FEC-OTI-extension:" fec-ref SP oti-extension CRLF

· fec-ref = 1*3DIGIT (the SDP-internal identifier for the associated FEC-declaration).

· oti-extension
=
base64

· base64
=
*base64-unit [base64-pad]

· base64-unit
=
4base64-char

· base64-pad
=
2base64-char "==" / 3base64-char "="

· base64-char
=
ALPHA / DIGIT / "+" / "/"
To provide the FEC repair packets with additional, non FEC specific parameters, a session and media level SDP attribute is defined. 

sdp-fec-parameter-line = “a=mbms-repair: 0*1SP fec-ref  SP parameter-list CRLF

parameter-list = parameter-spec *(1*SP parameter-spec)

parameter-spec = name “=” value;

name = 1*(ALPHA / DIGIT)

value = 1*(safe) ; safe defined in RFC 2327

Currently one FEC non code-specific parameter is defined:

min-buffer-time: This FEC buffering parameter specifies the minimum receiver buffer time (delay) needed to ensure that FEC repair has time to happen regardless of the FEC source block of the stream from which the reception starts. The value is in milliseconds and represents the wallclock time between the reception of the first FEC source or repair packet of a FEC source block, whichever is earlier in transmission order, and the wallclock time when media decoding can safely start.

The parameters name and value is defined in ABNF as follows:

Min-buffer-time-parameter-name = “min-buffer-time”

Min-buffer-time-parameter-value = 1*8DIGIT ;Wallclock time in milliseconds.
The FEC declaration and FEC OTI information utilized in a specific source or repair packet is indicated using the FEC-ref number in the a=fec lines as described in sub-clauses 8.2.2.12 and 8.2.2.13.
************************************* NEXT AMENDMENT **************************************’

B.5.2.3
Pre-coding relationships

The pre-coding relationships amongst the L intermediate symbols are defined by expressing the last L-K intermediate symbols in terms of the first K intermediate symbols.
The last L-K intermediate symbols C[K],…,C[L-1] consist of S LDPC symbols and H Half symbols The values of S and H are determined from K as described below. Then L= K+S+H.

Let 

X 
be the smallest positive integer such that X·(X–1) >=  2·K.

S 
be the smallest prime integer such that S ≥ ceil(0.01·K) + X
H 
be the smallest integer such that choose(H,ceil(H/2)) ≥ K + S
H’
= ceil(H/2)

L 
= K+S+H

C[0],…, C[K-1] denote the first K intermediate symbols 
C[K],…, C[K+S-1] denote the S LDPC symbols, initialised to zero

C[K+S],…, C[L-1] denote the H Half symbols, initialised to zero

************************************* NEXT AMENDMENT **************************************’

E.2.2
First Phase

The first phase of the Gaussian elimination the matrix A is conceptually partitioned into submatrices.   The submatrix sizes are parameterized by non-negative integers i and u which are initialized to 0.  The submatrices of A are:

(1)
The submatrix I defined by the intersection of the first i rows and first i columns.  This is the identity matrix at the end of each step in the phase.

(2)
The submatrix defined by the intersection of the first i rows and all but the first i columns and last u columns.  All entries of this submatrix are zero.

(3)
The submatrix defined by the intersection of the first i columns and all but the first i rows.  All entries of this submatrix are zero.

(4)
The submatrix U defined by the intersection of all the rows and the last u columns.

(5)
The submatrix V formed by the intersection of all but the first i columns and the last u columns and all but the first i rows.

Figure B.2.2-1 illustrates the submatrices of A.  At the beginning of the first phase V = A.  In each step, a row of A is chosen.

	Identity matrix I
	All zeroes
	U

	All zeroes
	V
	


Figure B.2.2-1 – Submatrices of A in the first phase

The following graph defined by the structure of V is used in determining which row of A is chosen.  The columns that intersect V are the nodes in the graph, and the rows that have exactly 2 ones in V are the edges of the graph that connect the two columns (nodes) in the positions of the two ones.  A component in this graph is a maximal set of nodes (columns) and edges (rows) such that there is a path between each pair of nodes/edges in the graph.  The size of a component is the number of nodes (columns) in the component.

There are at most L steps in the first phase.  The phase ends successfully when i + u = L, i.e., when V and the all zeroes submatrix above V have disappeared and A consists of I, the all zeroes submatrix below I, and U.  The phase ends unsuccessfully in decoding failure if at some step before V disappears there is no non-zero row in V to choose in that step.  In each step, a row of A is chosen as follows:

-
If all entries of V are zero then no row is chosen and decoding fails.

-
Let r be the minimum integer such that at least one row of A has exactly r ones in V.

-
If r ≠ 2 then choose a row with exactly r ones in V with minimum original degree among all such rows.

-
If r = 2 then choose any row with exactly 2 ones in V that is part of a maximum size component in the graph described above which is defined by V.

After the row is chosen in this step the first row of A that intersects V is exchanged with the chosen row so that the chosen row is the first row that intersects V.  The columns of A among those that intersect V are reordered so that one of the r ones in the chosen row appears in the first column of V and so that the remaining r-1 ones appear in the last columns of V.  Then, the chosen row is exclusive-ORed into all the other rows of A below the chosen row that have a one in the first column of V.  Finally, i is incremented by 1 and u is incremented by r-1, which completes the step.

************************************* NEXT AMENDMENT **************************************’

E.2.4
Third Phase

After the second phase the only portion of A which needs to be zeroed out to finish converting A into the L by L  identity matrix is Uupper.  The number of rows i of the submatrix Uupper is generally much larger than the number of columns u of Uupper.  To zero out Uupper efficiently, the following precomputation matrix U’ is computed based on Iu in the third phase and then U’ is used in the fourth phase to zero out Uupper.   The u rows of Iu are partitioned into ceil(u/8) groups of 8 rows each, except the last group, which may have less than 8 rows.  Then, for each group of rows all non-zero combinations of the rows are computed, resulting in at most 28 - 1 = 255 rows (this can be done with at most 28-8-1 = 247 exclusive-ors of rows per group, since the combinations of Hamming weight one that appear in Iu do not need to be recomputed).  Thus, the resulting precomputation matrix U’ has at most ceil(u/8) ·255 rows and u columns.  Note that U’ is not formally a part of matrix A, but will be used in the fourth phase to zero out Uupper. Note that the purpose of constructing the precomputation matrix U’ is that the total number of exclusive OR operations between symbols that accompany the fouth phase of zeroing out Uupper is generally less than if the entries of Uupper were zeroed individually.
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