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4.5
Usage of identity of MBMS session


The Session Identity of the MBMS session is provided with the MBMS session start procedure from the BM-SC to the GGSN via the Gmb protocol in the MBMS Session Identity information element. The “MBMS Session Identity” information element is specified in [77]. The size of the Session Identity field is 1 octet. The MBMS Session Identity is forwarded with the MBMS SESSION START REQUEST message through the system and received by the MBMS UE with the paging message.
The usage of the MBMS Session Identity is optional. The MBMS Session Identity is only applicable to MBMS download delivery sessions. The MBMS transmission resources are activated as described in clause 5.4. Each MBMS session of the MBMS User Service may be activated using a different MBMS session identifier. The MBMS UE determines, based on the MBMS Session Identity value, whether the files of the upcoming MBMS download session were already received. If the files have already been completely received, the MBMS UE does not respond to the notification of the MBMS Session.

The association of MBMS Session Identities to files is determined by the BM-SC and communicated within the File Delivery Table. This association of a MBMS Session Identity to files is valid until a particular expiry time, also signalled within the File Delivery Table. If a UE has not received a File Delivery Table associating a given MBMS Session Identity to a specific file or set of files, or a previously received association has expired, then the UE shall assume that the MBMS Session Identity value is associated to new files which has not yet been received and shall respond as normal to MBMS notifications with that Session Identity value.

A single MBMS Session Identity value may be associated with a single file or with a set of files. Once a MBMS Session Identity value has been associated with a particular file or a set of files, this association shall not be changed before the expiry of the validity time for that MBMS Session Identity value. In particular, a File Delivery Table including some files that has previously been associated with a particular Session Identity value must include all files previously associated with that value, even if it is not intended to include all the files within the MBMS transmission session.

An FDT instance includes the MBMS Session Identity expiry time and associates the MBMS Session Identity expiry times with particular MBMS Session Identity values. 
If the MBMS Session Identity is used by the BM-SC, the BM-SC shall also provide the session repetition number of that MBMS transmission session on the Gmb interface.
If the BM-SC starts using the MBMS Session Identity for one MBMS Bearer Service, the BM-SC may still decide not to use the MBMS Session Identity for a later MBMS transmission on that MBMS bearer service (e.g. when an MBMS session is transmitted only once).

After determining that all files for a MBMS Session Identity value has been received, the UE shall not respond to MBMS notifications for the MBMS Bearer Service with that MBMS Session Identity value until the MBMS Session Identity is expired.

The UE shall recover its interest in a given MBMS Session Identity value when the MBMS Session Identity validity time for that Session Identity value has expired.

The BM-SC may send FDT instances on a separate transmission session or interleaved with other data packets of the same transmission session. An FDT instance may describe more files than the files to be transmitted over the same transmission session as that FDT instance. 
************************************* NEXT AMENDMENT **************************************’

7.2.10
FDT Schema

The following XML Schema shall be use for the FDT Instance:
<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema"



xmlns:fl="http://www.example.com/flute"



elementFormDefault:xs="qualified"



targetNamespace:xs="http://www.example.com/flute">


<xs:element name="FDT-Instance">



<xs:complexType>



<xs:sequence>




<xs:element name="File" maxOccurs="unbounded">





<xs:complexType>





<xs:sequence>





<xs:element name="Group" type="xs:string" minOccurs="0" maxOccurs="unbounded"/>





</xs:sequence>




<xs:sequence>





<xs:element name="MBMS-Session-Identity" type="xs:unsignedByte" 









minOccurs="0" maxOccurs="unbounded"/>





</xs:sequence>





<xs:any processContents="skip" minOccurs="0" maxOccurs="unbounded"/>





<xs:attribute name="Content-Location" type="xs:anyURI" use="required"/>





<xs:attribute name="TOI" type="xs:positiveInteger" use="required"/>





<xs:attribute name="Content-Length" type="xs:unsignedLong" use="optional"/>





<xs:attribute name="Transfer-Length" type="xs:unsignedLong" use="optional"/>





<xs:attribute name="Content-Type" type="xs:string" use="optional"/>





<xs:attribute name="Content-Encoding" type="xs:string" use="optional"/>





<xs:attribute name="Content-MD5" type="xs:base64Binary" use="optional"/>





<xs:attribute name="FEC-OTI-FEC-Encoding-ID" type="xs:unsignedLong" use="optional"/>





<xs:attribute name="FEC-OTI-FEC-Instance-ID" type="xs:unsignedLong" use="optional"/>





<xs:attribute name="FEC-OTI-Maximum-Source-Block-Length"










type="xs:unsignedLong" use="optional"/>





<xs:attribute name="FEC-OTI-Encoding-Symbol-Length"










type="xs:unsignedLong" use="optional"/>





<xs:attribute name="FEC-OTI-Max-Number-of-Encoding-Symbols"










type="xs:unsignedLong" use="optional"/>




<xs:anyAttribute processContents="skip"/>





</xs:complexType>




</xs:element>



</xs:sequence>



<xs:sequence>



<xs:element name="Group" type="xs:string" minOccurs="0" maxOccurs="unbounded"/>



</xs:sequence>


<xs:sequence>




<xs:element name="MBMS-Session-Identity-Expiry" 







type="MBMS-Session-Identity-Expiry-Type" 






minOccurs="0" maxOccurs="unbounded"/>



</xs:sequence>



<xs:any processContents="skip" minOccurs="0" maxOccurs="unbounded"/>



<xs:attribute name="Expires" type="xs:string" use="required"/>



<xs:attribute name="Complete" type="xs:boolean" use="optional"/>



<xs:attribute name="Content-Type" type="xs:string" use="optional"/>



<xs:attribute name="Content-Encoding" type="xs:string" use="optional"/>



<xs:attribute name="FEC-OTI-FEC-Encoding-ID" type="xs:unsignedLong" use="optional"/>



<xs:attribute name="FEC-OTI-FEC-Instance-ID" type="xs:unsignedLong" use="optional"/>



<xs:attribute name="FEC-OTI-Maximum-Source-Block-Length"









type="xs:unsignedLong" use="optional"/>



<xs:attribute name="FEC-OTI-Encoding-Symbol-Length"









type="xs:unsignedLong" use="optional"/>



<xs:attribute name="FEC-OTI-Max-Number-of-Encoding-Symbols"









type="xs:unsignedLong" use="optional"/>


<xs:anyAttribute processContents="skip"/>



</xs:complexType>


</xs:element>


<xs:complexType name="MBMS-Session-Identity-Expiry-Type">



<xs:attribute name="id" type="xs:unsignedByte" use="required"/>



<xs:attribute name="value" type="xs:string" use="required"/>


</xs:complexType>
</xs:schema>

************************************* NEXT AMENDMENT **************************************’

7.2.11

MBMS Session Identify

The MBMS-Session-Identity element associates the file to the identity of the MBMS session. If the file will be part of several MBMS transmission sessions, then a list of MBMS session identities is defined. 

The MBMS-Session-Identity-Expiry element associates an expiration time with a MBMS session identity value.  Similar to the FLUTE FDT expiration time, the MBMS session identity expiration time (value attribute) is expressed within the FDT Instance payload as a 32 bit data field.  The value of the data field represents the 32 most significant bits of a 64 bit Network Time Protocol (NTP) [78] time value.  These 32 bits provide an unsigned integer representing the time in seconds relative to 0 hours 1 January 1900.
********************************* END OF AMENDMENTS ************************************’
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