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1
Introduction

This document presents a proposal for the mapping of the Session Identity field. 

2
Problem statement

When an MBMS transmission session is about to start, the UEs are notified about the starting (or ongoing) data transmission through MBMS notification procedure. Both the TMGI and an optional Session Identity are paged to the terminals, independent of their current state (idle or connected), to inform them about the starting data transmission. The network may also prompt the UEs to reply to notifications for per-cell counting purposes. The counting procedure is important to determine the most efficient data transmission mode. In case there is very little interest for an MBMS session in a given cell, the network may decide to use point-to-point transmission instead of point-to-multipoint transmission. 

The UEs use the TMGI and the Session Identity to decide whether they are interested in the MBMS session or not. In case of session repetitions, the BM-SC shall assign the same Session Identity to the MBMS session. This allows the UEs to recognize that the forthcoming data is repeated and decide not to be counted for, in case they already received the data correctly. It is hence necessary for the UE to be able to identify content of a given Session Identity and mark it as correctly received or not. This requires the mapping of the Session Identity field to identifiable content of a download delivery session.

One limitation of the Session Identity is that it is only eight bits long and thus reuse of values for more than one specific transmission session cannot be avoided when more than 256 unique transmission sessions per download session are available.
3
Proposed solution

The mapping of the MBMS Session Identity field is performed by the BM-SC and signalled to the UE during MBMS notification procedure. It allows for fine granularity mapping of content to the Session Identity field. The following mappings are possible:

· One Session Identity field is assigned for a FLUTE file group. In this case, the Session Identity is generated from a group specific identifier that is transmitted in the File Delivery Table  (FDT) Instance ID.

· One Session Identity field is assigned for a file of a download delivery session. The Session Identity value is the least significant byte of the Transport Object Identifier TOI of the file. 

There are at least 3 events by which a UE will release its context data for a Session Identity instance:

· the related file or file group is completely (correctly) received

· the end of file or file group transmission is detected/determined (e.g. the most recent FDT Instance describing a TOI expires, end-of-object is received, etc.)

· the end of download session is detected/determined (e.g. SDP end time is reached, end-of-session flag is received, etc.)

Determining/detecting that the “context for a specific session ID instance” may be released, can be used to indicate from the UE application part to the UE bearer part not to respond (to be counted) to MBMS notifications/pages for that session ID (of a TMGI/bearer). How the UE application and the MBMS bearer service exchange this information is implementation specific and this proposal avoids any unnecessary constraints on it.

The BM-SC may be configured to ensure each session identity value is unambiguously assigned to at most one valid (not expired) file or file group. However, to allow configuration flexibility the BM-SC may be configured to allow ambiguity with wrap-around before the first file/file group expires. This offers the option of improved, but not perfect, repetition counting, while ensuring that a BM-SC does not enter a “waiting state” when no session identity value is available for pending file transmission.

3.1
Discussion Issues

1. How to know which mapping is used for a data burst transmitted over a bearer session?

 The UE establishes the mappings between the bearer session identity field and the files/file groups from the received FDT instances. Prior to receiving any FDT instance, the UE declares that it is interested in all MBMS bearer sessions. Upon successful reception of all data carried over an MBMS bearer session, the UE checks if there are yet unreceived files/file groups, that map to the same session ID value. If this is not the case, the UE marks the session ID as not needed anymore. As long as no new FDT instance is received, announcing a mapping to that session ID value, the UE will not respond to notification messages for it anymore.
2. What to do if a wrap around of the Session ID value occurs?

There are technically no wrap arounds, but rather a set of content (files or file groups) that map to the same Session Identity value. A UE uses the Session Identity field mapping to announce its interest for these Session Identity values. As long as there is still interest for a Session Identity value the UE will reply to notification messages with that Session Identity value and receive the data. 


3. What is the benefit from mapping known content to the Session Identity field?

By having a direct and a-priori known mapping of the session Identity field to the content of the FLUTE download session, the UE can decide whether it needs to receive data of a forthcoming transmission session or not. The UE does not have to figure out this mapping by maintaining complex structures and expiry timers. The BM-SC is not obliged to wait for a certain period of time to reuse a Session Identity value, and it may choose to allow/avoid  ambiguous mapping of the Session Identity value. The BM-SC will also have higher flexibility in creating repetition/continuation transmission sessions. It could for instance retransmit parts of a file or file group in a session repetition, and the UE will know whether it needs the data of the MBMS bearer session or not. This will greatly increase the accuracy of the per-cell counting procedure.
4
Alternative Approaches

S4-AHP 214 suggests that a single octet (byte) Session ID shall be “somehow” allocated per bearer session by the BM-SC. This solution was proposed to 3GPP SA4 as document Tdoc S4-050193 “Usage of MBMS Session Identity”. This document suggests the usage of a validity timer to limit the validity of the Session ID to a given time duration after which the UE should assume that the data carried over the MBMS session with a previously received Session ID value is a new delivery/transmission and not a continuation/repetition. Once an instance of a Session ID has expired, that value may be used for another transmission (session ID instance).This should allow for reuse of IDs without risking that the UE misinterprets the Session IDas a previous MBMS transmission session instance.
A main problem with this proposal is the lack of clear mapping of the FLUTE session content to the MBMS session ID. Upon receiving a notification for a forthcoming MBMS bearer session, the UE cannot reliably tell, which files of the FLUTE session will be carried over that bearer session. This in fact will be misleading for the UE, if session repetitions were to contain subsets or repair data of the original session. In that case, a UE might assume that a bearer session, with a given session ID, is received completely correctly, whereas it only received the repair data or just a subset of the data of the original bearer session. The UE will then ignore following bearer sessions with the same session ID value. This will mislead the UE and keep it from receiving the missing parts over next session repetitions. The UE might find itself obliged to use post-repair mechanisms to recover the missing data.

This approach has also the disadvantage that each UE has to keep track of a timer for each received session, in order to decide whether the session is a repetition or it is a wrap around of the Session ID field that led to identical values. Furthermore, it is difficult for the BM-SC to get an accurate estimate of the timer value that accounts for reuse and allows session repetition at the same time. This value will have to be transported as a download session parameter (e.g. in SDP). At this point the value of the timer might be unpredictable yet. The result is inaccurate counting at the cell level as well as additional signalling complexity.  Furthermore, in S4-050193 no method is given to unambiguously determine the start time of a session ID (e.g. it might be inferred that received packets of a session ID start the UE timer, but due to packet losses not all UEs will determine the same time). The BM-SC is then obliged to wait at least twice the value of a validity timer. This will actually lead to dead time, where no data transmission is allowed due to the Session Identity field usage.
5
Proposal

We recommend that the text in the corresponding CR is to be accepted
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