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1. Overview 

TSG SA WG4 would like to thank TSG SA WG2, TSG GERAN WG2 and TSG RAN WG3 for their liaison regarding the repetition of MBMS sessions (S2-042917, Question 1 and 2 in GP-042909, first question in R3-041648). TSG SA WG4 has considered those LSs and has some comments. 

2. Definition of a session
SA4 understands that the terminology used in SA2, GERAN2 and RAN3 differs from the one that so far has been used in SA4 when it comes to the definition of a “session”. In SA4 the following “session” has been defined:

User session: a transport and media configuration for an extended time, e.g. a 2 hour download channel for a 2 hour football stadium service or an unbounded security software update session for such a service.

This is the generally used terminology for session in the IP context. The session identification that is discussed in the received LSs does not match the above. As far as understood by SA4, the following definition covers the concept of session as used by SA2, GERAN2 and RAN3:

Transmission Session: a short burst of content transmission over an MBMS bearer, e.g. one or two goals update to a football match service or a 1-minute news flash.
As a result the interpretation of “session_id” in the two cases is semantically different.

3. The use of Transmission Session Identifier
The LSes provide very little information on the actual need for the transmission session identifier and, from an application view, SA4 has difficulties to find use-cases for the use of a Transmission Session Identifier. All information needed to recognise a transfer of duplicated (repeated) data is already available. The application will find this information early in the user session and can use it to, as an example, stop receiving the data if it already has received correctly. This will result in extended battery life if repeated data transfer is used.

The SA4 estimate of the need for a transmission session identifier can be summarised as follows:

· Together with a TMGI it identifies a short burst of content (application data) so that an identical burst of content can be identified as identical within the MBMS notification process

· To achieve the following benefits, the principles of protocol layer encapsulation would have to be broken:

· It enables UEs to opt out of receiving that burst of content a second (or further) time – should previous reception have been satisfactory to the UE – without leaving/deactivating the multicast group/bearer

· For multicast mode, opted out UEs would not signal the RAN/GERAN and so a better informed ptp or ptm decision can be made based on counting

· This might offer power saving for UEs as they are less inclined to go active and then quickly idle after finding that they already have the content transmitted in that burst

· The technique is only applicable to MBMS download and not to streaming

· Apart from all streaming user sessions, some download user sessions would not gain any benefit from this scheme, so the use of the “transmission session identifier” should be optional. SA4 would like to know if this assumption is correct or not.

· The burst (transmission session) should contain well-bounded content (i.e. part of a file in one transmission session and part in another breaks the whole model)

· The concept of “identical content” includes both bit-by-bit identical and semantically identical – the latter could be the case where FEC redundancy provides alternative data which is of equal value to another burst with the same transmission session identifier

· The transmission session identifier would be cyclically allocated and time (and other) limits on reallocation of the same number would need specifying (we assume SA4 is requested to do this)

· The BM-SC would be required to:

· Fragment user sessions into content bursts and label each with a “transmission session identifier” and decide on reallocation on identifier numbers

· Maintain the TGMI and transmission session identifier allocation state over a fixed time per TMGI/session_id pair

· Maintain context of each TMGI/session_id pair for that time (context = record of content data sent for the burst)

· When used, the BM-SC will describe the “transmission session identifier” (along with the TMGI) in its Gmb signalling

· The UE would be required to:

· Signal from radio to application that this data belongs to a certain (TMGI, transmission_session_id) pair

· Signal from application to radio that a certain (TMGI, transmission_session_id) pair has been correctly received

· Maintain the TGMI and transmission session identifier reception status state over a fixed time per TMGI/id pair (at radio level)

It is uncertain from the LSes whether progressive/additive transmission sessions are allowed or not allowed. (Such a transmission session – with its own id – might not provide sufficient data for complete burst reception in each and every burst, so that several transmission session slots would be required before all the files of the burst of possible to completely receive. And after the minimum number of bursts, additional ones would also be possible). Since it is the responsibility of the UE application layer to inform the radio that the (TMGI, transmission_session_id) reception is complete, there does not seem to be any reason to prevent use of this feature.

As requested in the LSes, SA4 will include a definition of transport session identifier format in TS. 26.346. The proposal to have the transport of this transport session identifier defined in TS 29.061 by CN3 is supported by SA4.
SA4 is not able to give a definite answer on the required size needed for a session_id. One octet might be enough and RAN3/GERAN2 could use this as a fist estimate of the size needed. However RAN3 and GERAN2 should be aware that SA4 might determine that two octets are necessary after further studies.  A final decision on the size of session_id will be taken at SA4#34. If there are other limitations in the session_id size (e.g. imposed by limitations in radio resources, etc.), SA4 would like to be informed on such limitations.

3. Actions

To: SA2, GERAN2, RAN3
ACTION:
SA4 kindly ask SA2, GERAN2 and RAN3 to consider the information above, answer the open questions and explain any errors in SA4’s description of the technique.

4. Date of Next SA4 Meeting:
SA4#34 

21st-25th of February 2005 

Lisbon, Portugal
SA4#35

9th-13th of May 2005

TBD
