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1 Executive Summary

Although state-of-the-art media codecs such as H.263, H.264 and AMR-WB+ are fairly resilient against packet losses, there are use cases, which might require a protection of streamed media data with application layer FEC. 

Therefore, SA4 should define a mechanism, which can be used to protect streamed media data with application layer FEC. 

This document first lists some requirements that Ericsson regards as important. This list is meant to trigger a more in-depth discussion.  

After that we review related IETF work from which we conclude that there is currently no IETF standard, which fulfils the listed requirements.

We propose that SA4 first agrees on a list of requirements relevant for MBMS streaming. After that, a decision needs to be taken whether SA4 should proceed with designing its own FEC mechanisms for MBMS streaming or whether the required work should be done within the IETF framework based on input from and with support of 3GPP SA4.

2 Requirements

This section lists requirements Ericsson regards as important. The list is meant to trigger a more in-depth discussion. An outcome of this discussion should be a list, the whole group can agree upon. 

2.1 Requirement list

1. The overall FEC framework shall not limit the possible FEC codes (e.g. an FEC framework X which supports FEC code A but not B would violate this requirement)   

2. Streaming should reuse the FEC mechanism defined for download  

3. The FEC decoder shall be mandatory at the client while the use of FEC shall remain optional per service

4. The FEC configuration (e.g. level of protection, block sizes etc.) shall be configurable

5. It shall be possible to apply FEC to different media streams of an MBMS session in different configurations with the possibility to not use FEC at all for selected media streams (e.g. FEC is applied to audio but not to video or vice versa)

6. The complexity of the FEC decoder shall allow FEC and media decoding in real-time on 3GPP-Rel6 terminal platforms 

7. After applying FEC to an encoded media stream, the total delay shall remain below a yet to be defined threshold in the order of a few seconds

8. After applying FEC to an encoded media stream, it shall be possible for a terminal at any time to start decoding and rendering a media stream within a yet to be defined time limit in the order of a few seconds after the reception of the first media packets of the corresponding media stream

9. The FEC scheme shall provide a reasonable trade-off between FEC performance and the requirements 6, 7, and 8 

10. Variable length packets shall have an only limited impact onto the overall performance

2.2 Open issues

· Interface between FEC decoder and media player - FEC decoder outputs RTP packets or new interface between FEC decoder and media player?  

· Interface between content source and FEC encoder – FEC encoder takes RTP packets as input or new interface between content source and FEC encoder?  

3 Discussion of existing IETF work

3.1 RFC 2733 - An RTP Payload Format for Generic Forward Error Correction,

RFC 2733 ([1], December 1999) describes an RTP payload format for media that is encoded with an exclusive-or (i.e., parity) FEC scheme. Many other, considerably more powerful, FEC schemes exist, however. Therefore RFC 2733 does not fulfil requirement 1.

RFC 2733 uses a solution for dealing with variable length packets, which is based on virtual padding. With increasing variance of packet sizes, this solution becomes less efficient. This drawback was addressed in a previous SA4 contribution from Siemens [8], which proposed to eliminate the padding symbols. However, the proposed solution is currently not supported by RFC 2733. Therefore, RFC 2733 does also not fulfill requirement 10. 

An advantage of RFC 2733 is that it allows to apply FEC to RTP packets in a transparent way, e.g. the FEC encoder takes RTP packets as input and the FEC decoder produces RTP packets as output. 

Note that just recently an Internet Draft was released, which is supposed to obsolete RFC 2733 [7]. We will discuss this ID later in section 3.6.

3.2 RFC 3452 - Forward Error Correction (FEC) Building Block 

Since RFC 2733, the IETF has standardized an "FEC Building Block", which allows an arbitrary FEC scheme to be specified for use within a transport protocol.  Therefore it fulfils requirement 1. While this work was originally aimed at reliable transport of bulk data, such as files, it can also be used for packet loss protection in streaming data, including time-sensitive data such as media streams

RFC 3452 [2] is an experimental RFC, which describes how to use FEC to efficiently provide and/or augment reliability for one-to-many reliable data transport using IP multicast. RFC 3452 describes what information is needed to identify a specific FEC code, what information needs to be communicated out-of-band to use the FEC code, and what information is needed in data packets to identify the encoding symbols they carry.

3.3 RFC 3453 - The Use of Forward Error Correction (FEC) in Reliable Multicast

[3] is an informational RFC, which describes the use of FEC to efficiently provide and/or augment reliability for one-to-many reliable data transport using IP multicast.

Section 2.5 of [3] discusses source blocks with variable length. It proposes a solution, which is similar to the solution proposed in the Siemens SA4 contribution [8]. Therefore it addresses requirement 10.

3.4 RFC 3695 - Compact Forward Error Correction (FEC) Schemes

This RFC [4] introduces some Forward Error Correction (FEC) schemes that supplement the FEC schemes described in RFC 3452.  

The new FEC schemes are particularly applicable when an object is partitioned into equal-length source blocks.  In this case, the source block length common to all source blocks can be communicated out-of-band, thus saving the additional overhead of carrying the source block length within the FEC Payload ID of each packet.  The new FEC schemes are similar to the FEC schemes with FEC Encoding ID 128 defined in RFC 3452, except that the FEC Payload ID is half as long.  This is the reason that these new FEC schemes are called Compact FEC schemes.

The primary benefits of these additional FEC schemes are that they are designed for reliable bulk delivery of large objects using a more compact FEC Payload ID, and they can be used to sequentially deliver blocks of an object of indeterminate length in an efficient way. Thus, they more flexibly support different delivery models with less packet header overhead.

3.5 Work in Progress - RTP Payload Format for Generic FEC-Encoded Time-Sensitive Media 

This Internet Draft [6] adapts the "FEC Building Block" for use within RTP. The parameters - FEC Encoding ID, FEC Instance ID, FEC Payload ID, and FEC Object Transmission Information - that define an instantiation of this building block (i.e., a particular FEC scheme), are mapped directly to RTP.

This RTP payload format is applicable for the streaming of any FEC-encoded time-sensitive media.  It is not, however, appropriate for reliable transport of entire objects, such as files.  For this, a protocol such as FLUTE [5] should be used instead.

This is a new draft, which cannot be expected to be ready earlier than one year from now.

3.6 Work in progress - An RTP Payload Format for Generic FEC

This Internet Draft [7] specifies a payload format for generic Forward Error Correction (FEC) for media data encapsulated in RTP. It is based on the exclusive-or (parity) operation, and it is a generalized algorithms that includes Uneven Level Protection (ULP). The payload format described in this draft allows end systems to apply protection using arbitrary protection lengths and levels, in addition to using arbitrary protection group sizes. It enables complete recovery or partial recovery of the critical payload and RTP header fields depending on the packet loss situation. This scheme is completely backward compatible with non-FEC capable hosts. Those receivers that do not know about FEC can simply ignore the protection data. This specification is supposed to obsolete RFC 2733 and RFC 3009.

Although this Internet Draft solves some of the drawbacks of RFC 2733, it limits the possible FEC codes to XOR codes and therefore violates requirement 1. It also does not solve the problem with variable length packets. The draft is fairly mature and the work is expected to be finished within a few months from now.

3.7 Summarizing the status of IETF work

The review of related IETF work shows that there is currently no IETF specification, which SA4 could easily adopt for protecting streamed media data with application layer FEC. 

4 Proposal

In a first step, SA4 should agree upon a list of well-specified requirements for the streaming FEC framework.

After that, a decision needs to be taken whether 

a) SA4 should proceed with designing its own FEC mechanisms for MBMS streaming or 

b) Application layer FEC for streaming should be done within the IETF framework based on input from and with support of 3GPP SA4.

Pros and cons of the two alternatives are obvious. a) will probably lead to a solution which could become part of the 3GPP-Rel6 specification until end of this year with the risk of being incompatible with what is going to be developed in IETF. b) will bundle 3GPP and IETF efforts, however, previous experiences showed, that the specification process will take at least one year, which means application layer FEC for streaming will most likely not become part of 3GPP-Rel6.   
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