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1 Introduction

There has been a discussion over the reflector on the definition of the QoE metrics after the 29th SA4 meeting. This contribution proposes the outcome of the email discussion and further developments based on the QoE Permanent document [1]. The QoE metrics definitions are given the section 2, after which the integration method of each metrics to the QoE protocol is specified in section 3.

2 Metrics definition

The objective of the metric definition is to obtain consistent measurements across different content types, PSS clients, and RANs. A PSS client supporting QoE metrics shall at least measure the metrics at the transport layer, but may also do it at the application layer for better accuracy. 

The reporting period is the period over which a set of metrics is calculated. The maximum value of the reporting period is negotiated via the QoE metrics protocol. The  reporting period shall not include any buffering or pause freezes/gaps, and shall not start or end during buffering or pause freezes/gaps. 
The following metrics are recommended to be derived by the PSS client implementing QoE.

1- Corruption duration:
This metric is only applicable for audio, video, speech and timed text, and is not applicable to media types such as synthetic audio, still images, bitmap graphics, vector graphics, and text. The unit of this metrics is expressed in seconds, and can be a fractional value.

Corruption duration is the time period from the first corrupted frame to the first subsequent good frame or the end of the reporting period (whichever is sooner).

A corrupted frame is a media frame that has quality degradation. A corrupted frame may either be entirely lost or the decoded frame is not the same as in error-free decoding. 

A good frame is a media frame that does not contain quality degradation. No quality degradation means that the frame is completely received and the decoded frame is exactly the same as in error-free decoding. Completely received means that all the bits are received and no bit error has occurred. 

From an implementation point of view, a good frame is a completely received frame X that does not reference any previously decoded frames AND where none of the subsequent received frames reference any frames decoded prior to X. In addition, a good frame can be derived as the N-th completely received frame X after a corrupted frame, where 

a) N is not signalled and defaults to ( (for video) or 1 (for audio). 

b) N is signalled from server to client. The value of N must ensure that after decoding of any N-1 completely received frames in decoding order, the following completely received frame can be correctly decoded.

c) N is derived by the client from the codec layer. This case takes precedence over the first two. Same as in b), the value of N must ensure that after decoding of any N-1 completely received frames in decoding order, the following completely received frame can be correctly decoded. 

The protocol for signaling N is discussed in Section 3 of this document.

2-Rebuffering duration:

This metric is only applicable for audio, video, speech and timed text and is not applicable to other media types. Rebuffering is defined as any stall in playback time due to any involuntary event at the client side. The unit of this metrics is expressed in seconds, and can be a fractional value.
3-Initial buffering duration:

Initial buffering duration is the time from receiving the first RTP packet until playing starts. The unit of this metrics is expressed in seconds, and can be a fractional value.

4-Number of RTP packets lost in succession:

The number of content packets lost in succession per media channel. The unit of this metric is expressed as integers >= 0.

5-Number of bytes presented to the media decoder:

This parameter is the cumulative number of bytes presented to the media decoder at the end of a reporting period. This parameter must be measured when the frame whose NPT time is equal to the ending time of the reporting period is decoded. The unit of this metric is expressed as integers >= 0.

6-Number of detected bit-errors:

This is number of detected bit-errors at the application-level. Lower-level errors will be handled by the link layer (either dropped or propagated to the application layer). The unit of this metric is expressed as integers >= 0.

7-Number of corrected bit-errors:

Number of corrected bit-errors at the application-level. Lower-level errors will be handled by the link layer (either dropped or propagated to the application layer). The unit of this metric is expressed as integers >= 0.

3 Integration of the metrics to the QoE protocol

An RTSP and SDP based QoE protocol is described in [5]. In addition to the description in [5] an optional RTSP parameter N is defined to be used with the Corruption_Duration parameter in the QoE-Metrics header, where N>=0. 

The syntax for N is as follows [3], [4]:

N = “N” “=” 1*DIGIT

The Syntax for the parameters described in Section 2 is as follows [2],[3],[4]:

Corruption_Duration “=” “{“ SP / 1#(Value [SP Timestamp]) “}”;

Rebuffering_Duration“=” “{“ SP / 1#(Value [SP Timestamp]) “}”;

Initial_Buffering_Duration “=” “{“ SP / Value “}”;

Successive_Loss “=” “{“ SP / 1#(Value [SP Timestamp]) “}”;

Decoded_Bytes “=” “{“Value “}”;

Application_Detected_Errors “=” “{“1#(Value [SP Timestamp]) “}”;

Application_Corrected_Errors “=” “{“1#(Value [SP Timestamp]) “}”;

Timestamp = 1*DIGIT

The Value field indicates the results. There is the possibility that the same event occurs more than once during a monitoring period. In that case the metrics value can occur more than once, which indicates the number of events to the server. 

The optional Timestamp indicates the time when the event (or measurement) occurred or when the Metric was calculated since the beginning of the reporting period. Also no events can be reported (using the SP – space). The semantics of the optional Timestamp is specified for each metric in the following. 

Timestamp Semantics of the QoE Metrics

Each metric is either an event (corruption, rebuffering, initial buffering, or loss of a succession of RTP packets) or a statistical value measured at certain time instance (number of bytes presented to the media decoder, number detected bit errors and number of corrected bits). When being reported, each metric may be associated with a timestamp indicating the event occurrence time or when the statistical value is calculated. The timestamp semantics of each metric is specified as follows. If specified, the timestamp is expressed in NPT time (derived from RTP timestamps). 

1) Corruption_Duration
The Timestamp indicates the time when the corruption has occurred. The value of the Timestamp is equal to the RTP timestamp of the last good frame inside the reporting period, in playback order, before the occurrence of the corruption, relative to the starting time of the reporting period. If there is no good frame inside the reporting period and before the corruption, the timestamp is set to the starting time of the reporting period.

2) Rebuffering_Duration
The Timestamp indicates the time when the rebuffering is occurred. The value of the Timestamp is equal to the RTP timestamp of the last played frame inside the reporting period and before the occurrence of the rebuffering, relative to the starting time of the reporting period. If there is no played frame inside the reporting period, the timestamp is set to the starting time of the reporting period.

3) Initial_Buffering_Duration
The Timestamp semantics is unspecified, and the value of the Timestamp is undefined.

4) Successive_Loss
The Timestamp indicates the time when the succession of lost packets has occurred. The value of the Timestamp is equal to the RTP timestamp of the last received RTP packet inside the reporting period, in playback order, before the occurrence of the succession of lost packets, relative to the starting time of the reporting period. If there is no received RTP packet inside the reporting period and before the succession of loss, the timestamp is set to the starting time of the reporting period.

5) Decoded_Bytes
The Timestamp semantics is unspecified, and the value of the Timestamp is undefined.

6) Application_Detected_Errors
The Timestamp indicates the time when the number of detected bit-errors is measured. The value of the Timestamp is equal to the RTP timestamp of the last decoded frame inside the reporting period and before the number of detected bit-errors is measured, relative to the starting time of the reporting period. If there is no decoded frame inside the reporting period and before the measurement, the timestamp is set to the starting time of the reporting period.

7) Application_Corrected_Errors

The Timestamp indicates the time when the number of corrected bit-errors is measured. The value of the Timestamp is equal to the RTP timestamp of the last decoded frame inside the reporting period and before the number of corrected bit-errors is measured, relative to the starting time of the reporting period. If there is no decoded frame inside the reporting period and before the measurement, the timestamp is set to the starting time of the reporting period.

Such information for each metric is summarized in the following table:

	QoE Metrics
	Timestamp
	Timestamp Value

	Corruption duration
	In NPT time
	Event occurrence time

	Rebuffering duration
	In NPT time
	Event occurrence time

	Initial buffering duration
	Unspecified
	Undefined

	Number of RTP packets lost in succession
	In NPT time
	Event occurrence time

	Number of bytes presented to the media decoder
	Unspecified
	Undefined

	Number of detected bit errors
	In NPT time
	Measurement time

	Number of corrected bit errors
	In NPT time
	Measurement time


Example 1 (Signaling N):
S->C
RTSP/1.0 200 OK

Cseq: 2

Session: 17903320

Transport: RTP/AVP;unicast;client_port=7000-7001;server_port= 6970-6971
QoE-Metrics:url=”rtsp://example.com/foo/bar/baz.3gp/trackID=3”; metrics={Corruption_Duration, Decoded_Bytes};rate=10;Range:npt=0-40 ; N=3, url=”rtsp://example.com/foo/bar/baz.3gp”;

metrics={Initial_Buffering_Duration,Rebuffering_Duration};rate=End
Example 2 (Feedback with all metrics):

C->S 
SET_PARAMETER rtsp://example.com/foo/bar/baz.3gp RTSP/1.0

Cseq: 302

Session: 17903320

QoE-Feedback: url=“rtsp://example.com/foo/bar/baz.3gp/trackID=3”;Corruption_Duration={1 1, 2 3, 4 5}; Rebuffering_Duration={2 1, 4 3, 5 6}; Initial_Buffering_Duration={120}; Successive_Loss={3 1, 4 3}; Decoded_Bytes={3569}; Application_Detected_Errors={0}; Application_Corrrected_Errors={0}; Range:npt=10-20
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