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1 Introduction

This document describes a set of features in order to improve and complement the design of the protocol for the delivery of Quality metrics for PSS [1]. The main key points of this contribution are summarized hereafter. Each item is then analyzed in a separate section.

1) Use SDP to initiate the Quality Metrics negotiation. This allows more flexibility in the selection of Quality Metrics and it supports metrics negotiation in a more efficient way.

2) Consider performing Quality Metrics negotiation during session setup. This enables reducing the session setup time and media Quality monitoring since the very beginning.

3) Shift the computational complexity from PSS client to PSS server. This can be done by reporting raw data to the server (length of rebufferings, corruption durations, etc.). It has the advantage of reducing the complexity at the client, and it enables the operator to have more flexibility/extendibility of Quality metrics statistics.

4) Add flexibility in Quality monitoring. The set of metrics can change during a session, if desired.

5) For special cases make use of other methods to carry Quality Metrics reports. For example use TEARDOWN to carry the very last Quality report. This avoids an increase of the session teardown delay (a similar case applies to PAUSE).

6) When the session is in PAUSE state, avoid sending Quality reports. In PAUSE state nothing is happening, and there is no need to send Quality reports and overload the client with unnecessary computations.

2 Use of SDP

The usage of SDP to initiate the Quality Metrics negotiation adds flexibility in the selection of the QoE (Quality of Experience) metrics. This will support Quality Metrics negotiation during session setup in a better way (see also the item described in the next section).

We propose to define a new SDP attribute, which can be used as either a session or media level SDP attribute. The definition syntax is based on RFC 2327 [2] and RFC 2234 [3]:
a=QoE-Metrics: Metrics “;” Sending-rate [“;” Range] CRLF

Metrics = “metrics” “=” “{“ 1#(1*TEXT) ”}”

Sending-rate = “rate” “=” 1*DIGIT / “End”

Range = as defined in [2]

DIGIT = as defined in [2]

Example 1:

S->C  RTSP/1.0 200 OK

Cseq: 1

Content-Type: application/sdp

Content-Base: rtsp://example.com/foo/bar/baz.3gp/

Content-Length: 800

Server: Nokia RTSP Server

v=0

o=- 3268077682 433392265 IN IP4 63.108.142.6

s=QoE Enables Session Description Example

e=support@nokia.com

c=IN IP4 0.0.0.0

t=0 0

a=range:npt=0-83.660000

a=QoE-Metrics:{Initial_Buffering_Duration,Rebuffering};rate=End

a=control:*

m=video 0 RTP/AVP 96

b=AS:28

a=QoE-Metrics:{Corruptions,Decoded_Bytes};rate=15;range:npt=0-40

a=control:trackID=3

a=rtpmap:96 MP4V-ES/1000

a=range:npt=0-83.666000

a=fmtp:96profile-level-id=8;config=000001b008000001b50900012000

m=audio 0 RTP/AVP 98

b=AS:13

a=QoE-Metrics:{Corruptions};rate=20

a=control:trackID=5

a=rtpmap:98 AMR/8000

a=range:npt=0-83.660000

a=fmtp:98 octet-align=1

a=maxptime:200
This example shows the syntax of the SDP attribute for Quality Metrics. The session level Quality metrics description (Initial buffering duration and rebufferings) to be monitored and reported only once at the end of the session. Also video specific description of metrics (corruptions and decoded bytes) to be monitored and reported every 15 seconds from the beginning of the stream until the time 40s. Finally, audio specific description of metrics (corruptions) to be monitored and reported every 20 seconds from the beginning until the end of the stream. 

Note: the definition of quality metrics semantics is currently under definition in SA4. The examples show just the expressive power of the new SDP attribute.

3 Quality Metrics negotiation during session setup

Currently, the protocol for Quality Metrics [1] specifies the use of SET_PARAMETER and GET_PARAMETER for negotiating and transferring the metrics. These methods can be used 

a. During session setup: In this case, the RTSP state machine of the PSS client becomes more complex and the session setup is increased by 2 RTSP RTTs (1 RTT to trigger and 1 RTT to setup the metrics). It has to be noted that SET_PARAMETER and GET_PARAMETER can only be sent by the PSS server after the first RTSP SETUP response, because the session ID is required and is not available until that time.
b. After session setup (i.e., during media streaming): In this case, it is fine to use the above methods if the wish is that of monitoring media starting from any random point of the session lifetime. However, it is impossible to enable media monitoring from the very beginning of the session (this is possible only after at least 2 RTSP RTTs, losing several seconds of initial Quality information about the stream(s)).
In order to avoid the problem of increasing the session setup time and enable monitoring media since the beginning of the session, we propose to embed the Quality metrics negotiation in the ordinary RTSP methods used for session setup. 

In an RTSP connection setup, the PSS client and server negotiate what metrics are sent by the PSS client and how often. We define one new RTSP header for this purpose.

Note: this header definition should complement (not replace) the headers defined in [1].

QoE-header = “QoE-Metrics” “:” “Off” / 1#(stream-url “;” Metrics “;” Sending-rate [“;” Range]) CRLF

stream-url = “url” “=” rtsp_URL

Metrics = “metrics” “=” “{“ 1#(1*TEXT) ”}”

Sending-rate = “rate” “=” 1*DIGIT / “End”

Range = as defined in [4]

DIGIT = as defined in [4]

Rtsp_URL = as defined in [4]

There are two ways to use this header: 

1. If only the Off parameter is used, this is an indication that either server or client wants to cancel the metrics monitoring and reporting (this is equivalent to the METRICS-TRIGGER defined in [1]). 

2. If the header contains other parameters, then the metrics transmission is requested to start (or restart in case of mid-session monitoring). 

If the header is used with the RTSP Session Control url information, then QoE-Metrics is used at the session level. If the url is an RTSP Media Control url, then QoE-Metrics is used at the media level and each media gets its own QoE-Metrics line. 

Note: It is possible that the same url is referenced more than once. If the Sending-Rate and Range information are different than the previously defined one, then the new metrics parameters are considered as a different parameter set, which is valid for that particular url, but for different metrics. Otherwise, the same RTSP control url must not be referenced more than once for the same Sending-Rate and Range values.

In order to limit the amount of metrics/measurements to be reported, the Metrics field contains the list of names that describes the metrics/measurements required to be reported in a PSS session. The names that are not included in the Metrics field are not used in the session, and the PSS client does not waste processing resources. This increases flexibility in cases an operator wants to monitor just few of the available metrics.

It is required to set the sending rate. If the Sending-rate value is 0, then the client can send feedback messages at any time depending on the events occurred in the client. Values ( 1 indicate a precise message-sending interval. The shortest interval is once a second and the longest interval is undefined. The feedback sending interval can be different for different medium, but it is recommended to keep a sort of synchronization, to avoid extra traffic in the uplink direction. The value End indicates that only one message is sent at the end of the session.

The Range field can be used to define the time limit of feedback sending. In this way it is possible to decide the monitoring time range during the negotiation phase.

Example 2 (Quality Metrics negotiation):

In this example it is shown how to negotiate Quality Metrics during RTSP session setup.
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Figure 1: QoE Metrics negotiation
The Quality Metrics negotiation starts with the response to the DESCRIBE request, where the Metrics information is embedded into SDP data (as described in the previous section). If the PSS client supports Quality Metrics, then it shall send a SETUP request (like that below) containing the selected/modified QoE Metrics for either session level, or the media level, which is being set-up.

C->S 
SETUP rtsp://example.com/foo/bar/baz.3gp/trackID=3 RTSP/1.0


Cseq: 2

QoE-Metrics:url=”rtsp://example.com/foo/bar/baz.3gp/trackID=3”;  metrics={Corruptions,Decoded_Bytes};rate=10;Range:npt=0-40, url=”rtsp://example.com/foo/bar/baz.3gp”;

metrics={Initial_Buffering_Duration,Rebuffering};rate=End
In order for the PSS client to indicate that both session level and media level Quality Metrics are supported, the client shall send all the supported/modified Quality Metrics related to the media level. It shall also send the selected session level Quality Metrics in at least one of the SETUP requests. In the above SETUP request, the client modifies the sending rate of the Quality Metrics for the control URL ”rtsp://example.com/foo/bar/baz.3gp/trackID=3” from 15 to 10 (compared to the initial SDP description). 

Receiving this SETUP request, the server returns back the 200/OK and the accepted Quality Metrics returned by the client (to re-acknowledge the changes). It may also reject the changes made by the client. If the server rejects the changes, it can either set new values and resend the modified metrics back to the client, or it can simply ignore the metrics and not re-acknowledge them.

Assuming that the server acknowledged the changes, the server will send back a SETUP response as follows:

S->C
RTSP/1.0 200 OK

      Cseq: 2

Session: 17903320

Transport: RTP/AVP;unicast;client_port=7000-7001;server_port= 6970-6971
QoE-Metrics:url=”rtsp://example.com/foo/bar/baz.3gp/trackID=3”; metrics={Corruptions,Decoded_Bytes};rate=10;Range:npt=0-40, url=”rtsp://example.com/foo/bar/baz.3gp”;

metrics={Initial_Buffering_Duration,Rebuffering};rate=End
If the server does not approve the modifications done by the client, they can continue to re-negotiate until the RTSP PLAY request and the RTSP PLAY response of the server would return the final negotiated Quality Metrics including all session and media level Metrics values.

It must be noted that each time the QoE-Metrics header field is sent in an RTSP request, it shall also be present in the response corresponding to that particular request. Otherwise, the receiver of the response assumes that the other end does NOT support Quality Metrics.

Example 3 (Quality Metrics negotiation – no DESCRIBE – 200/OK):

If there is no DESCRIBE – 200/OK message pair sending at the beginning of the RTSP signaling (Figure 2), it means that the SDP description is received by other means and the negotiation is started with a SETUP message. If the server wants to use the Quality Metrics information, it can send a Quality Metrics request in the 200/OK response. If the PSS client sends the Quality Metrics information in the next message, the negotiation can continue until the mutual agreement is reached or RTSP PLAY request and response message pair is reached. If the client doesn’t send Quality Metrics information, then the server knows that the client doesn’t support Quality Metrics. This is shown in Figure 2 and can make use of the same RTSP header defined in this section.
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Figure 2: QoE Metrics negotiation (no DESCRIBE-200/OK)

4 Low computational complexity at the PSS client

The impact of the Quality Metrics on the PSS client must be minimized. The Quality Metrics are a tracking system, and for every tracking system there are performance issues (e.g., computational complexity that impact on the CPU or memory usage). The current protocol for Quality Metrics [1] has several drawbacks. Firstly, all the calculation has to be implemented in the client. This increases the complexity of the client implementation and the resource usage. Secondly, it limits the calculations to those metrics implemented in the client. Lastly, it makes the feedback messages big since one event produces 4 (or more) results (e.g., min, max, avg, standard deviation).

It is proposed to shift the statistical computations to the PSS server and let the PSS client to report just raw data to the server (e.g., length of rebufferings, corruption durations, etc.). This allows:

1. Reducing computational complexity at the client.

2. Enabling the server to make any statistical data aggregation it wishes (computation of averages, standard deviations, median, n% confidence interval, k-percentile, min, max, etc.)

3. Enabling the statistics to be extended in the future with new calculations or be tailored for a particular operator (e.g., Operator A wants to have also the median computation, while Operator B wants to compute the 95% confidence interval). This requires updates only in the server side and helps keeping smaller the size of the feedback packets.
The Quality Metrics feedback can be conveyed to the PSS server by using the SET_PARAMETER method, as defined in [1] using the following new RTSP header:

Feedbackheader = “QoE-Feedback” “:” 1#(stream-url 1*(parameters) [“;” Range] CRLF)

stream-url = “url” “=” rtsp_URL

parameters = “;” Metrics “=” “{“ SP / 1#(Value [SP Timestamp]) “}” 

Metrics = *TEXT

Value = 1*DIGIT [“.” *DIGIT]

Timestamp = 1*DIGIT

Range = as defined in [4] 

// Calculation range

DIGIT = as defined in [4]

Rtsp_URL = as defined in [4]

SP = as defined in [4]
Stream-url is the RTSP session or media control URL identifier for the feedback parameter. The Metrics field in the Parameters definition contains the name of the metrics/measurements and it shall be the same as the Metrics field in the negotiation QoE header (QoE-Metrics). It is recommended to keep the order of metrics the same to simplify parsing. The Value field indicates the results. The optional Timestamp indicates the time when the event (or measurement) occurred or when the metric was calculated since the beginning of the session. Also no events can be reported (using the SP – space). The optional Range indicates the reporting period.

There is the possibility that the same event occurs more than once during a monitoring period. In that case the Metrics value can occur more than once, which indicates the number of events to the server.

Example 4 (Feedback):

C->S SET_PARAMETER rtsp://example.com/foo/bar/baz.3gp RTSP/1.0

Cseq: 302

Session: 17903320

QoE-Feedback: url=“rtsp://example.com/foo/bar/baz.3gp/trackID=3”;Corruptions={2,3,1,0.5,5} 

This example shows that during the monitoring period 5 corruptions periods have occurred. Each value indicates the duration (in seconds) of each corruption period (provided the metrics Corruptions has been semantically defined as the length of corruptions). 

Example 5 (Feedback with timestamps and range):

C->S SET_PARAMETER rtsp://example.com/foo/bar/baz.3gp RTSP/1.0

Cseq: 302

Session: 17903320

QoE-Feedback: url=“rtsp://example.com/foo/bar/baz.3gp/trackID=3”; Corruptions={2 1,3 10,1 15,0.5 19,5 25};Range:npt=10-20
This example shows that during the monitoring period 5 corruptions periods have occurred. Each values couple indicates the duration (in seconds) of each corruption period and the timestamp of the corruption (for example, the first corruption occurred at second 1 and lasted 2 seconds. 

Example 6 (Feedback with no events):

C->S 
SET_PARAMETER rtsp://example.com/foo/bar/baz.3gp RTSP/1.0

Cseq: 302

Session: 17903320

QoE-Feedback: url=“rtsp://example.com/foo/bar/baz.3gp/trackID=3”;Corruptions={ }
In this example there are no events to report.

5 Flexibility on Quality Monitoring

Currently the defined Quality metrics protocol [1] allows only switching on/off a static set of metrics. We believe it should be possible to change dynamically the set of metrics (or some monitoring parameters) during a PSS session, if desired.

It is possible that either the server or the client wants to change the Quality Metrics parameters during the session. The server might want the information more often or the client might notice that it cannot provide all the metrics previously negotiated. It is also possible to switch off the whole Quality Metrics sending, as defined in [1]. In order to start it again later, the server can send a new request. Some examples follow to illustrate few typical cases.

If the change occurs in the middle of a reporting period, the PSS client shall send a QoE report (of the already measured fraction of period) after the change has been accepted (i.e., after the 200/OK).

Example 7 (change request)

S->C
SET_PARAMETER rtsp://example.com/foo/bar/baz.3gp/trackID=5 RTSP/1.0


Cseq: 302


Session: 17903320

QoE-Metrics: metrics={Corruptions,Decoded_Bytes};rate=10

In this example, the server asks the client to add a new Quality Metrics measurement (decoded bytes) and also wants to decrease the period of measurement from 20 to 10 seconds. The responses for the change request would be

Accepted

C->S
RTSP/1.0 200 OK

Cseq: 302

Session: 17903320
QoE-Metrics: metrics={Corruptions,Decoded_Bytes};rate=10

Not accepted

C->S
RTSP/1.0 200 OK


Cseq: 302

Session: 17903320

QoE-Metrics:metrics={Corruptions};rate=20

If the new values are not accepted, the previously used parameters are repeated indicating that the previously negotiated situation remains unchanged. The list of metrics is always absolute. There is no way to add or subtract the current list, but the new list of metrics replaces the old list.

Example 8 (setting the Metrics off)

This is an example of messages, where the metrics are set off. Metrics can be set off at session level or at media level. The url indicates what level is used. In this example, the metrics are switched off at session level (all the medium).
C->S, S->C 
SET_PARAMETER rtsp://example.com/foo/bar/baz.3gp RTSP/1.0

Cseq: 302

Session: 17903320

QoE-Metrics: Off
.

The response for setting the metrics off would be

Accepted

S->C, C->S
RTSP/1.0 200 OK

Cseq: 302


Session: 17903320
QoE-Metrics: Off

6 Usage of other RTSP methods 

Quality Metrics reporting is normally done by the PSS client using the SET_PARAMETER method. However, in particular cases, it is more efficient to use other methods to carry the information.

CASE 1: when sending the very last Quality report, the client can embed the quality information into a TEARDOWN message. This avoids increasing the teardown delay. In the normal case, the client should send a SET_PARAMETER message containing the last quality reports before the TEARDOWN. And it would have the effect of increasing by 1 RTSP RTT the total teardown delay.

CASE 2: when the client wants to pause the streaming flow, quality metrics information can be embedded into a PAUSE method. If a SET_PARAMETER would be used and sent before PAUSE, then the PAUSE delay would be increased by one RTSP RTT. Also, it might be that the PAUSE message is the last message received by the server (the user might want to teardown the session immediately after PAUSE, or the connection is suddenly lost). This would not allow the server (and therefore the operator) to know about the last reporting period (that could carry important information about anomalies in the system). Therefore, it is proposed to embed the Quality Metrics information in PAUSE, in order for the server not to miss important monitoring data and for not increasing delays.

7 PAUSE state

When the system is paused, there is no media data flow. We recommend not sending any Quality Metrics feedback from client to server when the system is paused. The server should not request feedback messages during the pause state. After the pause state is ended, the periodical feedback and normal operations can continue. This reduces the network load in the uplink and downlink directions, and the processing overhead for the PSS client.

When PLAY is sent by the PSS client after a PAUSE, the clock for measuring the reporting period is reset.

8 Conclusions and proposal

This document describes a new SDP description for QoE metrics. The document also improves and simplifies several aspects of the transport protocol for the delivery of Quality Metrics for PSS. This is realized by the introduction of one SDP attribute for the description of the metrics, one RTSP header used for metrics negotiation and one RTSP header used for metrics results reporting. Nokia, Vidiator and 3 UK believe these features are important to be considered, and proposes to include them in the current specification of the protocol [1]. 
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