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1. Introduction
As UMTS matures, there are more and more services provided by network infrastructure components. These include user authentication and authorization, charging information, access to user profiles, device capabilities and more.

It’s become imperative for application servers or Service Capability Servers (OSA) to gain access to network components that maintain such information. 

More specifically, the PSS server needs some form of subscriber identification to perform routine tasks of AAA or for getting access to user profiles. The following examples illustrate this need:

· User authentication

· Packet data charging 

· User profiles (PAM, PSE)

All of the above procedures are using some form of subscriber ID, which is not available to the PSS server during a session.

Attempts to get mobile subscriber ID usually rely on MS IP address or involve some proprietary solutions. The latter hinders the premise of interoperability while the usage of subscriber’s IP has the following drawbacks:

· Client may be isolated from the PSS server by NAT (Network Address Translator). In this case the IP known to the PSS server is different from the IP known by the network components for this client. 
· IP address allocation for MS may occur quite frequently. This in turn will prohibit subscriber ID association by using local cache mechanism, and will require data re-fetching each time the subscriber accesses resources at the PSS server.
2. Are we alone in the quest for subscriber ID?
No.  It is needed by the MMSE and by WAP gateways and it makes sense that more applications will need it in the future.  

The following is clause 8.1 from Rel-5 TS 23.140 MMS stage 2 [3].

“8.1
Technical realisation of MMS on reference point MM1

On the MM1 reference point an underlying authentication mechanism should be available. 

The network-provided MMS User Agent’s ID (e.g. MSISDN or IMSI) should be made available to the MMS Relay/Server by the RADIUS mechanisms defined in [Ref]. This ID should be used to authenticate the MMS User Agent.”

3. Discussion
To resolve the issue of client ID availability during the PSS session one may consider several options:

1.  Extending RTSP messages to include the MSISDN identifier in the following way:

SETUP rtsp://mediaserver.com/movie.test/streamID=0 RTSP/1.0
CSeq: 2

X-3gpp-ID: “MSISDN number”
Transport: RTP/AVP/UDP;unicast;client_port=3456-3457

The problems here are data security/privacy and availability of MSISDN/IMSI at the terminal’s application level.

2. Extending RTSP messages with local IP address (before NAT):

SETUP rtsp://mediaserver.com/movie.test/streamID=0 RTSP/1.0
CSeq: 2

X-3gpp-ID: “Local IP”
Transport: RTP/AVP/UDP;unicast;client_port=3456-3457

3. Decide not to solve it within the PSS framework and leave it as a general wider scope requirement. In this case it should be presented to SA1/SA2.
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